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DRAFT FREEDOM OF INFORMATION (JERSEY) 

LAW  201-  

European Convention on Human Rights 

 

In accordance with the provisions of Article 16 of the Human Rights (Jersey) Law 
2000 the Chairman of the Privileges and Procedures Committee has made the 
following statement – 
 
In the view of the Chairman of the Privileges and Procedures Committee the 
provisions of the Draft Freedom of Information (Jersey) Law 201- are compatible with 
the Convention Rights. 
 
 

(Signed)  Connétable of St. Mary 
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REPORT 

1. Context 

1.1 The Privileges and Procedures Committee was established on 26th 
March 2002, one of its terms of reference being “to review and keep under 
review the Code of Practice on Public Access to Official Information (‘the 
Code’) adopted by the States on 20th July 1999 (attached at Appendix A) and, 
if necessary, bring forward proposals to the States for amendments to the 
Code including, if appropriate the introduction of legislation, taking into 
account the new system of government”. 

1.2 The States adopted improvements to the Code on 8th June 2004, and these 
included the establishment of an Information Asset Register which shows a 
list of strategic and/or policy reports prepared by departments, and any report 
deemed to be of public interest, together with the cost of preparation where 
these were provided by consultants. This list is now simply known as ‘States 
Reports’ and can be found at: 

http://www.gov.je/Government/Pages/StatesReports.aspx. 

1.3 On 6th July 2005, the States approved P.72/2005 and agreed that the existing 
Code of Practice on Public Access to Official Information should be replaced 
by a Law, to be known as the Freedom of Information (Jersey) Law 200-. The 
States went on to give the Committee a quite specific instruction to draft a 
Law based on certain approved parameters, subject to further consultation, 
and to bring forward for approval the necessary draft legislation to give effect 
to the decision. 

1.4 The Select Committee of the House of Lords appointed to consider the draft 
Freedom of Information Bill which reported on 27th July 19981 set out 
3 fundamental principles for Freedom of Information legislation. This is often 
referred to as the Freedom of Information model. 

“Freedom of information laws vary in scope and detail, but they share 
three basic principles. 

1. The first is that the right of access to government information 
is a general right of all people, and does not depend on 
establishing a “need to know”. In many countries the right 
developed from a right in administrative law to be given 
access to administrative documents relevant to a dispute with 
administrative authorities. 

2. The second principle is that the right of access is subject to a 
limited number of exemptions which permit refusal to 
disclose information if disclosure would cause harm of a 
specified kind. Although countries differ on the reasons for 
such exemptions, there is a remarkably similar core of reasons 
for refusing to disclose, consisting of national security, 
international relations, law enforcement, personal privacy, 
commercial confidentiality, and policy advice. 

 
1 http://www.publications.parliament.uk/pa/ld199899/ldselect/ldfoinfo/97/9702.htm  
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3. The third principle is that there is a right of appeal to an 
impartial arbiter who decides whether the exemption applies 
to particular information, and who has the power to rule that 
the information must be disclosed.” 

During the development of the Law, the Committee has adhered to the key 
principles of Freedom of Information (‘FOI’) legislation. 

1.5 In ‘The Public’s Right to Know – Principles on Freedom of Information 
Legislation’ published by Article 19, London,2 there is defined a list of 
international principles to set a standard against which anyone can measure 
whether domestic laws genuinely permit access to official information. They 
set out clearly and precisely the ways in which governments can achieve 
maximum openness, in line with the best international standards and practice. 
These are as follows – 

• Freedom of information legislation should be guided by the principle 
of maximum disclosure; 

• Public bodies should be under an obligation to publish key 
Information; 

• Public bodies must actively promote open government; 

• Exceptions should be clearly and narrowly drawn and subject to strict 
“harm” and “public interest” tests; 

• Requests for information should be processed rapidly and fairly and 
an independent review of any refusals should be available; 

• Individuals should not be deterred from making requests for 
information by excessive costs; 

• Meetings of public bodies should be open to the public; 

• Laws which are inconsistent with the principle of maximum 
disclosure should be amended or repealed; 

• Individuals who release information on wrongdoing – 
whistleblowers – must be protected. 

The last of these points is addressed separately by the pre-existing whistleblowers’ 
policy for States employees – “Policy on Reporting Serious Concerns – 
(‘Whistleblowing’ Policy)”. 

1.6 The reports presented to the States and the report and propositions lodged on 
FOI since 2003 are listed at Appendix B for information. 

2. Introduction 

2.1 The Privileges and Procedures Committee now presents the Draft Freedom of 
Information (Jersey) Law 201- as directed by the States. 

2.2 The States, in approving P.72/2005, agreed that the Law should broadly be 
based upon the following Key Policy Outcomes (‘KPO’) – 

 
2 www.article19.org/pdfs/standards/righttoknow.pdf  
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Key Policy Outcomes 

1. All information should be capable of being considered for release. In 
particular, information created before the Code came into force on 
20th January 2000 and which is not yet in the Open Access Period 
should be released on request unless exempt in accordance with the 
agreed list of exemptions. 

2. There may be circumstances when there is an overriding public 
interest greater than the purported exemption. Such an interest will be 
built into the Law but can be appealed against. 

3. All legal persons (both individual and corporate) should have a right 
to apply, regardless of their nationality or residency. 

4. Application, especially for readily accessible information, should not 
be restricted by having to be in writing. 

5. Authorities that are emanations of the state or majority owned by the 
public should be bound to release relevant information. 

6. The Law would not apply to States-aided independent bodies. 

7. A formal publication scheme is not yet proposed but authorities 
should be encouraged to publish as much information about 
themselves and their activities as possible and will be required to use 
the Information Asset Register. 

8. Authorities are to be encouraged to develop records and document 
management schemes which will facilitate retrieval of requested 
information. 

9. Information should in general be released free of charge and 
proportionate assistance should be given to a special need, such as an 
individual’s sight impairment. 

10. Information should be released as soon as practicable, 
acknowledgements should be within 5 working days and the 
15 working day guide is to be seen normally as a maximum for a 
decision to release the information or not. 

11. Information created before the introduction of the Code (20th 
January 2000) should be available for release, but because it has not 
yet been categorised its release may take longer than information 
created since the Code. This means that where justified by the 
Commissioner, the 15 working day limit may be exceeded. 

12. Existing exemption (v)3 should be simplified to refer to legal 
professional privilege alone. Medical confidentiality and legal advice 
given to an authority are adequately covered elsewhere in the 
exemptions. The explicit retention of these provides scope for serious 
undermining of the Law. 

 
3 Exemption (v) of the Code of Practice on Public Access to Official Information, updated 
2004, see Appendix A 
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13. Existing exemption (xii), concerning the competitive position of an 
authority, should be amplified to give the same guidance concerning 
the word ‘prejudice’ as is given concerning the competitive position 
of a third party in exemption (xi). This would then be as follows – 

“prejudice the competitive position of an authority if and so 
long as its disclosure would, by revealing commercial 
information, be likely to cause significant damage to the 
lawful commercial or professional activities of the 
authority;”. 

14. Existing exemption (xiii), concerning employer/employee relations, 
should give greater guidance concerning the word ‘prejudice’ as 
follows – 

“prejudice employer/employee relationships or the effective 
conduct of personnel management if and so long as its 
disclosure would, by revealing the information, be likely to 
seriously put at risk a fair resolution of a dispute or related 
matter;”. 

15. Existing exemption (xiv) [in the code], concerning the premature 
release of a draft policy, should be amplified so that its purpose is 
clearly understood as follows – 

“constitute a premature release of a draft policy which is in 
the course of development. This cannot exempt information 
relating to that policy development once the policy itself has 
been published, nor is it a blanket exemption for all policy 
under development;”. 

16. Existing exemption (b), concerning information originally given in 
confidence has no place in a Freedom of Information Law as 
exemption (i) protects personal information, exemption (v) provides 
for legal professional privilege and exemption (xi) protects 
commercial confidentiality. 

17. Existing exemption (c), concerning whether an application is 
frivolous, vexatious or made in bad faith is retained but clarified by 
the inclusion of the statement as follows – 

“Only rarely should this exemption be used and an applicant 
must be told that he retains the right to appeal against the 
refusal to release the information;”. 

18. In particular circumstances, if a Law Officer or the police reasonably 
believes that they should neither confirm nor deny the existence of 
information then the Law should not require them to do so. 

19. Offences and penalties are necessary to make the Law effective and 
these include the offence of an unreasonable failure to release 
information that is not exempt. 

20. There should be one Information Commissioner combining the role of 
Data Protection Registrar and oversight of Freedom of Information. 
This office must be effectively resourced. 
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21. The existing Data Protection Tribunal and appeals system should be 
adopted and adapted as necessary to consider Freedom of Information 
appeals. 

22. The combined and independent function of the Information 
Commissioner should have just one States Committee to oversee it 
and it is proposed for that Committee to be the Privileges and 
Procedures Committee. 

2.3 The Committee amended its own proposition ‘Freedom of Information: 
proposed legislation’ (P.72/2005) (available on the States Assembly website at 
www.statesassembly.gov.je under ‘Propositions’), at the request of the Policy 
and Resources Committee, to include the words ‘subject to further 
consultation’ and ‘be broadly based upon’ to allow some flexibility. With the 
inclusion of these refinements, the Policy and Resources Committee was both 
supportive in principle that there should be a Freedom of Information Law and 
that law drafting should commence as soon as practicable. P&R was able to 
support parts (a) and (c) of the original Proposition, and the flexibility in the 
amendment allowed for further discussion on certain parts of specific policies 
as identified in part (b). 

2.4 The Committee as currently constituted has considered carefully all of the key 
policy objectives it was charged to implement, and has delivered all but the 
last two of these Key Policy Outcomes in the proposed draft, as will be 
discussed later in this report. 

Why a Law rather than Code? 

Underlying principles 

2.5 The philosophical and political arguments in favour of Freedom of 
Information ‘FOI’ Law are well rehearsed. The Committee recognised that, 
even since the introduction of the Code, Jersey people do not have the 
statutory, well-defined rights of access to official information enjoyed in more 
than 50 other jurisdictions. The Privileges and Procedures Committee (‘the 
Committee’) considers that the force of law is required to continue the culture 
change, giving ordinary citizens a legal right of access to government 
information. 

Reinforcing States aims 

2.6 In other jurisdictions FOI legislation has been regarded at the outset not as a 
standalone law but an integral part of reform and as absolutely fundamental to 
how government develops. 

2.7 The Standing Orders of the States of Jersey set out the terms of reference of 
the Privileges and Procedures Committee, which include – 

(h) to keep under review the procedures and enactments relating to 
public access to official information and the procedures relating to 
access to information for elected members; 

2.8 The Standing Orders therefore envisage that public access to information and 
access to information for elected members are two different things, and the 
Freedom of Information Law will not be the vehicle used by members to 
access information, unless that is their personal choice. 
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2.9 The States approved the Strategic Plan 2009 to 2014, which contained as an 
aim – 

• Create a responsive government that provides good and efficient 
services and sound infrastructure and which embraces a progressive 
culture of openness, transparency and accountability to the public. 

2.10 In Section 15 entitled “Protect and enhance our unique culture and identity” 
under “What we will do”, it states – 

• We will work to improve the public trust in government and establish 
a system of greater transparency, public participation, and 
collaboration to strengthen our democracy and promote efficiency 
and effectiveness in Government (CM). 

2.11 Creating legally enforceable FOI rights for the people of Jersey would not 
only reinforce these aims but is a single, emphatic act that will assist the 
States to achieve its aims. 

2.12 Jersey’s low levels of voter turnout were recognised in the previous Strategic 
Plan – regularly less than 30% – as evidence of a democratic deficit in the 
Island and disenchantment with government. 

2.13 The States approved the Public Sector Reorganisation: Five Year Vision for 
the Public Sector (P.58/2004) in 2004 – this set out aims for 5 years and made 
a commitment to greater transparency and accountability. Similarly, the 
£9.4 million Visioning Project which arose out of this exercise asserted: ‘The 
need for change in the public sector is being driven by major external changes 
and a general political unease generated by poor public perception of the 
States of Jersey and the public sector. There is a disconnection between the 
electorate, politicians and the public sector in Jersey that is unhealthy and 
breeds frustration and mistrust throughout the community.’ 

2.14 From the public perspective, the force of law carries great weight and offers 
legal protection that cannot be offered in a policy or Code. It would remove 
once and for all the perception of a culture of secrecy and enshrine in law not 
only a duty to provide information unless exempt, but also a duty to assist a 
member of the public in making an application. 

Human Rights and Freedom of Information 

2.15 The report of the report of the Select Committee appointed to consider the 
draft [U.K.] Freedom of Information Bill, dated 27th July 1998, stated – 

“ “Freedom of Information” is something of a misnomer. A more 
accurate term is that to be found in the title to the Canadian Access to 
Government Information Act 1982. The distinction between 
“freedom” of information, being an absence of restrictions on the 
voluntary disclosure of information, and a legally enforceable right of 
access to information, is an important one legally and politically. It is 
the reason why the European Court of Human Rights has declined to 
interpret Article 10 of the European Convention on Human Rights 
(which says that “everyone has the right to receive and impart 
information”) as requiring member states to provide for a right to 
demand information. “Freedom of Information” has, however 
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become a common term for such legislation, and is used as such in the 
United States, Australia, Ireland and other countries.” 

“8. Although the European Court of Human Rights has 
interpreted Article 10 of the European Convention on Human Rights 
as not requiring freedom of information legislation, the 
Parliamentary Assembly and the Committee of Ministers of the 
Council of Europe have both adopted Recommendations endorsing 
such measures. The European Community adopted a Code of Conduct 
and there were Council and Commission Decisions on access to 
Council of Ministers and Commission documents in 1993, subject 
only to limited exemptions, together with a right to appeal on merit to 
the European Court of Justice or the European Community 
Ombudsman against refusal. This has led to several rulings by the 
Court of Justice and findings by the Ombudsman.” 

2.16 The European Parliament adopted Regulation (EC) No. 1049/2001 on 30th 
May 2001 regarding public access to European Parliament, Council and 
Commission documents. 

Human Rights (Jersey) Law 2000 

2.17 Article 10 of the Human Rights (Jersey) Law 2000 states – 

“Freedom of expression 

1. Everyone has the right to freedom of expression. This right shall 
include freedom to hold opinions and to receive and impart 
information and ideas without interference by public authority and 
regardless of frontiers. This Article shall not prevent States from 
requiring the licensing of broadcasting, television or cinema 
enterprises. 

2. The exercise of these freedoms, since it carries with it duties and 
responsibilities, may be subject to such formalities, conditions, 
restrictions or penalties as are prescribed by law and are necessary 
in a democratic society, in the interests of national security, territorial 
integrity or public safety, for the prevention of disorder or crime, for 
the protection of health or morals, for the protection of the reputation 
or rights of others, for preventing the disclosure of information 
received in confidence, or for maintaining the authority and 
impartiality of the judiciary.” 

2.18 The Committee considers that the codification of exemptions in the draft Law 
relating to information otherwise available, restricted information and 
qualified information, with the counterbalance of the public interest test and 
appeals to the Information Commissioner and, if required, to the Royal Court, 
meets the requirements of the above Law. 

Reputation of the Island 

2.19 On 27th February 2008, The Telegraph carried the following headline and 
excerpt – 
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“ Why documents in Jersey remain secret. 

The Freedom of Information Act gives journalists and members of the 
public the right to demand access to public documents in mainland 
Britain. Jersey, however, has its one independent legal system, with 
no such freedom of information laws.  

It means the Island’s government, the States of Jersey, is under no 
legal obligation to release details relating to the child abuse scandal 
or any other matter of public concern…”4 

2.20 The draft Law establishes, in the form of the Information Commissioner and 
the Royal Court in Tribunal mode, impartial bodies that have the power to rule 
on the application of the Law and whether disclosure is required. 

Important principles on which the Law is based 

Public access vs. Parliamentary access to information 

2.21 This Law is being proposed to enable public access to official information, it 
is not designed to provide parliamentary access to information for States’ 
members, who have an enhanced right of access to information. The 
Committee is reviewing the current position in relation to parliamentary 
access to information and hopes to be in possession of the revised position by 
the date of the debate. 

Law not to curtail existing access 

2.22 It is important to grasp the principle that an FOI Law should certainly not 
place restrictions on information which at the moment would be routinely 
disclosed. One of the issues regularly faced in the U.K. is the distinction 
between FOI requests and what might be called ‘business as usual’ requests.  
An FOI law ought to be giving additional rights to people for access to 
information and not making life more difficult for them and blocking 
disclosures or delaying disclosures which would just occur as a matter of 
course at the moment. 

Publication of information provided 

2.23 Mr. Maurice Frankel, Director, Campaign for Freedom of Information, who 
spoke to States members on 12th June 2009, summed up very clearly that it 
does not matter who the person is who is seeking information, nor what they 
want to use it for. In the United Kingdom, he said “It [the law] is applicant 
blind and purpose blind. That is how the Tribunal and the Commissioner 
describe it, which means the decision is not ‘Can we disclose the information 
to this person who has asked for it?’. The decision is ‘Can we make this 
information public?’ We take no notice of the identity of the requester. 
Requesters cannot be made public.” 

2.24 If we take this to the logical conclusion, once information has been supplied to 
a requester, it is effectively public information, and may therefore be 
published, and indeed, many authorities in the U.K. now routinely publish any 
information that has been supplied under the FOI Act. 

 
4 http://www.telegraph.co.uk/news/uknews/1579981/Why-documents-in-Jersey-remain-
secret.html  
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2.25 This contrasts with the provision of personal information under the Data 
Protection (Jersey) Law 2005, where information is treated as confidential to 
the data subject. 

Access to information not documents 

2.26 The Law will confirm the provision of the Code that application is made for 
information and not for sight of documents. The files will not be opened up 
for examination to the public, the authority will identify information that is 
requested, decide whether it may be released, and if necessary, redact the 
information/mask any exempt information that is next to the requested 
information. If the information is contained in a document or record that can 
be made public in its entirety, then it may be more convenient for the 
authority to release the whole document/record. 

2.27 The Law does not require the authority to prepare a report or other 
record bringing together the information in a different format, this would 
be a matter for the applicant. The Law will only require the release of 
information already held. 

2.28 The Law may also encourage the proper use of retention schedules, regarding 
information no longer required to be held. This would streamline activity 
under the FOI Law. 

What is the difference between the categories of exemption from disclosure? 

2.29 There are two categories under the Law – Absolutely exempt and Qualified 
exempt. 

2.30 Absolutely exempt information. This information will not be released under 
this Law. There are very few exempted areas in this category, and they include 
information which another Law says cannot be released, a breach of 
confidence that can be challenged in Court, national security, privileges of the 
States Assembly and personal information, because this can already be 
obtained under the Data Protection (Jersey) Law 2005. It also includes when 
information can be found elsewhere, for example on a website or in a 
publication. The Law does require the authority to provide reasonable 
assistance to an applicant, so they will be re-directed by an officer to the 
source of the information. 

2.31 Qualified information. This relates to information which the public authority 
must supply, unless it is in the public interest not to do so. The focus of this is 
that the public authority must prove that it is in the public interest not to 
release, rather than the emphasis being on non-disclosure with the applicant 
being in the position of having to prove that it is in the public interest to 
disclose the information. 

2.32 However, Article 5 allows an authority to release information, even if it falls 
within an exempted category, if it is happy to do so and is not otherwise 
prevented by a law from doing so. 

2.33 The exemptions have been considered at length by the Committee, and the 
exemptions used in the U.K. Freedom of Information Act 2000 have been 
followed to an extent, but not slavishly so. For example, there is not an 
exemption relating to the disclosure of free and frank advice, nor to access (or 
rather, lack of access) to Cabinet minutes. The Law will provide a much more 
sophisticated tool than the existing Code of Practice for the disclosure of 
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information, with a differentiation between information that cannot be 
released, and information that can be assessed alongside the public interest 
test. Whereas, under the Code, all exempt information could be withheld 
automatically, with a right of appeal to the States of Jersey Complaints Board 
(which cannot require disclosure), there will now be a public interest test to be 
applied to the majority of that information, with the right of appeal to an 
independent Commissioner and to the Royal Court, which will lead to a more 
rigorous assessment of the confidentiality of information with the aim of 
securing greater transparency. 

2.34 A comparison of the Code with the provisions available under the draft Law is 
attached at Appendix C. 

Public interest test 

2.35 The term “the public interest” is not defined in the Law. This is a very 
important element of the way in which the Law will work, as the way that the 
public interest test is considered will have a material effect upon the 
disclosure or otherwise of information that is qualified by that test. Some very 
interesting studies have been undertaken by The Constitution Unit, School of 
Public Policy, UCL, for example as described in “Balancing the Public 
Interest: Applying the public interest test to exemptions in the U.K. Freedom 
of Information Act 2000” by Meredith Cook (pub. August 2003) which may 
be downloaded free of charge from the UCL website 
(http://www.ucl.ac.uk/constitution-unit/publications). This publication is now 
in its second, and updated, edition, and this reports quotes from that 
publication, with kind permission of the publisher. The U.K. Information 
Commissioner’s Office website5 gives guidance on the application of each 
exemption in the U.K. and the application of the public interest test. 

2.36 However, something which is “in the public interest” may be summarised as 
something which serves the interests of the public. The public interest test 
entails a public authority deciding whether, in relation to a request for 
information, it serves the interests of the public either to disclose the 
information or to maintain an exemption or exception in respect of the 
information requested. (It does not refer to information which the public may 
find interesting.) To reach a decision, a public authority must carefully 
balance opposing factors, based on the particular circumstances of the case. 
Where a request for information is refused, on appeal to the authority there 
will be an internal review, when the public interest test will be reconsidered. 
On appeal, the Information Commissioner will also review the public interest 
test, as will any further appeals body. Where the factors are equally balanced, 
in the U.K., the information must be disclosed. 

2.37 The majority of exemptions from disclosure refer to ‘qualified information’ to 
which a public interest test must be applied. At each stage of the process, the 
public interest test needs to be applied, that is by (a) the public authority 
during the original application, and during each stage of the appeals process, 
namely by (b) the head of that authority/Minister (internal review), (c) the 
Information Commissioner and (d) the Royal Court as the appeals body. The 
information will therefore be assessed very carefully, and there are several 

 
5 www.ico.gov.uk  



 

 
 Page - 14 

P.39/2011 ◊
 

opportunities for a decision to be taken that the information should be released 
or not. 

Neither Confirm nor Deny clause (NCND) 

2.38 The incorporation of a ‘neither confirm nor deny’ (NCND) clause is included 
in freedom of information legislation in other jurisdictions, and enables a 
public authority to neither confirm, nor deny, the existence of the information 
requested, and is of particular interest in issues touching upon national 
security and policing. 

2.39 This type of provision is useful in relation to information supplied by a 
foreign government department, for example information from security 
services relating to crime or terrorism, and which the supplying government 
would not entrust with a public authority in Jersey if there was a risk of 
disclosure. As can be seen later in the draft at Article 42, the Committee has 
also agreed that a ‘carve out’ to ensure that any information given to a Jersey 
public authority by a foreign government department would not be considered 
to be ‘held’ by Jersey authorities for the purposes of the Law, and therefore 
there would be no need for an authority to confirm or deny that it had that 
information. 

2.40 There are a number of regular policing activities where an NCND clause 
would be of value, for example the Customs and Immigration believed that 
the omission of the NCDC clause could have a detrimental effect in certain 
cases on the conduct of legal proceedings, and on the investigation of 
offences, and the department was of the view that there was a strong case for 
including the NCND clause regarding intelligence held by the Service. To not 
do so would mean that the service would have to disclose its operational 
capabilities/limits, what it was investigating, or what information it held or did 
not hold; an approach which the department doubted would be considered 
either acceptable or appropriate. The Education, Sport and Culture 
Department believed it was important to retain the NCND clause but would 
only envisage invoking such a clause in exceptional circumstances, and would 
be willing to justify withholding of information (on a confidential basis) to an 
independent third party if this should be necessary. Accordingly an NCND 
clause has been included at Article 10(2) in relation to restricted or qualified 
information, the latter being subject to the public interest test. 

Which public authorities will be covered? 

2.41 The Committee believes that all public authorities should be included in time, 
but that to begin with, those authorities that have been subject to the Code of 
Practice on Public Access to Official Information since January 2000 should 
be the first to comply, given that they are accustomed to providing 
information to the public under the Code during that time and have been 
preparing documents accordingly, and loading their reports onto the States 
Reports page of the www.gov.je website. On 11th May 2010, in answer to a 
written question in the States Assembly, the Chief Minister confirmed that “all 
departments keep a record of all information that they hold in either electronic 
or paper format, in accordance with paragraph 2.1.1(a) of the Code”. 

2.42 The Draft Freedom of Information Law ‘Policy Paper’: White Paper 
October 2009 (R.114/2009) published on 14th October 2009 recommended 
inclusion of the following public authorities – 
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Public authorities 

1. Ministers, departments, Scrutiny Panels, Public Accounts Committee, 
Chairmen’s Committee and the Privileges and Procedures Committee, 
Greffier of the States; 

2. Bailiff of Jersey, Attorney General, HM Lieutenant Governor; 

3. Parishes, quasi public bodies; 

4. Court system and tribunals. 

2.43 The Committee recommends that the following public authorities be covered, 
with others being capable of being added in the future by Regulation – 

“public authority” means – 

(a) the States Assembly including the States Greffe; 

(b) a Minister; 

(c) a committee or other body established by a resolution of the States 
or by or in accordance with standing orders of the States 
Assembly; 

(d) an administration of the States*; 

(e) a Department referred to in Article 1 of the Departments of the 
Judiciary and the Legislature (Jersey) Law 1965; 

(f) the States of Jersey Police Force; 

(g) a parish; 

(h) to the extent not included in paragraph (a) to (g) above, any body 
(whether incorporated or unincorporated) – 

(A) which is in receipt of funding at least half of which is from 
the States in one or more years, 

(B) which carries out statutory functions, 

(C) which is appointed, or whose officers are appointed, by a 
Minister, 

(D) which appears to the States to exercise functions of a public 
nature, or 

(E) which provides any service under a contract made with any 
public authority described in paragraphs (a) to (g), the 
provision of such service being a function of that authority; 

* “administration of the States” means – 

(a) a department established on behalf of the States; and 

(b) a body, office or unit of administration, established on behalf of the 
States (including under an enactment); 

2.44 The Committee has now decided not to propose that the following more 
remote public bodies be covered as this would place an additional burden on 
wholly or partly publicly owned utilities – 

1. Jersey Telecom 

2. Jersey Post 
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3. Jersey New Waterworks Company 

4. Jersey Electricity Company 

2.45 Members might ask – why should the above companies not be covered by the 
Law? They are owned by the public and the public surely has the right of 
access to information that they hold, provided that it is not exempt. The 
answer is that it is in the interest of everyone that all companies of the same 
type, regardless of their ownership, need to be subject to the same Laws, so 
that the information about themselves that they are required to disclose to the 
public is the same. 

2.46 The information about themselves that companies are required to disclose, for 
example, to potential shareholders, to auditors, to shareholders and to the 
JFSC is mainly set out in the Companies Law. Other Laws, the Banking Law 
for instance, may impose additional disclosure obligations in respect of 
companies carrying on certain activities. 

2.47 However, no Law imposes additional disclosure obligation on a company just 
because particular persons own its shares. After all, in the case of most large 
companies, the ownership of their shares constantly changes. 

2.48 Generally speaking, there is a “curtain” between a company and those who are 
its owners/shareholders. Salomon v A Salomon & Co Ltd [1897] AC 22: 
“The company is at law a different person altogether from the subscribers to 
the Memorandum, and though it may be that after incorporation of the 
business is precisely the same as it was before and the same persons and 
managers, and the same hands receive the profits, the company is not in law 
the agent of the subscribers or trustees for them. Nor are the subscribers or 
members liable in any shape or form except to the extent and in the manner 
provided by the act.” 

2.49 This does not mean, however, that the public can find out nothing about 
companies owned or controlled by the States. The Minister for Treasury and 
Resources holds the shares in these companies, on behalf of the public of 
Jersey. Since the Freedom of Information Law will apply to the Minister, it 
follows that the Minister can be required to supply any information he or she 
has about the affairs of the companies, subject to exemptions. The amount of 
this information will be substantial. 

2.50 Groups of people establish companies so that they may collectively carry on 
commercial activities in competition with others but with limited personal 
liability. The competitive position of a company owned or controlled by the 
States would be seriously compromised if competitors could require it to 
provide all or any information it holds. This is because it could only refuse to 
supply this information if it were not in the public interest to do so, albeit it 
may not be in the company’s interest to do so. The two interests are not 
necessarily the same. 

When will the Law come into force? 

2.51 In order for the Law to apply to a public authority, that authority must be 
added to Schedule 1 to the Law, at which point they are referred to as 
‘scheduled public authorities’ in the text of the Law. 
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2.52 The Committee proposes that the first authorities to be subject to the Law are 
as currently set out in Schedule 1 – 

The public authorities to be covered by the Law from when it first comes 
into force are set out in Schedule 1, and are – 

(a) the States Assembly including the States Greffe; 

(b) a Minister; 

(c) a committee or other body established by a resolution of the States 
or by or in accordance with standing orders of the States 
Assembly; 

(d) an administration of the States, that is  

 (i) a department established on behalf of the States; and  

 (ii) a body, office or unit of administration, established on behalf 
of the States (including under an enactment);  

(e) The Judicial Greffe; 

(f) The Viscount’s Department. 

A “body, office or unit of administration, established on behalf of the States 
(including under an enactment)” will include the following quasi public 
bodies – 

1. Jersey Financial Services Commission 

2. Jersey Competition Regulatory Authority 

3. Jersey Law Commission 

4. Jersey Appointments Commission 

5. Waterfront Enterprise Board, or successor. 

However, the Law will not apply to these bodies until they are added to 
Schedule 1 by Regulation, and there are no immediate plans to do so. 

2.53 The Schedule may be amended by Regulation, and other public authorities can 
be added from time to time following debate by the States, within a 
framework to ensure the Law is applied to all those authorities within a 
reasonable period of time. 

2.54 The Committee is mindful that, due to current financial constraints and the 
necessary preparations for introducing this Law, that a reasonable lead-in 
period will be necessary. While it hopes that this period can be kept as brief as 
possible, and its preference would be a 2 year lead-in period, it recognises that 
an Appointed Day Act might not be possible in certain cases for a period of up 
to 5 years. 

2.55 The Committee has no jurisdiction over the executive function of the States of 
Jersey, so implementation will of necessity need to be led by the Chief 
Minister’s Department. 
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Does the Freedom of Information Law mean that information will be provided 
free of charge? 

2.56 This is a matter for a separate debate, as details relating to the level of 
information that can be given free of charge and the cost of any additional 
information will be contained in draft Regulations and will be debated by the 
States at a later date. The Committee’s thinking is described in the section on 
Financial and manpower implications. Given the current financial constraints 
facing the Island, the Committee is not minded to recommend a scheme which 
requires departments to undertake extensive work without any charges being 
levied. 

What will the Information Commissioner be able to do? 

2.57 The Information Commissioner role will be combined with the role of Data 
Protection Commissioner and the Information Commissioner function will be 
carried out by an additional senior member of staff, who should be supported 
by an executive officer to provide separation between initial consideration of 
an appeal and adjudication on it. 

2.58 The Information Commissioner will – 

(a) have a duty to encourage good practice; 

(b) keep the public informed about this Law; 

(c) be able to enter premises, and to inspect information; 

(d) be able to require the production of information; 

(e) consider appeals against the decision of scheduled public authorities 
not to disclose information; 

(f) issue a Code of Practice in accordance with regulations adopted under 
the Law. 

2.59 The Data Protection Commissioner has successfully pursued mediation as a 
means of resolving disputes and so far it has not been necessary to convene 
the Data Protection Tribunal. In fact, the Tribunal has only met once for a 
preliminary hearing, and co-operation with the other party subsequently meant 
that no further meetings were necessary. It is hoped that mediation can be 
employed also under the Freedom of Information Law, which would enable 
some common-sense discussion with the public authority. 

Who will form the Appeals Body? 

2.60 There will be a right of appeal against the Information Commissioner’s 
decisions to the Royal Court. The appeal could come from an authority which 
has been ordered to release information by the Information Commissioner, or 
from an applicant against a decision of the Information Commissioner to 
uphold an authority’s position not to disclose information. 

2.61 The Committee has decided to recommend that the final Appeals Body should 
be the Royal Court acting in tribunal mode. It was necessary to include a final 
appeals body which would have the necessary experience to weigh up the 
public interest in the Jersey context and the authority to require a public body 
to release information that it had not considered should be released. 
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2.62 Discussions were held with the previous Bailiff, Sir Philip Bailhache, who 
indicated that steps could be taken to keep the cost to the applicant low in 
minor cases, for example by making pre-emptive costs orders against an 
authority to mitigate against the fear of high costs for the applicant. However, 
costs don’t just go away, they would then need to be borne by the taxpayer. 

There follows a description of the contents of the various Parts of the Law. 

3. Part 1 – Articles 1–6 

Interpretation 

Article 1 – Interpretation  

3.1 In P.72/2005 the States agreed the following Key Policy Outcomes – 

“5. Authorities that are emanations of the state or majority owned by the 
public should be bound to release relevant information. 

6. The Law would not apply to States-aided independent bodies.” 

3.2 The Law provides that a body corporate or a corporation sole established by 
the States by an enactment will be covered by the Law, although not 
necessarily immediately. 

3.3 The Committee consulted with the bodies that might fall under the Law, and 
accepted the points raised by the utility companies that the obligation to 
provide access to information would add complexity to their operation that 
might affect their competitiveness. Much of the information held is 
commercial and would be unable to be released. On the basis that these 
companies are subject to review by the Jersey Competition Regulatory 
Authority and by the Comptroller and Auditor General, the Committee has 
agreed that the following utility companies will not initially be covered by the 
Law – 

Jersey Telecom 

Jersey Post 

Jersey New Waterworks Company  

Jersey Electricity Company 

3.4 The Committee is satisfied that it is not generally necessary to include States-
aided independent bodies, as these may be audited by the Comptroller and 
Auditor General,. However, the Committee has decided to have an enabling 
power in the Law so that it is possible to cover them at some point in the 
future. This would require a policy on access to information from States-aided 
independent bodies, and communication with them so that they are aware that 
they may be included at a future date. The Committee wished to make it 
possible, where a body is in receipt of funding, at least half of which is from 
the States in one or more years, and which carries out statutory functions, or 
which appears to exercise functions or carry out a contract service of a public 
nature, for them to be covered by the Law. However, the Law will not apply 
to them, until they are added to the Schedule 1 by Regulation. There is no 
immediate plan to do this, but the Law is drafted so as to allow this to happen 
in the future without amendment to the primary Law. 
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3.5 The above bodies, the quasi public bodies, or any additional bodies, may be 
added in the future by Regulation if this is later seen as desirable. 

3.6 The Committee would like to draw attention in particular to the following – 

(i) “public authority” means – 

(a) the States Assembly including the States Greffe; 

(b) a Minister; 

(c) a committee or other body established by resolution of the 
States or by or in accordance with the standing orders of the 
States Assembly; 

(d) an administration of the States; 

(e) a Department referred to in Article 1 of the Departments of 
the Judiciary and the Legislature (Jersey) Law 1965; 

(f) the States of Jersey Police Force; 

(g) each parish; 

(h) to the extent not included in paragraph (a) to (g) above, any 
body (whether incorporated or unincorporated) – 

(A) which is in receipt of funding at least half of which is 
from the States in one or more years, 

(B) which carries out statutory functions, 

(C) which is appointed, or whose officers are appointed, by 
a Minister, 

(D) which appears to the States to exercise functions of a 
public nature, or 

(E) which provides any service under a contract made with 
any public authority described in paragraphs (a) to 
(g), the provision of such service being a function of 
that authority; 

Whereas paragraph (i)(c) above will include certain quasi public bodies, such 
as the Jersey Financial Services Commission, the Jersey Competition 
Regulatory Authority, and the Waterfront Enterprise Board, provision (h) will 
cover private organisations which receive most of their funding from the 
States. 

3.7 The above means all of those bodies which will eventually be covered by the 
Law, only some of which will be included from the start. 

(b) “scheduled public authority” means a public authority named in the 
Schedule. 

3.8 Schedule 1 lists the scheduled public authorities as follows – 

1 The States Assembly including the States Greffe. 

2 A Minister. 
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3 A committee or other body established by resolution of the States or 
by or in accordance with the standing orders of the States Assembly. 

4 An administration of the States. 

5 The Judicial Greffe. 

6 The Viscount’s Department. 

3.9 The above scheduled public authorities are those bodies that will have to 
comply with the Law as soon as the Appointed Day Act is approved. The 
preparation and lodging of the Appointed Day Act will be a matter for either 
the Chief Minister or the Council of Ministers. 

Article 2 – Meaning of “request for information”  

What is ‘information’? What can be requested? What will the requester receive? 

3.10 ‘Information’ means what is actually held at the time of a request by the 
authority, or by another person on behalf of the authority (for example by the 
Jersey Archive). It can be in any form – written, photograph, film, or audio 
recording. Written information will include what is written in letters, reports, 
handwritten notes on a report, what is written on a ‘post it’ note, e-mails. 
Information can appear in a physical copy or in a document held 
electronically. For ease of reference, the word ‘record’ will be used to mean 
any of the forms in which information can be located. 

3.11 Access to ‘information’ does not mean the entire ‘document’, or access to a 
‘file’. It is entirely a matter for the authority whether they release an entire 
record. If an entire record is able to be released, then the authority may find 
this administratively easier. However, if the information requested amounts to 
one sentence from one report, and one paragraph and a table from another, 
then this is what is released. 

3.12 The authority is not required to produce a report of any kind to accompany 
information released, or to copy and reformat it, or to provide an interpretation 
of the information found. It is simply required to release the sentence, 
paragraph and table to the applicant, if this is what is found. This may be an 
entire photocopied page from a report, with masking if necessary, or no 
masking if all if the information on the page is open, with a simple mark to 
show the relevant passage. Electronically held documents would allow a ‘cut 
and paste’ option for the relevant information. It would be unnecessary work 
on the part of the authority to prepare a report on the information, given that 
the authority will not know why the requester wishes the information in the 
first place, and any report might therefore be unhelpful. Such additional work 
would place an unnecessary burden on the authority. It is anticipated that there 
will be a number of standard template letters to be used throughout the 
application process. 

3.13 In P.72/2005 the States agreed the following Key Policy Outcome – 

“4. Applications, especially for readily accessible information, should not 
be restricted by having to be in writing.” 

3.14 The Committee has accepted that there is a need for a process in relation to 
Freedom of information, and that the authority requires an address to send 
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information to. The Committee has decided that the only workable route is for 
applications to be in writing, so as to provide an opportunity for the applicant 
to explain exactly what information he/she requires. However, an application 
may be received by e-mail. 

Article 3 – Meaning of “information held by a public authority”  

3.15 The Police recommended the inclusion of an explicit statement to clarify that 
information was not deemed to be ‘held’ by a Jersey public authority when 
supplied by a foreign government department. It was suggested that this could 
be similar to clarification within the Freedom of Information (Scotland) Act. 

3.16 It is also important that the authority releasing information is the legitimate 
holder or creator of that information. Requests should be directed to the 
appropriate department and not to another department that might hold the 
same information, but who was not the data controller (‘owner’ or ‘holder’) of 
that information. This could lead to confusion, duplication and 
misunderstanding of the status of the information. 

3.17 For these reasons, information held on behalf of another person is not deemed 
to be information within the meaning of the Law. 

3.18 There will be separate provisions in Regulations yet to be prepared to deal 
with the situation of the Jersey Heritage Trust which provides an archive 
facility. 

Article 4 – Meaning of “information to be supplied by a public authority”  

3.19 One respondent commented that the draft Law did not accommodate instances 
where requested information was updated or came to light subsequent to a 
request being made and complied with. It was suggested that, in this instance, 
it would be possible to be deliberately obstructive in denying an otherwise 
legitimate request. The Committee did not consider it was practicable for all 
requests to remain open for amendment after they had been complied with. 
Article 4 provides that information held at the time the request is received is 
the information that is taken to have been requested. 

Article 5 – Law does not prohibit the supply of information 

3.20 Importantly, Article 5 of the Law permits a public authority to release 
information, even if the information is, or appears to be, exempt from 
disclosure, unless disclosure is prohibited by another enactment. 

3.21 Clearly, care should be applied in relation to its application to organisations 
which could be placed at a material competitive disadvantage to their 
commercial rivals. 

3.22 The Judicial Greffe and Viscount’s Department pointed out that, in practice, 
the disclosure of pleadings, for example, would continue to be addressed in 
the manner set out in the existing guidelines. 

Article 6 – Parts and Schedule 1 may be amended by Regulations 

3.23 This Article enables certain amendments to be made by Regulation. These 
include interpretation, the meaning of “information to be supplied by an 
authority”, the inclusion of further public authorities in Schedule 1 and 
therefore become subject to the Law, and the ability to add (but not remove) 
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exemptions. (Should the States wish to remove an exemption, this would need 
to be done by amending the Law.) 

Article 7 – Scheduled public authorities to prepare information index 

3.24 This Article amends the earlier draft Law, where Article 19(3) had previously 
stated “Each public authority, in order to facilitate the implementation of this 
Law, whether immediately or at some future time, must prepare and maintain 
an index of the information that it holds.” This required all public authorities, 
whether or not the Law immediately applied to them, to index the information 
that they held for good administration purposes. The Committee has decided 
that this requirement should be confined only to those public authorities that 
are in Schedule 1, namely those to which the Law applies. This requirement 
has been included at an earlier place in the Law to make the requirement 
abundantly clear. 

3.25 In March 2010, the Committee agreed that the draft legislation should include 
a requirement to manage documents appropriately and to keep records in 
good order, sufficient to meet the requirements of the proposed Law. It was 
accordingly agreed that this Article would be inserted as follows to include a 
duty to maintain an index of information held in order to enable improved 
records management: 

“Each scheduled public authority, in order to facilitate the 
implementation of this Law must prepare and maintain an index of the 
information that it holds.” 

3.26 This is similar to the obligation of an authority in paragraph 2.1.1 of the Code 
of Practice on Public Access to Official Information to keep a general record 
of all information it holds. 

3.27 The index will need to identify the location of information required for the 
authority’s operational requirements and also to be able to locate information 
in response to requests. Such an index will need to contain sufficient key 
words to satisfy this aim, and should be electronically searchable. There is no 
evidence to suggest that an electronic document management system would be 
essential. However, processes and procedures may need to develop. 

3.28 A preliminary study has begun to identify the challenges for departments in 
meeting the records management demands of a new Law, under the leadership 
of the Director of Information Services and the Head of Archives and 
Collections. 

4. Part 2 – Articles 8–20 

Access to information held by a scheduled public authority 

4.1 Key Policy Outcomes 1 and 2, approved in P.72/2005, say – 

“1. All information should be capable of being considered for release. In 
particular, information created before the Code came into force 
on 20th January 2000 and which is not yet in the Open Access Period 
should be released on request unless exempt in accordance with the 
agreed list of exemptions. 
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2. There may be circumstances when there is an overriding public 
interest greater than the purported exemption. Such an interest will be 
built into the Law but can be appealed against.” 

4.2 This is the main basis of the Law. Information may only be refused if it is 
absolutely exempt (where appropriate with a right of appeal), or qualified 
information, but tempered by a public interest test. 

Article 8 – General right to be supplied with information held by a scheduled 
public authority  

4.3 This Article makes it clear that the emphasis is on the disclosure of 
information, and unless there is a valid exemption to justify withholding it, the 
scheduled public authority has a duty to release information. 

Article 9 – When a scheduled public authority may refuse to supply information 
it holds 

4.4 The Committee agrees it is important that the test to be applied in respect of 
vexatious requests would be workable and certain. The Financial Services 
Commission pointed out the requirement for a cross-reference to be included 
to the other circumstances when a scheduled public authority may refuse to 
supply information, in the case of excessive cost, for example, if a cost limit 
or cap is included. The following provisions were accordingly added under 
Article 9(3): 

“(b) a fee payable under Article 15 or 16 is not paid; or 

(c) Article 16(1) applies (cost of supplying the information exceeds the 
prescribed fee).” 

4.5 Following the consultation process, this Article was amended to require 
payment prior to the information being supplied, or to refuse information, if 
the cost exceeded the financial cap. 

4.6 Regulations will provide for a charging structure, and the States will decide at 
that time whether there should be a limit to the amount of information that 
could be provided, whether or not charged for. 

Article 10 – Obligation of scheduled public authority to confirm or deny holding 
information  

4.7 A number of consultation responses cited the need for an authority to refuse to 
inform the applicant as to whether or not it held the information, where it were 
it in the public interest to do so. In response the Committee’s White Paper in 
2009 the Committee received correspondence from the Law Officers, 
Customs and Immigration and Education, Sport and Culture departments 
which outlined the need for a ‘neither confirm nor deny’ (NCND) clause 
within the legislation. Prior to presenting R.114/2009 to the States the 
Committee agreed that an NCND clause should be inserted into any 
subsequent draft of the law. The requirement for such a clause was reaffirmed 
following the receipt of consultation responses regarding the provision in 
respect of law enforcement (Article 42 of the present draft legislation). 

4.8 The States of Jersey Police supported the Committee’s intention to include an 
NCND clause. The Police and the Law Officers considered such a clause to be 
an absolute requirement to protect and safeguard their future working 
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relationships with a number of external agencies. Exempt information could 
otherwise be implicit in the decision of the Department either to provide, or to 
refuse to provide, the requested information. 

4.9 An NCND clause has accordingly been included in the present draft of the 
legislation. The NCND clause can be applied to policing inquiries, tribunals, 
investigations by the Comptroller and Auditor General and investigations by 
the Jersey Financial Services Commission. Where the information sought is 
restricted or qualified and the authority considers it to be in the public interest 
to neither confirm nor deny that it has the information, it will be taken to have 
denied the provision of the information on the grounds that it was restricted 
information, although it will not need to specify the particular type of 
restricted information. 

Article 12 – Duty of a scheduled public authority to supply advice and assistance 

4.10 This Article inserts a duty for a scheduled public authority to assist an 
applicant in making a request for information. This will include for example, 
directing an applicant to the right department, or if the cost of complying with 
a request would be likely to exceed any cost cap, then liaising with the 
requester to try to refine and reduce the scope of the request so that it can be 
complied with. 

Article 13 – Time within which a scheduled public authority must deal with a 
request for information 

4.11 In relation to timescales for releasing information, the Key Police Outcomes 
said – 

“10. Information should be released as soon as practicable, 
acknowledgements should be within 5 working days and the 
15 working day guide is to be seen normally as a maximum for a 
decision to release the information or not.” 

 11. Information created before the introduction of the Code (20th 
January 2000) should be available for release, but because it has not 
yet been categorised its release may take longer than information 
created since the Code. This means that where justified by the 
Commissioner, the 15 working day limit may be exceeded.” 

4.12 The period set in the draft Law is 20 days, and unnecessary delays can be 
appealed against to the Information Commissioner. During this period the 
clock can stop for periods of time – for example, while the department 
assesses the amount of work required to comply with the request, and hence 
whether the cost will exceed any agreed cost limit or cap, to negotiate a 
reduction in the amount of work requested so as to get it under the cap and 
therefore able to be complied with. If a fee is to be charged, then the clock 
will not start until the fee has been received. 

4.13 Education, Sport and Culture, the States of Jersey Police, and the Jersey 
Financial Services Commission all commented that there may be occasions 
when the period of 20 working days to respond to a request would need to be 
extended. Education, Sport and Culture advised that it would be difficult to 
respond to requests during school holidays, as the majority of school 
administrative staff would not be at work. The States of Jersey Police were 
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concerned that there would be occasions when national policing and United 
Kingdom government input would be required, which would be likely to 
impact on the timeliness of a response. The Jersey Financial Services 
Commission noted that legal advice may need to be sought in some instances, 
and that this could cause difficulties in respect of complying with the 
20 working-day rule. At the Committee’s meeting on 9th February 2010 it 
recalled that it had incorporated a provision in Article 13(2) so that the States 
might, by Regulations, prescribe different periods for the provision of 
information for different public authorities or any part of a public authority, 
such as schools or certain functions of the police. 

Article 14 – A scheduled public authority may request additional details 

4.14 While an authority is liaising with a requester to clarify what he or she 
requires, the clock will stop. 

Article 15 – A scheduled public authority may request a fee for supplying 
information  

4.15 Article 15 provides for a fee to be charged. The fee structure will be set down 
in Regulations to be approved by the Assembly. 

4.16 The PPC has given consideration to what these charges might be, and this is 
covered in the section on financial and manpower consequences. 

Article 16 – A scheduled public authority may refuse to supply information if 
cost excessive 

4.17 This Article allows a public authority to refuse to supply information if it 
exceeds an amount to be set by Regulations (‘cap’). Thereafter a charge may 
be levied in line with Regulations to be considered by the States. 

Article 17 – Where public records transferred to the Jersey Heritage Trust 

4.18 The Data Protection Commissioner commented that data which was 
transferred to Jersey Heritage was likely to remain the legal responsibility of 
the data controller, and that this needed to be reflected in any Regulations 
relating to applications for information transferred to Jersey Heritage. How 
this will work in practice will need to be dealt with in those regulations. 

Article 18 – Where a scheduled public authority refuses a request 

4.19 This Article is self-explanatory, and the detail will be brought forward in 
Regulations for approval by the Assembly. The question of how requests for 
information are handled, and how refusals are dealt with is a matter which 
must be led by the Executive, rather than have systems and processes thrust 
upon them. These should be brought forward during the implementation 
phase. 

Article 19 – A scheduled public authority must supply information held by it for 
a long time 

4.20 This introduces a provision to release certain information after 30 years. Other 
information within the ‘restricted’ or ‘qualified exempt’ categories must be 
released after 100 years. 
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4.21 The Jersey Financial Services Commission considered there to be a conflict 
between this Article and Article 37 of the Financial Services (Jersey) 
Law 1998, as it required the supply of information held for over 100 years, 
while statutorily restricted information was not time-limited under the 
Financial Services Law. 

4.22 The States of Jersey Police recommended that the Article be amended to 
prevent national security information losing exempt status after the 100 year 
period. The Police raised concerns regarding the effect of the Article upon 
information which was exempt under Article 27: National Security. Such 
information which would lose its exempt status after 100 years, in accordance 
with Article 19, even if that information was still considered to be damaging. 
It was therefore suggested that the Article be amended to include an 
exemption for national security issues under Article 27 and any other national 
security exemptions that may be subsequently added. 

4.23 The Committee concurred that there may be occasions when certain 
information should not be released even after a long period and it was agreed 
at the Committee’s meeting on 9th February 2010 that some flexibility should 
be incorporated into this area through the addition of the a proviso that 
Regulations may exempt any information from the provisions of paragraph (1) 
or (2)”. 

4.24 In the unlikely event that it is considered inappropriate to release certain 
information after 30/100 years, the States may make regulations exempting it 
from release. In the absence of such regulations, release will be automatic after 
the specified period. 

Article 20 – Publication schemes 

Publications scheme 

4.25 This Article enables the establishment of a publication scheme by Regulation, 
but there is no current intention to require this to occur. Advocacy of good 
practice can achieve what publication schemes achieve. This would include 
maintaining comprehensive websites, the publication of reports on the States 
Reports section of www.gov.je, regular updating of the public about policy 
change and initiatives, and the publication of information as it is released to 
requesters under the Law. The Information Commissioner will be able to issue 
Practice Notices to departments that are found to have inadequate systems. 
However, the establishment of publications schemes will remain an option if 
there is a political will to introduce them. 

4.26 Key Policy Objective 7 said – 

“A formal publication scheme is not yet proposed but authorities should be 
encouraged to publish as much information about themselves and their 
activities as possible and will be required to use the Information Asset 
Register.” 

4.27 The States approved in 2004 an Information Asset Register, and the Chief 
Minister advised the Assembly on 11th May 2010 that: “The gov.je website 
contains a page called States Reports, previously known as the Information 
Asset Register (http://www.gov.je/Government/Pages/StatesReports.aspx), 
which holds a register of strategic and policy reports as well as other reports 
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that are deemed to be of public interest, Departments are aware of the 
centralised reports section on the website and are therefore responsible for 
maintaining up-to-date records. Following the development of the new 
website the Information Services Department is working with departments to 
ensure all relevant information is uploaded onto the site.  Copies of reports are 
also available in other parts of the gov.je website, including the sections on 
States departments and Ministerial Decisions.” 

4.28 In 2004 the States agreed that subject to the exemptions of the Code of 
Practice, all unpublished third party reports or consultancy documents would 
be made available to the public after a period of five years. As the start of that 
5 year period has now elapsed, those consultancy reports will begin to become 
available on the above website. 

4.28 There is an exemption in Article 36 relating to information intended for 
publication within the next 12 weeks, and it may be that, as in the U.K., 
authorities will get into the habit of publishing certain information on a 
regular basis. 

5. Part 3 – Articles 21–22 

Vexatious and repeated requests for information 

Article 21 – A scheduled public authority need not comply with vexatious 
requests 

5.1 Key Policy Outcome 17 stated – 

“Existing exemption (c), concerning whether an application is frivolous, 
vexatious or made in bad faith is retained but clarified by the inclusion of the 
statement as follows – 

“Only rarely should this exemption be used and an applicant must be told that 
he retains the right to appeal against the refusal to release the information”. 

5.2 Article 21 makes the meaning of ‘vexatious’ clear, in that it is not taken to 
mean any intention simply to embarrass the authority or person, however if 
there is no real interest in the information being sought, or information is 
being sought, for example, simply to create work for an authority, then the 
request may be refused. 

Article 22 – A scheduled public authority need not comply with repeated requests 

5.3 The Article relating to repeated requests is clear. The interpretation of the 
phrase ‘reasonable interval’ between requests will be initially be determined 
by the authority, but will change over time if challenged and the Information 
Commissioner and/or the Court become involved. The Article serves to 
disqualify repeated requests for exactly the same information, or information 
which is substantially similar. 

6. Part 4 – Articles 23–29 

Absolutely exempt information 

6.1 The earlier draft Law (P.101/2010) divided information into 3 categories – 
information that is otherwise available, restricted information and qualified 
information. The Committee has decided to revert to the terms used in UK 
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legislation which may be more easily understood. Therefore, this draft refers 
to “Absolutely exempt information” and “Exempt information”. 

6.2 There is no single reason information is absolutely exempt. A first, and 
obvious one, is that for the information in question secrecy is thought to be so 
important that it should always be open to the authority to maintain it. An 
example is the exemption for information whose disclosure is positively 
prohibited by law (Article 29). But most absolutely exempt information is not 
like this at all. Most of these Articles are designed to carve out from 
disclosure under the Law information whose availability is governed by some 
more specialized set of rules. So, personal data of which the applicant is the 
data subject will be dealt with under the Data Protection (Jersey) Law 2005 
(Article 25), and disclosure of information that is subject to a duty of 
confidence at customary law will be governed by customary law principles 
(Article 26). In these cases, the information is restricted, not to place it beyond 
the public gaze, but to prevent uncomfortable interaction between two 
specialized and potentially incompatible régimes for its disclosure. 

6.3 There are relatively few matters that will be absolutely exempt, as will be 
shown below. While there is not a public interest test in relation to absolutely 
exempt information, a requester may appeal to the Information Commissioner 
where a scheduled public authority refuses to comply with a request on the 
grounds that it is absolutely exempt. The Information Commissioner will 
consider any appeal against the refusal, and may take the view that the public 
authority has incorrectly categorised the information as it should therefore be 
supplied. In addition, in some cases, there remains a right of appeal to the 
Royal Court. 

6.4 Some information is considered either to be so sensitive (for example relating 
to national security) or relating to States Assembly privileges, that it should be 
seen neither by the Information Commissioner nor by the Jurats of the Royal 
Court. In these cases, proof that the exemption is necessary is provided by the 
Chief Minister (national security) and the Greffier of the States (States 
Assembly privileges) respectively. There is a right of appeal direct to the 
Royal Court, and the Chief Minister/Greffier of the States will describe the 
information requested in order for an appeal to be heard. 

Article 23 – Information accessible to applicant by another means 

6.5 This does not deny access, it merely requires access to be made another way 
where that information is already available. So, for example, personal 
information should be requested using the Data Protection (Jersey) Law 2005. 

Article 24 – Court information  

6.6 The Judicial Greffe and Viscount’s Department raised concern that Court 
information had been included in the section of the draft Law entitled 
‘Information otherwise available’ (now subsumed into ‘Absolutely exempt 
information’). It was suggested that an alternative would be to provide for 
Court information to be expressly categorised in the previously named 
‘restricted information’ section of the Law. The Committee agreed that Court 
information should be absolutely exempt, where it relates to the conduct of an 
inquiry or arbitration. The Committee was advised that, in practice, there is 
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nothing to prevent either the Judicial or the Viscount’s Department from 
electing to disclose information under Article 5 if they wish to do so. 

6.7 The Committee agreed at its meeting on 9th February 2010 that the exemption 
to allow courts and tribunals to decide what information should or should not 
be released in respect of proceedings before it should not be amended. The 
Committee felt that the fact that a matter may be death related was not, of 
itself, relevant. 

Article 25 – Personal information 

6.8 The Data Protection Commissioner was not content with the previous draft of 
this Article, as set out in R.114/2009, as it did not relate to personal data in 
respect of third parties and did not appropriately interact with the Data 
Protection (Jersey) Law 2005. The Law Officers also commented that the 
Article would not properly deal with issues regarding third party personal data, 
and suggested that the exemption should be amplified to mirror that found in 
the U.K. The Committee noted these concerns and agreed that the Article 
should be expanded to allow for appropriate interaction with the Data 
Protection (Jersey) Law 2005. The following provision was accordingly added 
to state that information would be considered absolutely exempt if it 
constituted personal data, and the applicant was the data subject, or if the 
applicant was a third party, and this Article was revised to amplify the 
provisions in respect of personal information, bringing it in line with the Data 
Protection (Jersey) Law 2005. 

Article 26 – Information supplied in confidence 

6.9 Key Policy Outcome 16 made it clear that “the existing exemption 3.2.1(b) of 
the Code, concerning information originally given in confidence had no place 
in a Freedom of Information Law where there are exemptions relating to 
personal information (under the Data Protection (Jersey) Law 2005, legal 
professional privilege and commercial confidentiality”. Accordingly it has 
been removed, except where disclosure would constitute a breach of 
confidence which is actionable by that or any other person. Information of a 
personal nature must be applied for under the Data Protection Law. 

6.10 A member of the public commented that a public authority should never 
breach, or be compelled to breach, any confidences, except where it would be 
against the greater good of the public not to do so, or where it can be 
demonstrated that such information would otherwise have been known to that 
authority. 

Article 27 – National security 

6.11 Information relating to national security may also not be released, but there is 
a right of appeal to the Royal Court if the applicant feels that there are no 
reasonable grounds for withholding the information. 

6.12 The States of Jersey Police considered that the wording of the Article was 
suitable, however it was recommended that the definition of ‘national 
security’ in the context of the Article be clarified, especially with regard to 
whether this would be confined to the national security of Jersey or to both 
that of Jersey and the United Kingdom. The Committee believes that 
Article 42 contains a provision relating to ‘a State other than Jersey’ that 
would satisfy this concern. 
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Article 28 – States Assembly privileges 

6.13 Information that would breach the privileges of the States Assembly may not 
be released, and again, there is a right of appeal to the Royal Court. 

6.14 It is always difficult to imagine what the privileges of the Assembly are – this 
is not a concept that many people, other than those directly connected with a 
legislative or parliamentary assembly, have to wrestle with. The kind of 
matters that would fall in this category are set out in the report ‘Parliamentary 
Privilege in Jersey’ (R.79/2009) obtainable from the States Assembly 
Information Centre or on www.statesassembly.gov.je. A relevant extract 
follows – 

“5.49 Useful examples of circumstances in which parliamentary privilege 
may apply in the United Kingdom are found in a note issued by the 
Ministry of Justice in relation to Section 34 of the Freedom of 
Information Act 20006 which relates to an absolute exemption under 
the Act where disclosure would be an infringement of the privileges of 
either House of Parliament7. The Guidance Note gives the following 
examples – 

The Parliamentary privilege exemption is most likely to be 
relevant to information contained in documents in the 
following categories, when they are unpublished – 

• memoranda submitted to committees;8 

• internal papers prepared by the officials of either House 
directly related to the proceedings of the House or 
committees (including advice of all kinds to the Speaker 
or other occupants of the Chair in either House, briefs for 
the chairmen and other members of committees, and 
informal notes of deliberative meetings of committees); 

• papers prepared by the Libraries of either House, or by 
other House agencies, either for general dissemination to 
Members or to assist individual Members, which relate 
to, or anticipate, debates and other proceedings of the 
relevant House or its committees, and are intended to 
assist Members in preparation for such proceedings; 

• correspondence between Members, officials of either 
House, Ministers and government officials directly 
related to House proceedings, including exchanges 
between Counsel to the Chairman of Committees and 
those drafting bills and statutory instruments; 

 
6 Freedom on Information Guidance – Exemptions guidance, Section 34 – Parliamentary 
privilege, Ministry of Justice, 14th May 2008. 
7 A similar exemption has been inserted in the consultation drafts of the Freedom of 
Information (Jersey) Law 200- circulated by the Privileges and Procedures Committee. 
8 In this context ‘committees’ refers only to parliamentary committees and would be 
interpreted in the Jersey context as PPC, PAC and scrutiny panels. The proceedings of the 
Council of Ministers are not covered by Article 34 of the States of Jersey Law 2005. 
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• papers relating to investigations by the Parliamentary 
Commissioner for Standards; 

• papers relating to the Registers of Members’ Interests; 

• bills, amendments and motions, including those in draft, 
where they originate from Parliament or a Member 
rather than from Parliamentary counsel or another 
government department. 

Privileged information which is likely to be in departments’ 
hands 

Information which may be covered by parliamentary privilege 
may also fall under other exemptions, depending on the 
subject matter. It is important, however, that privilege is 
asserted wherever it is applicable. Particular care will 
therefore need to be taken in relation to requests for 
information about, or contained in: 

• any of the unpublished working papers of a select 
committee of either House, including factual briefs or 
briefs of suggested questions prepared by the committee 
staff for the use of committee chairmen and/or other 
members, and draft reports: these should only be in the 
possession of a department as a result of a Minister 
being, or having been, a member of such a committee; 

• any legal advice submitted in confidence by the Law 
Officers or by the legal branch of any other department to 
the Speaker, a committee chairman or a committee, or 
any official of either House (even if section 42 (legal 
professional privilege) would be likely to apply); 

• drafts of motions, bills or amendments, which have not 
otherwise been published or laid on the Table of either 
House; 

• any unpublished correspondence between Ministers (or 
departmental officials) and any Member or official of 
either House, relating specifically to proceedings on any 
Question, draft bill or instrument, motion or amendment, 
either in the relevant House, or in a committee; 

• any correspondence with or relating to the Registrar of 
Lords’ Interests, the proceedings of the Parliamentary 
Commissioner for Standards or the Registrar of 
Members’ Interests in the House of Commons. 

Information relating to matters not regarded as 
‘proceedings in Parliament’ 

Other information arising from or related to a wide range of 
activities within Parliament is not regarded as privileged, 
although other exemptions may be relevant. The most 
significant categories are: 
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• Papers prepared by the Libraries of either House, or 
other House agencies, intended to provide general or 
specific background information on matters not currently 
under examination, or expected or planned to be 
considered, in formal proceedings of either House or 
their committees. 

• Members’ correspondence and other communications not 
specifically related to proceedings of either House or of 
one of its formally constituted committees. For example, 
correspondence between a Member and a Minister about 
a constituency issue that is not the subject of proceedings 
is not privileged, but correspondence about a draft 
motion, amendment or Question is privileged. 

• The deliberations of parliamentary bodies established by 
statute (although if they are discussing matters relating to 
the preparation of formal proceedings in Parliament, 
those deliberations may be privileged). 

• Meetings of political parties and their committees.” 

Article 29 – Other prohibitions on disclosure 

6.14 One would expect it to be the case that if a Law already approved by the 
Assembly prohibits the disclosure of information, then the FOI Law could not 
be used to circumvent that provision, similarly where an EU or international 
obligation that applies to Jersey prohibits release or where contempt of court 
could result. This replicates the position described by the Deputy Information 
Commissioner for a similar provision in the U.K. – 

“But then we also have a series of absolute exemptions where 
disclosure is effectively prohibited because of some other either 
statutory provision or a rule of law. So one example, for instance, 
would be information which, if disclosed, would give somebody an 
actionable right in breach of confidence. Because if that was 
available under the Freedom of Information the public authority 
would be in an invidious position because they would be in breach of 
Freedom of Information possibly if they did not disclose it but in fear 
of an action for breach of confidence if they did. So the Act does not 
put any public authority in that kind of double jeopardy situation.” 

6.15 During the consultation period, the Committee was invited to include more 
matters within the scope of absolutely exempt information. For example, it 
was argued that legal professional privilege and advice by a Law Officer 
should fall into this category. 

6.16 In the U.K., the Information Commissioner’s view is that in almost every 
case, the public interest is best served by not disclosing matters covered by 
legal professional privilege and the exemption relating to advice by a Law 
Officer. The Deputy Information Commissioner informed the Committee as 
follows – 

“The way that we have approached legal professional privilege – and 
this has been supported by the Information Tribunal which is the 
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appellate body for our decisions and also by the court – is that they 
recognise that there is an inherently strong public interest in the 
preservation of legal professional privilege but that you can never say 
“never”. You can never say there will never be a public interest which 
should override the interest in maintaining legal professional 
privilege. I think the same question is the issue in relation to the 
Attorney General’s advice. Not only is that information subject to 
legal professional privilege but it is a very special relationship 
between the Attorney General and the government. So do you go all 
the way and give that advice the ultimate protection of making it an 
absolute exemption or do you say we can never say never and we 
think that even then with his or her advice the information has to be 
subject to a public interest test, although the way that we would 
expect that to be exercised is that at least 99 times out of 100 the 
public interest in maintaining the confidentiality of the Attorney 
General’s advice would be respected. But there might just be a case 
where the public interest in an issue … in the disclosure of that advice 
is so great that it would override it.” 

7. Part 5 – Articles 30–42 

Qualified exempt information 

7.1 This is information that a public authority must supply unless it is in the 
public interest not to do so. These fall into two categories: “class” exemptions, 
that depend on the formal classification of the information or the document in 
which it is contained, and “prejudice-based” exemptions, that are triggered by 
the fact that disclosure “would or would be likely” to have adverse 
consequences for some defined interest. 

7.2 Examples of “class” exemptions include Article 35 (information relating to 
the formulation of policy by the States) and Article 30 (communications with 
the Royal Family or concerning honours). Examples of “prejudice-based” 
exemptions include Article 40 (defence). Sometimes the harm test is implicit 
rather than explicit, as in Article 27, which exempts information whose 
exemption is “required” in order to safeguard national security. Occasionally, 
the relevant yardstick is something other than prejudice, for example, 
Article 38: information whose disclosure would or would be likely to 
“endanger” health or safety of individuals. 

7.3 The States approved Key Policy Outcome 2 which states “There may be 
circumstances when there is an overriding public interest greater than the 
purported exemption. Such an interest will be built into the Law but can be 
appealed against.” 

7.4 The procedure for assessing the public interest is described above. The public 
interest test is often referred to as the ‘public interest override’ because the 
public interest test considerations in favour of disclosure may ‘override’ the 
exemption. Deciding in which aspects and to what extent the public interest is 
relevant involves the exercise of judgement and discretion.9 Given that the 
judgement of the Information Commissioner and/or the Appeals Body may 

 
9 Freedom of Information – Balancing the Public Interest, by Megan Carter and Andrew 
Bouris, May 2006. 
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collide with that of the Minister or of the Chief Minister, the Committee has 
agreed that it is very important that – 

o The Information Commissioner is an independent post, and does not 
report through a political body; 

o the Appeals Body is comprised of local residents, who fully 
appreciate the local context, and who are experienced in weighing up 
all sides and delivering a fair and just ruling which is accepted and 
respected. For this reason, the Committee has decided that the Royal 
Court should be the ultimate Appeals Body, sitting in an 
administrative mode. 

7.5 Megan Carter and Andrew Bouris list, in ‘Freedom of Information – 
Balancing the Public Interest’, examples where the public interest test has 
favoured disclosure. These fall under the following headings – 

o Matters of public debate and accountability for functions; 

o Public participation in political debate; 

o Accountability for public funds; 

o Public Health and Safety; 

o Public interest in justice or fairness to an individual or corporation; 

o Public interest in an individual being able to pursue a remedy. 

7.6 The Office of the Ombudsmen in New Zealand has issued useful Practice 
guidelines10 for weighing the public interest, and these can be found at 
Appendix D. 

7.7 The Law provides a much more robust framework than the Code of Practice 
on Public Access to Official Information. Whereas a department or Minister 
has so far been able to cite an exemption from the Code without having to 
consider the public interest in disclosure, the Law will require them to do so. 
In fairness, it is important to note that, of the requests for information which 
have been recorded by departments and sent in a return to the Committee each 
year, a very low number have been refused, so from those records, the 
evidence does not show that information is refused on a casual basis. 
Information provided on a ‘business as usual’ basis has never been logged, so 
statistics on the release of information in response to general requests do not 
exist. Anecdotal evidence by elected members suggests that they find it 
difficult to obtain information, but it is not clear whether this applies to 
parliamentary access to information, Scrutiny Panels’ access to information, 
or the public’s access to information. Nor is it clear whether the issue is 
simply one of mistrust. Certainly this Law will enable access to information as 
it currently exists (subject to exemptions and, where appropriate, the public 
interest test), but for example, it will not provide for access to files or 
documents, it will not provide for information to be presented in a new 
format, it will not provide for new information to be discovered nor will it 
provide for new comparative studies to be prepared. That work must be 
undertaken by the requester, once he or she has obtained the raw data. 

 
10 Extract from http://www.ombudsmen.govt.nz/index.php?CID=100109  
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7.8 The requester may appeal to the Information Commissioner and thereafter to 
the Royal Court that the refusal to comply with a request for information on 
the grounds that it is qualified information, and that, in all the circumstances 
of the case, the public interest in supplying the information is outweighed by 
the public interest in not doing so was not a reasonable decision and that the 
information should be supplied. 

Article 30 – Communications with Her Majesty, etc. and honours 

7.9 This Article replicates what exists in other Commonwealth countries relating 
to communications with Her Majesty, members of the Royal Family or with 
the Royal Household. Information is also qualified if it refers to the conferring 
of an honour or dignity by the Crown. 

Article 31 – Advice by the Bailiff or a Law Officer 

7.10 Article 31 provides that advice by the Bailiff or a Law Officer is qualified 
exempt, and Article 32 states that information is qualified information if it is 
information in respect of which a claim to legal professional privilege (LPP) 
could be maintained in legal proceedings. 

7.11 Key Policy Outcome 12 states: 

“Existing exemption (v)11 [attached at Appendix A] should be simplified to 
refer to legal professional privilege alone. Medical confidentiality12 and legal 
advice given to an authority13 are adequately covered elsewhere in the 
exemptions. The explicit retention of these provides scope for serious 
undermining of the Law.” 

7.12 The Freedom of Information Manual by Marcus Turle, 2005, advises some 
caution in relation to legal advice privilege, which exists in relation to 
information passing between the client and the lawyer only.  Legal advice 
privilege cannot exist between a lawyer and a third party, or between a client 
and a third party, even if the communication is for the purpose of obtaining 
information to be submitted to the client’s lawyer. This means that the 
question of who acts or qualifies as ‘the client’ is critical in any assessment of 
whether legal advice privilege applies. 14 A client may waive legal advice 
privilege but great care must be taken in seeking to waive privilege on part of 
a document. 

7.13 What is legal advice? For the purposes of LPP, most, but not all, 
communication between a lawyer and his or her client will qualify as ‘advice’ 
for the purpose of LPP. It is not always clear, and it will depend whether the 
specialist skills of a lawyer were required. It is possible that where a lawyer, 
being an articulate person, makes an observation, rather than gives advice 
based on his interpretation of the law and the facts, then such observation will 
not be protected by LPP. 

 
11 Exemption (v) of the Code of Practice on Public Access to Official Information, updated 
2004. 
12 Exemptions (i), (xv), (xvi) are more than adequate regarding medical confidentiality. 
13 Any one of the other 19 exemptions might be more specifically used, depending on the nature 
of that advice. 
14 The Freedom of Information Manual by Marcus Turle, 2005, p.160. 
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7.14 The draft Law does not include an exemption in respect of officers giving free 
and frank advice during the making of policy. The Committee considered that 
officers should be accountable for the advice they give. This may therefore 
limit instances in which a lawyer might give general advice to a Minister or 
department if there is a wish that such advice should not be disclosable. 

7.15 The Committee held detailed discussions in respect of whether advice from 
the Bailiff or a Law Officer should be classified as restricted information. 

7.16 It was noted that the concept of legal professional privilege contains its own 
built-in public interest test15. 

7.17 Notwithstanding advice received from the United Kingdom (U.K.) Deputy 
Information Commissioner that in practice, although qualified in the U.K., this 
information tended not to be released, the Committee agreed to retain this as 
qualified exempt. 

Article 32 – Legal professional privilege 

7.18 Noting the longstanding convention in the Island, and in other jurisdictions, 
that advice provided by Law Officers was not to be disclosed without consent, 
the Law Officers expressed the belief that such information should be 
absolutely exempt for the purposes of the draft Law. 

7.19 It was considered essential that there be no inhibition on Ministers and their 
departments, both from seeking advice, and from giving the Law Officers all 
the relevant facts. If such inhibitions were to exist, there was a probability that 
from time to time no advice will be sought or the wrong advice would be 
given, with mal-administration as a result. The Law Officers considered that 
there were at least 3 underlying reasons for confidentiality: 

(i) to ensure that there would be no damage done to the public interest by 
the publication of legal advice given by the Law Officers; 

(ii) to ensure that there would be no inhibition on the part of Ministers, 
Scrutiny Panels or the Public Accounts Committee in taking advice; 

(iii) to ensure that there would be no inhibition on the part of the Law 
Officers or lawyers within their Department in giving full and frank 
advice on all the matters which were raised with the Law Officers or a 
Departmental lawyer for advice, or which the Law Officers or the 
advising lawyer considered should reasonably be volunteered to the 
Minister, the Panel or the Public Accounts Committee for 
consideration. 

7.20 The view was expressed that, if such information were to constitute qualified 
exempt information, there would be compelling reasons for the public interest 
bar to be set at a high level and, in any event, no lower than that applied in the 
United Kingdom. The Department was not convinced that any distinction 
between the role of the Law Officers in the United Kingdom and in Jersey 
justified the lowering of that bar. 

7.21 The Committee reconsidered whether this should be absolutely exempt 
information, but decided to retain it as qualified exempt information. 

 
15 Freedom of Information Act – Awareness Guidance No. 4, p.7. 
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Article 33 – Commercial Interests 

7.22 Key Policy Outcome 16 states “Existing exemption (xii) [Code of Practice 
exemption 3.2.1(a) (xii)], concerning the competitive position of an authority, 
should be amplified to give the same guidance concerning the word 
‘prejudice’ as is given concerning the competitive position of a third party in 
exemption (xi). This would then be as follows – 

“prejudice the competitive position of an authority if and so long as 
its disclosure would, by revealing commercial information, be likely 
to cause significant damage to the lawful commercial or professional 
activities of the authority;”. 

7.23 Article 33 includes as qualified information trade secrets16, as in the U.K. 
legislation, without the requirement to assess prejudice, because trade secrets 
arise precisely because disclosure would be damaging. There is however, a 
prejudice test relating to the release of information that might damage the 
commercial interests of a person or a public authority. 

Article 34 – The economy 

7.24 Information which would be likely to damage the economic interests of the 
Island, or the financial interests of the States of Jersey, will be exempt, subject 
to the public interest test. 

7.25 In the United Kingdom, the premature disclosure of budget proposals would 
fall within this exemption, however, locally, States procedures require the 
lodging of the budget six weeks before debate. In this respect, the Island is 
very open about its intentions. It is prudent to maintain this exemption as it 
relates to the financial interests of any authority and not just budget proposals. 
For example, the Jersey Financial Services Commission, when it is included 
within the Law in the fullness of time, is likely to require this exemption to be 
in place. 

7.26 The Committee noted the comment that there appeared to be a lack of 
provision to provide protection against reputational damage for the Island, but 
rejected the insertion of any provision in this respect. The Committee 
considered that the exemptions relating to commercial interests, the economy, 
formulation and development of policies and international relations 
(especially 42(2)) should more than adequately cover this situation. 

Article 35 – Formulation and development of policies 

7.27 This Article will be used where a policy is in the course of being developed, 
and where there are either draft versions of the policy, or there is a record of 
discussions where the draft policy is under consideration. This exemption 
cannot be used once the policy is agreed, and for example, progress reports on 
how the policy is going, whether it is effective or is achieving its goals are not 
covered by the exemption (although others might, for example, commercial 
confidentiality). As with all qualified exemptions, information requested 
under this Article will be subject to the public interest test. 

 
16 A trade secret is specific information used in a trade or business; must not be generally 
known; and if disclosed to a competitor, would be liable to cause real or significant harm to the 
owner. 
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7.28 This provision is not quite the same as the U.K. provision, which also covers 
Ministerial communications, the provision of advice by any of the Law 
Officers or any request for the provision of such advice, or the operation of 
any private Ministerial office. The provision also includes, in particular, 
proceedings of the ‘Cabinet’ or of any committee of the ‘Cabinet’. 

7.29 Health and Social Services referred to Section 36 of the United Kingdom 
Freedom of Information Act which classified as qualified information any 
information the release of which would prejudice the effective conduct of 
public affairs. The Department commented that Section 36 appeared to have 
an important role to play in allowing open and frank discussions among 
officers and it was felt that a decision not to include this exemption could lead 
to those discussions not being held for fear of disclosure. 

7.30 Another respondent considered that the Article could be construed to prohibit 
the disclosure of information of any sort that was used to formulate policy. 
The Committee rejected the possible insertion of a provision in respect of the 
free and frank provision of advice by officers as in the U.K., having noted 
that, in certain cases, this would be covered by other provisions, such as 
formulation and development of policies. The Committee did not feel that 
there should be a blanket exemption relating to any advice given by an officer. 

Article 36 – Information intended for future public ation 

7.31 In response to a suggestion by the department for Social Security, the 
Committee agreed to insert a new provision at Article 36 in respect of 
information intended for future publication. The authority, if refusing to 
comply with a request under this Article, will have to advise the requester of 
the date when publication is planned. This Article will give the benefit of 
encouraging authorities to publish information from time to time, increasing 
transparency. Alternatively, where the authority knows that it will publish, or 
that another body or person is due to publish, information within the next 
12 weeks, it will not be obliged to respond to a request, although, under 
Article 5, it may do so if it wishes. 

Article 37 – Audit functions 

7.32 Article 37 will allow bodies which either have an audit function, or which 
scrutinise the actions of other authorities, but which are not responsible for 
policy formulation, to carry out their work without being used as a conduit to 
access information provided by another authority. 

7.33 Bodies such as the Internal Audit function, the Public Accounts Committee, 
the Corporate Services Scrutiny Panel and the Comptroller and Auditor 
General (C&AG) require access to information to undertake their functions.  
However, those requesters seeking information should go the data controller 
(owner of the information) (sometimes the ‘target’ department of a study by 
those bodies just mentioned) in order to provide information. 

7.34 The Committee noted comments received from the C&AG to the effect that 
certain of the key functions of that role were not covered by the exemption as 
previously drafted (see Article 34 of R.114/2009). Concern was expressed that 
the provision would have seriously inhibited the discharge of the C&AG’s 
functions as it would constrain the freedom with which information could be 
gathered. Moreover, there would be circumstances in which the exposure of 
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the information gathered by the use of those powers would be detrimental to 
the Island’s public interest. 

7.35 The Deputy Information Commissioner, U.K. advised the Committee that 
there is a provision in the Financial Services Management Act which is a 
statutory bar on the disclosure of information which they receive in the course 
of the exercise of their functions. The F.O.I. Act does not oblige an authority 
to disclose information if, in doing so, they will be breaching another statutory 
bar to disclosure. He advised that the Law would benefit from having 
something more generic to protect regulators. Effectively this can really 
impact on the regulators’ ability to do their job, whatever it is, if they 
constantly have to do it in a goldfish bowl. It should, however, be layered with 
the public interest test so if something is going on which should not be going 
on then there is the opportunity for that to be publicly disclosed. 

7.36 The Committee accordingly agreed that an additional paragraph should be 
included in the draft legislation to provide that information would be qualified 
information if it was held by the C&AG and if its disclosure would, or would 
be likely to, prejudice the exercise of any of the functions of the C&AG. 

Article 38 – Endangering the safety or health of individuals 

7.37 This Article is self-explanatory. 

Article 39 – Employment 

7.38 This Article relates to employment, and provides protection relating to pay 
and conditions negotiations between the authority and employees or employee 
representatives. Such negotiations require confidentiality so as not to disrupt their 
conduct, but there remains a public interest test as with all qualified information. 

Article 40 – Defence 

7.39 This Article makes appropriate reference to ‘any relevant forces’ which are 
defined as (a) the armed forces of the Crown; or (b) a force that is co-
operating with those forces or a part of those forces. 

Article 41 – International relations 

7.40 This Article is broadly similar to the U.K. provision, although more simply 
drafted. However, the U.K. provision allows the U.K. authorities to ‘neither 
confirm nor deny’ the existence of the following information – 

Article 27 of the Freedom of Information Act 2000 states – 

“Information is exempt information if its disclosure under this Act 
would, or would be likely to, prejudice – 

(a) relations between the United Kingdom and any other State, 

(b) relations between the United Kingdom and any other 
international organisation or international court, 

(c) the interests of the United Kingdom abroad, or 

(d) the promotion or protection by the United Kingdom of its 
interests abroad.” 



 

  ◊ P.39/2011 
Page - 41

 

7.41 Jersey has a provision which enables the authorities to “neither confirm nor 
deny” (NCND clause) the existence of information if it considers that it is in 
the public interest to do so. Article 10(2) of the Draft Freedom of Information 
(Jersey) Law 201- states – 

“(2) If a person makes a request for information to a scheduled public 
authority and – 

(a) the information is absolutely exempt or qualified exempt 
information; or 

(b) if the authority does not hold the information, the information 
would be absolutely exempt or qualified exempt information if 
it had held it,  the authority may refuse to inform the 
applicant whether or not it holds the information if it is 
satisfied that, in all the circumstances of the case, it is in the 
public interest to do so.” 

7.42 This will enable the authority to use an NCND clause in the field of 
international relations. 

7.43 The States of Jersey Police wish to ensure that the Law deals adequately with 
the local problem of the Islands’ access to highly sensitive data held in 
databases in the U.K. for policing purposes, and for this reason Article 41 
provides an exemption for information obtained from a State other than 
Jersey. Where such information relates to national security then Article 27 
will apply, that is, the information will be absolutely exempt, but with a right 
of appeal to the Royal Court. 

7.44 There is a proposed limited protection for information supplied in confidence 
(Article 41(4)) and it is recommended that the Chief Minister can exclude 
disclosure on the grounds of security. It is possible that Security authorities in 
the U.K. would not see the Jersey Chief Minister as well placed to judge such 
issues other than in an entirely local context. It was recommended that should 
be a total and unconditional exemption for any information owned or supplied 
by a law enforcement or security agency outside the Island. Article 41 
provides this ‘carve out’. 

7.45 Having noted comments received from the Deputy Bailiff and the Jersey 
Financial Services Commission regarding the definition of “State”, the 
Committee agreed in February 2010 that this should be revised, to read as 
follows – 

“ ‘State’ includes the government of a State and any organ of its 
government, and references to a States other than Jersey include 
references to a territory for whose external relations the United 
Kingdom is formally responsible.” (This definition appears in 
Article 41(5)(b).) 

Article 42 – Law enforcement 

7.46 This Article makes clear that the exemption relating to law enforcement 
includes not only policing matters, but also tax, immigration, security and 
good order in prisons and the supervision and regulation of financial services. 
It relates to information if its disclosure would, or would be likely to, 
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prejudice these matters whether in Jersey or elsewhere. There are many areas 
where Jersey must liaise with another jurisdiction, and where inappropriate 
release of information could place in jeopardy the authorities’ intervention in 
illegal activity. 

7.47 For example, it has been made clear that if the Jersey Freedom of Information 
Law were to be used to access information contained in U.K. criminal 
databases, then the Ministry of Justice would be obliged to withdraw the 
Island’s access. This would be very damaging to policing in Jersey. 

7.48 Comments in respect of this Article focused mainly around the requirement 
for a ‘neither confirm nor deny clause’, which has been inserted in the current 
draft of the Law at Article 10. The Law Officers also commented that it might 
be useful to consider further the application of the ‘prejudice’ test in the 
context of the Article. 

8. Part 6 – Articles 43-48 

The Information Commissioner and appeals 

8.1 The Committee has expressed a preference for a Jersey Information 
Commissioner, based on the U.K. model with combined responsibility for FOI 
and Data Protection regulation. The current Data Protection Commissioner 
believes this would be the most logical and cost-effective option for Jersey 
because it avoids the need to create a new States body. A Deputy Data 
Protection Registrar was employed in 2004 and it is suggested that a second 
Deputy would be required to co-ordinate the implementation and operation of 
all aspects of an FOI Law. This would ensure there is strong central co-
ordination of FOI matters in the department with most relevant expertise and 
administrative support. The implementation of the Law would be an executive 
matter, and implementation would pass from the Privileges and Procedures 
Committee to the executive. 

8.2 At States’ departmental level, a framework is already in place, with a network 
of data controllers in each Department. There are also departmental FOI 
officers but ideally, these two roles should be carried out by the same member 
of staff to avoid duplication. Data Protection officers in the U.K. assumed this 
dual role in preparation for January 2005, when the public right of access 
under the Freedom of Information Act came into force and the U.K. Deputy 
Information Commissioner indicated that experience there was that this 
combination of roles was beneficial. 

8.3 The Data Protection Commissioner has successfully pursued mediation as a 
means of resolving disputes and so far it has not been necessary to convene 
the Data Protection Tribunal. In fact, it has only met once for a preliminary 
hearing, and co-operation with the other party subsequently meant that no 
further meetings were necessary. If the experience under a Freedom of 
Information Law were to be similar, it would suggest that a great burden 
would not be placed on the Royal Court if this were the appeals route agreed. 

8.4 The Information Commissioner will also be involved in preparing for the 
introduction of the Law, to include awareness raising and the training of 
officers in departments. 

8.5 The process of debating a Law will bring heightened publicity and increased 
public awareness of the issues involved. Ideally, there should also be a public 
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information campaign to dispel any misconceptions, clarify the aims and 
objectives of the Law, and explain the scope of information available under it. 
While the media are likely to be willing partners in disseminating the 
information, some expenditure will be required. 

8.6 The Code has provided a valuable learning experience for the public sector 
and disproved concerns that it would overburden the administration and divert 
attention from core government tasks. A system is in place with Information 
Officers in every department and this will not change significantly if the Law 
resembles the existing Code. Staff would require some training but would not 
be starting from the beginning. 

8.7 Key Policy Outcome 22 stated – 

“The combined and independent function of the Information 
Commissioner should have just one States Committee to oversee it 
and it is proposed for that Committee to be the Privileges and 
Procedures Committee.” 

8.8 The Committee as previously constituted wished to maintain political 
oversight over the Information Commissioner, but the current Committee 
takes a different view. The Data Protection Commissioner is an independent 
role, and the Commissioner does not take guidance or direction from either a 
Minister or a States’ Committee. For practical purposes, the Data Protection 
Commission is a States’ funded body in its own right, but reports to the 
Assembly are tabled by the Minister for Treasury and Resources. However, 
this does not equate to any direction from the Minister concerned. 

8.9 There is no reason why a similar arrangement should not exist for the annual 
report of the Information Commissioner. The Commissioner needs the 
strength that such independence brings in order to bring pressure to bear on 
authorities. True independence of the role also demonstrates faith and 
confidence which are essential for the post holder to be effective. 

8.10 The Committee therefore recommends the independence of the Information 
Commissioner role, and does not propose that there should be political 
oversight of this role. 

8.11 The Jersey Evening Post commented that the range of exemptions contained 
within the draft legislation was rather wide. It was considered that the 
categorising of information, the disclosure of which would be likely to 
prejudice the economic interests of the Island, as qualified exempt 
information, would provide ‘a worryingly vague potential catch-all likely to 
be seized upon as a convenient reason not to release information’. It was 
accordingly felt that the success of the Law needed to be a robust primary 
appeals procedure, involving a strong and independent Information 
Commissioner. 

Article 43 – General Functions of the Information Commissioner 

8.12 The functions of the Information Commissioner have been briefly outlined 
above, and are – 

The Information Commissioner will – 

(a) have a duty to encourage good practice (Article 43); 
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(b) keep the public informed about this Law (Article 43); 

(c) issue a Code of Practice in accordance with Regulations approved 
under the Law (Article 44); 

(d) be able to require the production of information (Article 45); 

(e) consider appeals against the decision of scheduled public authorities 
not to disclose information (Article 46). 

8.13 It is hoped that mediation can be employed also under the Freedom of 
Information Law, which would enable some common-sense discussion with 
the public authority. 

Article 44 – The Information Commissioner may or may be required to issue a 
Code of Practice 

8.14 The Committee agreed that provision should be included within the draft 
legislation to enable the Information Commissioner to issue codes of practice. 
This decision was made following the receipt of comments from the Data 
Protection Commissioner to the effect that similar powers to those provided 
under the Data Protection (Jersey) Law 2005, enabling the Commissioner to 
publish codes of practice, would be welcomed under Freedom of Information 
legislation. 

Article 45 – Powers of the Information Commissioner to enter premises, to 
require the supply of information and to inspect information 

8.15 The Data Protection Commissioner drew the Committee’s attention to the 
Information Commissioner’s apparent lack of information gathering powers in 
the Law as drafted in R.114/2009. It was agreed that provision should be 
included within the draft legislation to enable the Information Commissioner 
to require the supply of information. Schedule 2 sets out the powers of entry 
to premises to require the supply of information and to inspect information. 
This provides – 

(i) that the Bailiff may issue a warrant if there are grounds for believing 
that a scheduled public authority has failed or is failing to comply 
with Part 2 of the Law, or an offence under Article 49 is being 
committed; 

(ii) the basis on which a warrant is authorised, e.g. entry, search, 
inspection of documents, the taking of copies of documents, 
assistance in the form of an explanation of any documents or to state 
where they may found, inspection etc of equipment in which 
information may be recorded; 

(iii) additional conditions for the issue of a warrant; 

(iv) requirements relating to the execution of a warrant; 

(v) details of matters exempt from inspection and seizure; 

(vi) offences for obstruction or failure to assist. 
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Article 46 – Appeals to the Information Commissioner  

8.16 The Committee noted that Section 30 of the U.K. Freedom of Information Act 
included a qualified exemption for investigations and proceedings conducted 
by public authorities. It was noted by the Committee that this was covered by 
Article 24(3) of the legislation, and therefore no further action was required in 
this respect. 

8.17 The Committee noted the concern raised by the States of Jersey Police in 
respect of the level of detail required for an appeal, and it was agreed that the 
Article as drafted in R.114/2009 should be amended. Article 46(6)(a) of the 
Article now states that the notice of a decision in respect of an appeal should 
specify the Commissioner’s decision, without revealing the information 
requested. 

Article 47 – Appeals to the Royal Court 

8.18 Key Policy Outcome 21 stated – 

“The existing Data Protection Tribunal and appeals system should be 
adopted and adapted as necessary to consider Freedom of 
Information appeals.” 

8.19 The Committee considered at length which should be the appeals body for 
Jersey. 

8.20 The Committee considered limitations with the Information Tribunal model, 
whether in the context of quality of justice arguments or where decisions 
pertinent to Jersey involving questions of public interest were being made by 
those who had limited involvement or connection with the Island. It was 
considered essential that the body that reviewed the Jersey public interest had 
a real and substantial connection to the Island. For this reason, the Committee 
did not wish to pursue a Tribunal with members from outside the Island. 
Rather than form a completely new Tribunal, the Committee considered 
whether the work of the Information Tribunal could be combined with an 
existing tribunal. The attraction of this approach was that an existing tribunal 
would be experienced, and any administrative costs could be shared. Given 
the proposal that the Data Protection Commissioner should also take on the 
rôle of Information Commissioner, a logical proposal was for the Data 
Protection and Information Tribunals to be combined. However the success of 
the mediation process undertaken by the Data Protection Commissioner has 
meant that the Data Protection Tribunal has never actually met. 

8.21 The Jersey Evening Post commented that the case for the Royal Court being 
the final arbiter of appeals had not been convincingly made, and there seemed 
no clear reason why the appeals structure should not mirror that of the Island’s 
court structure in general, with recourse to the Court of Appeal and, 
conceivably, the Privy Council. 

8.22 Having considered the matter at length, the Committee agreed that appeals 
against the decision of the Information Commissioner should be considered by 
the Royal Court in tribunal mode, and that a new or combined Tribunal would 
not be formed. The Committee agreed that it was necessary to include a final 
appeals body which would have the necessary experience to weigh up the 
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public interest in the Jersey context and the authority to require a public body 
to release information that it had not considered should be released. 

8.23 Concern was expressed in some submissions that the cost of an appeal to the 
Royal Court could be prohibitive. Discussions were held with the previous 
Bailiff, Sir Philip Bailhache, who indicated that steps could be taken to keep 
the cost to the applicant low in minor cases, for example by making pre-
emptive costs orders against an authority to mitigate against the fear of high 
costs for an applicant unable to afford them. 

8.24 The Committee wishes to make it clear that there is no such thing as ‘free’ 
information or a ‘free’ appeals process. If the requester does not pay the costs 
of appeal, then the taxpayer will. It is likely that requests for information will 
frequently come from commercial organisations, including the media, and 
from experienced requesters. Experience elsewhere shows that experienced 
requesters will test the system and place a burden on it. This is as it should be, 
however the (perhaps uncomfortable) question must be asked, who pays for 
access to information? The person who wants the information, or should all 
taxpayers contribute towards all requests and appeals for the general good? 

8.25 Costs don’t just go away. If they are not met by the requester, then they would 
need to be borne by the taxpayer, so it might be appropriate for the means of 
the appellant to be taken into account when determining any pre-emptive cost 
order. It would be irresponsible of the Committee to recommend, during a 
period when there is considerable effort going into reducing expenditure, that 
all requests for information should be completely free, and that all appeals 
should be handled free of charge. Too many Laws are introduced without due 
regard to the cost and the Committee does not wish to fall into this trap. 

Article 48– Failure of a scheduled public authority to comply with a notice by the 
Information Commissioner 

8.26 Article 48 provides that where the Commissioner decides that a public 
authority should supply requested information and the public authority does 
not appeal to the Royal Court against the decision or, having appealed, loses 
the appeal, the Commissioner can register the decision with the Royal Court if 
the public authority still fails to supply the information. The Royal Court may 
inquire into the matter and may deal with the public authority as if the public 
authority had committed a contempt of court. This procedure follows, in 
general terms, the procedure set out in the U.K. legislation. 

8.27 The Department was not convinced that the application of civil penalties 
would be necessary or appropriate. In addition to human rights and quality of 
justice arguments, it was noted that any sanctions would be applied against 
public authorities performing a public function. Political accountability and 
the prospect of being held in contempt of court were considered to be more 
suitable drivers for compliance. 

9. Part 7– Articles 49-56 

Miscellaneous and supplemental 

Article 49 – Offence of altering, etc. records with intent to prevent disclosure 

9.1 It will be an offence for a public authority to alter. etc., records with the 
intention of preventing disclosure. 
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9.2 The Committee discussed the concerns raised by the Jersey Financial Services 
Commission in respect of this Article, as drafted in R.114/2009. The 
Commission had commented that a punishment level in respect of any offence 
under the Article had not been specified. The Committee discussed the matter 
and noted that it would be an offence, punishable by a fine, to destroy 
information which had been requested and which the requester was entitled to 
receive. It was accordingly agreed that no amendment was required. 

Article 50 – Defamation 

9.3 A public authority will not be made liable for defamatory information released 
under this Law. 

Article 51 – Application to the administrations of the States 

9.4 Each administration of the States is to be treated as separate. 

Article 52 – States exempt from criminal liability 

9.5 This Article provides that a public authority cannot be liable to prosecution 
under the Law. It is not proposed that one department should fine another 
under this legislation, rather the remedy would be a political one. 

9.6 However, under Article 49, an individual who attempts to avoid disclosure by 
altering, hiding or destroying, etc. that record would be liable to a fine. 

9.7 The Committee received one comment in respect of this Article to the effect 
that only persons with an explicit requirement within their job description to 
take responsibility for compliance with the Law should be liable to 
prosecution for any failure to comply. It was proposed that an agreement 
should be formed with the Information Commissioner to this effect as a form 
of licentiate and all requests for information should be addressed to a specific 
office, thereby preventing employees of public authorities unwittingly 
breaching the Law, and ensuring that requests would be dealt with at an 
appropriate level. It was also suggested that there should be provision to 
ensure that officers could not be compromised or ‘put under duress’ by higher 
ranking officers, but remained independent in their judgement. These 
comments were taken into account by the Committee, and no change to the 
legislation as drafted in R.114/2009 was required. 

Article 53 – Regulations 

10.8 Regulations will be prepared relating to areas such as – 

o fees that may be charged; 

o action a scheduled public authority must take when it refuses a request 
on the grounds that it is a vexatious or repeat request; 

o action a scheduled public authority must take when it refuses a request 
for information on the grounds that the information requested is 
exempt information; 

o applications to the Jersey Heritage Trust for information it holds on 
behalf of a scheduled public authority where the scheduled public 
authority has not previously told the Trust that the information may be 
made available to the public; 
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o additional public authorities to be covered by the Law, if appropriate; 

o the establishment of a publication scheme, if any. 

Article 54 – Public Records (Jersey) Law 2002 to be amended 

9.9 These are routine and necessary amendments to remove any conflicts between 
the two Laws. 

Article 55 – Citation 

9.10 This is simply the name of the Law. 

Article 56 – Commencement 

9.11 The date of commencement of the legislation is an important issue. The 
Deputy Information Commissioner, U.K. advised that a suitable lead-in period 
is necessary for the following reasons – 

o To inform the public so that they are aware of their new rights and 
how to exercise them; 

o To provide public authorities with certainty as to when this law is 
going to come into force and the need to gear up for it, in particular 
for the purposes of records management, because an access to 
information law can only work effectively if the public authority 
knows what information it holds and where to find it. 

o The development of the new roles of Information Commissioner and 
Information Tribunal/Royal Court rules, the introduction of appeals 
mechanisms and enforcement procedures, awareness raising activity 
and training modules in advance of implementation. 

9.12 The Committee took note of the advice of the Deputy U.K. Information 
Commissioner Mr Graham Smith that the U.K. lead-in period of 5 years was 
far too long. Staff turnover and the pressures of other work would mean that 
some input would be wasted if the lead-in period is too long, and in other 
cases there might be delay in starting on the work because of competing 
pressures. 

9.13 Notwithstanding the above comments, there are considerable financial 
pressures, and the Committee has accepted that identifying a suitable budget, 
recruiting certain key staff, awareness raising and training, and amendments to 
processes and procedures will be a challenge. This is not, however, a valid 
reason for not working towards the goal, and it is important to take the first 
step. The Committee has therefore accepted, albeit reluctantly, that the lead in 
period may indeed extend to 5 years, although as stated elsewhere, 
implementation is a matter for the Executive. 

Phasing of introduction 

9.14 The draft legislation included in R.114/2009 stated that the Law would come 
into force 28 days after its registration. The Committee discussed this 
approach further, and it was agreed that the legislation should be brought in by 
Appointed Day Act(s). 

9.15 The Deputy U.K. Information Commissioner Mr. Graham Smith was 
supportive of the suggestion that the Law should start with those bodies that 
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are already subject to the Code of Practice on Public Access to Official 
Information because they have got some experience of dealing with these 
requests and one would expect them to be ahead of the game rather than 
starting from scratch. He also recommended looking carefully at retrospection. 
The U.K. Act when it came in was fully retrospective, so requests were 
received about things that happened the previous week and about things that 
happened 100 years ago, or more in some cases. This placed a huge burden on 
authorities and it was noted that some jurisdictions have phased retrospection 
as well. 

9.16 It is suggested that public authorities fall under the Freedom of Information 
Law in the order specified. That is, Ministers, departments, Scrutiny Panels, 
Public Accounts Committee, Chairmen’s Committee and the Privileges and 
Procedures Committee, Greffier of the States first. All of these bodies have 
been complying with the Code of Practice on Public Access to Official 
Information since 20th January 2000 and are best placed to comply with the 
Law when it first comes into force. 

9.17 The remaining public authorities will be permitted longer to prepare, and it is 
suggested that an amendment to the Schedule be considered by the States in 
order to bring those public authorities into line in due course. 

Retrospection 

9.18 Public bodies tend to hold a significant amount of information and the U.K. 
experience was that it was extremely burdensome to go for the ‘big bang’ 
approach and have full retrospection from the date of implementation. The 
object is to plan for transparency through effective disclosure following a 
clear timetable which demonstrates clear commitment to the goal. 

9.19 The following table shows a possible scheme for access to information created 
before the date of implementation of the Law. 

9.20 The Committee has the option either to decide all those things at the outset, or 
to leave some of them to regulations to be introduced later by phased 
commencement orders and see how it goes. The Committee is minded to opt 
for the following programme – 

 

Public authority Schedule As soon as 
practicable 
but not 
more than 
5 years 
after the 
adoption of 
the Law 

Not more 
than 5 years 
after 
implementa
tion of the 
Law 

(1) The States Assembly, including 
the States Greffe; 

(2) A Minister; 

Added to 
Schedule from 
outset 

Full 
retrospection 

(3) A committee or body established  

All 
information 
created 
from 20th 
January 
2000 
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by resolution of the States or by 
or in accordance with the 
Standing Orders of the States 
Assembly; 

 A “body, office or unit of 
administration, established on 
behalf of the States (including 
under an enactment)” will include 
the following quasi public bodies – 

1. Jersey Financial Services 
Commission 

2. Jersey Competition 
Regulatory Authority 

3. Jersey Law Commission 

4. Jersey Appointments 
Commission 

5. Waterfront Enterprise 
Board, or successor. 

Future 
amendment 
required to add 
these authorities 
to the Schedule 

To be 
determined 
when added 
to the 
Schedule 

 •
•
•
•
• 

  

(4) An administration of the States; 
this means – 

(a) a department established on 
behalf of the States; and 

(b) a body, office or unit of 
administration, established 
on behalf of the States 
(including under an 
enactment).  

(5) the Viscount’s Department, that is 
to say, the Viscount and the 
Deputy Viscount; 

(6) the Judicial Greffe, that is to say, 
the Judicial Greffier and the 
Deputy Judicial Greffier. 

 

 

 

(a) the Bailiff’s Department, that is to 
say, the Bailiff and the Deputy 
Bailiff; 

(b) the Law Officers Department, that 
is to say, the Attorney General 
and the Solicitor General. 

Future 
amendment 
required to add 
these authorities 
to the Schedule 

 To be 
determined 
when added 
to the 
Schedule 
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Each Parish; 

 

•  

•  

•  

•  

•  

Future 
amendment 
required to add 
these authorities 
to the Schedule 

 To be 
determined 
when added 
to the 
Schedule 

Any body (whether incorporated or 
unincorporated) – 

(A) which is in receipt of funding at 
least half of which is from the 
States in one or more years,   

(B) which carries out statutory 
functions, 

(C) which is appointed, or whose 
officers are appointed, by a 
Minister, 

(D) which appears to the States to 
exercise functions of a public 
nature, or 

(E) which provides any service under 
a contract made with any public 
authority described in paragraphs 
(a) to (g), the provision of such 
service being a function of that 
authority; 

This section will cover private 
organisations which receive most of 
their funding from the States. 

Future 
amendment 
required to add 
these authorities 
to the Schedule 

 To be 
determined 
when added 
to the 
Schedule 

More remote public authorities – 

 Jersey Telecom, 

 Jersey Post, 

 Jersey New Waterworks Company, 

 Jersey Electricity Company. 

PPC does not 
propose to 
include these 
under the Law. 

 N/A 

9.21 Schedule 1 specifies which public authorities are scheduled public authorities 
to which the Law will first apply when it is brought into force, also outlined in 
the Table above. 
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9.22 Schedule 2 sets out the powers of the Information Commissioner, as described 
under the section on Article 45, and reproduced here for ease of reference – 

“Schedule 2 sets out the powers of entry to premises to require the supply of 
information and to inspect information. This provides – 

i. that the Bailiff may issue a warrant if there are grounds for believing 
that a scheduled public authority has failed or is failing to comply 
with Part 2 of the Law, or an offence under Article 49 is being 
committed; 

ii. the basis on which a warrant is authorised, e.g. entry, search, 
inspection of documents, the taking of copies of documents, 
assistance in the form of an explanation of any documents or to state 
where they may found, inspection, etc. of equipment in which 
information may be recorded; 

iii. additional conditions for the issue of a warrant; 

iv. requirements relating to the execution of a warrant; 

v. details of matters exempt from inspection and seizure; 

vi. offences for obstruction or failure to assist.” 

Financial and manpower implications 

What does FOI cost in the United Kingdom? 

Charging régime 

9.22 It is first of all necessary to understand how the U.K. calculates charges before 
it is possible to understand the costs. The charges in the U.K. are based upon a 
number of factors – 

o There is no ‘flat rate’ fee to apply to receive information and in many 
cases the information will be provided free of charge. 

o There is a cap of £600 for central government requests and a cap of 
£450 for local government requests. If the cost of meeting a request 
will exceed these caps then the authority does not need to provide the 
information, but it will assist the requester to modify the request so 
that it can be brought under these levels so that the request can be met. 

o Authorities may take account of the costs it reasonably expects to 
incur determining whether it holds the information, finding and 
retrieving the information, and extracting the information from a 
document containing it. The maximum will be the respective caps of 
£450 and £600, as requests beyond that cost will be refused. It may 
also pass on photocopying and postage charges. 

o Authorities may not include in their estimates of cost the general 
administration of applications, the amount of time it takes to consider 
the public interest as to whether to release or refuse to release 
information, and they may not include the cost of the additional time 
taken in cases where they need to consult a Minister. Neither can the 
authority recover the cost of an internal review where the department 
receives an appeal from a requester and then re-examines the 
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information and the stance it has taken, nor the costs associated with 
the Information Commissioner or Tribunal.17 

o An authority can take into account the costs attributable to the time 
that persons (both the authority’s staff and external contractors) are 
expected to spend on these activities. Such costs are calculated at £25 
per hour per person for all authorities regardless of the actual cost or 
rate of pay, which means that the limit will be exceeded if these 
activities exceed 24 hours for central government, legislative bodies 
and the armed forces, and 18 hours for all other authorities. (The 
figures of £450 and £600 relate only to the appropriate limit; they do 
not relate to the fees that may be charged.)18 

9.23 Appendix E was received from the Ministry of Justice describing how fees in 
the U.K. were determined. 

9.24 Although charges for disbursements are permitted in the U.K. for 
photocopying and postage etc, these tend to be levied only rarely as 
recovering this cost is often not economically viable. 

Cost of FOI-U.K. 

9.25 An independent review of the impact of the FOI Act was carried out in 200619 
at the request of the U.K. Government which was committed to reviewing the 
fee régime. The executive summary is attached by permission at Appendix F. 
There follow some key facts – 

• The average hourly cost of officials’ time was £34 (central 
government) and £26 (wider public sector) in 2006, not £25; 

• The average cost of officials’ time for an initial request was £254. 

• On average, requests to central government take 7.5 hours to deal 
with. 

• Those requests which involve Ministers and/or senior officials take 
longer and cost on average £67 more. 

• The full costs of dealing with Freedom of information in the U.K. 
(population 61.5 million) as at 2006 was – 

– Central government – £24.4 million, for 34,000 requests 

– Wider public sector – £11.1 million, for 87,000 requests 

– Local authorities – £8 million, for 60,000 requests. 

• 61% of requests cost less than £100 to deliver and account for less 
than 10% of the total costs. 

 
17 Information extracted from – The Freedom of Information and Data Protection (Appropriate 
Limit and Fees) Regulations 2004; Statutory Instrument 2004 No. 3244. 
18 Freedom of Information Act – Using the Fees Regulations. Guidelines produced by the 
Information Commissioner’s Office. 
19 Independent Review of the Impact of the Freedom of Information Act; Frontier Economics, 
October 2006. For full report, see – www.foi.gov.uk/reference/foi-independent-review.pdf. 
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• The average cost of an internal review is £1,208, compared to £254 
for an initial request. 

9.26 Various options were proposed to mitigate the impact of the Law. These were 
allowing authorities to – 

• include in the cost estimates reading, consideration and consultation 
time; 

• aggregate non-similar requests (from the same requester); 

• introduce a flat rate fee; 

• reduce the appropriate limit threshold (£450/£650). 

U.K. Review of charges 

9.27 The Government had consistently stated its intention to review the fees 
regulations within 12–18 months to ensure that a balance was met between 
public access to information and the delivery of public services. The 
Government reported that significant evidence existed suggesting that some 
requests were imposing a disproportionate burden on their resources and this 
was confirmed by the Independent Review. 

9.28 The Constitutional Affairs Select Committee reported on proposed changes to 
the FOI charging régime20 and did not support the proposals for change. The 
Government subsequently decided to make no changes to the existing fees 
regulations but to introduce a range of measures to improve the way FOI 
works.21 These involved more robust use of existing provisions of the Law, 
e.g. in the case of vexatious requests, being clear on when authorities may 
refuse requests on cost grounds, releasing information proactively, revising 
the records management Code of Practice. 

9.29 This means that the charge-out time for officers remains at the level when the 
Law was introduced in 2000, the limits set as a threshold are calculated from 
the base of that out-of-date figure, there are significant areas of work which 
cannot be included within any of the calculations (and hence the taxpayer 
must pay for these) and no part of the high cost of internal reviews can be 
recouped. However, this cost must be measured against the desirability of the 
Law being used as a tool to ensure governmental transparency and 
accountability, the value of the Law as a social tool. 

9.30 Anecdotal evidence from practitioners at the 2010 Freedom of Information 
Annual Conference suggests that charges are infrequently or inconsistently 
being levied. 

Jersey – Financial and manpower implications of adopting the FOI Law 

9.31 While the draft Law proposes principles and procedures, it does not address 
charges – these come in later Regulations. However, to fully understand the 
cost of the Law, one must look at both the cost that will arise once the Law is 
on the statute book, and the charging régime, if any, so as to determine the net 
cost to the taxpayer. 

 
20 www.publications.parliament.uk/pa/cm200607/cmselect/cmconst/415/41509.htm  
21 www.justice.gov.uk/publications/docs/response-to-casc.pdf  
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9.32 To do this, one must look at – 

● how the financial and manpower costs might be determined in the 
local context; 

● proposed charges; 

● the net cost of the Law to the taxpayer. 

What will the Information Commissioner’s office cost? 

9.33 It is proposed that the Information Commissioner become part of the Data 
Protection Commissioner’s office, and the post should fall within that 
structure, perhaps as a new Deputy in that department, not necessarily junior 
to the Data Protection Commissioner. There will also be a need for a case 
manager to handle cases as they are received and to give initial advice, so as 
to keep separation between case handling and adjudication. 

9.34 There will be office and general costs associated with the new posts, and a 
need to identify accommodation. 

9.35 This work cannot be subsumed into the workload of the Data Protection 
Commissioner’s office, which is fully committed to data protection work, and 
similarly there is no scope to sub-divide existing offices. 

Estimated cost –   
  

Data Protection Office budget for 4 staff in 2010  £310,800 
Data Protection Income £87,000 

Net Revenue cost £223,800 
  

Assuming a pro rata increase to allow for 6 members 
of staff 

£466,200 

Data Protection Income £87,000 
Freedom of Information income £0 

Net Revenue cost £379,200 
  

Estimated annual additional net revenue cost £155,400 

9.36 In 2010, the Committee received the Information Commissioner of the 
Cayman Islands22 who explained that the cost of the bottom line 
implementation of both the Information Commissioner’s Office and the 
Freedom of Information Unit was £973,000, that is, £486,500 per annum. 
However, the Cayman Islands do not have a Data Protection Law (the 
Commissioner was in Jersey to examine the Jersey system with a view to 
introducing a Data Protection Law in Cayman) so the Cayman Law is used for 
both Freedom of Information and Data Protection requests. Article 23 of the 
Freedom of Information Law, 2007 of the Cayman Islands23 provides that 

 
22 www.infocomm.ky  
23 
www.foi.gov.ky/pls/portal/docs/PAGE/FOIHOME/DOCLIBRARY/FOILEGISLATION/FRE
EDOM%20OF%20INFORMATION%20LAW%2C%202007.PDF  
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persons may apply to see their own information. The costs quoted therefore 
relate to both Data Protection and to Freedom of Information. 

9.37 The Cayman Islands also decided that departments may not increase 
their staff to deal with FOI (or more correctly, for both FOI and for access to 
personal information). This principle has, in the main, been adhered to, as 
88 public authorities have been successful in absorbing the costs associated 
with FOI from their revenue budget. Of the 88, one or two of the larger public 
authorities have hired an Information Manager specifically for this role. 

9.38 There was also an impact cost on Cayman Islands National Archive of 
£175,000 over the 2 year period arising from the implementation of FOI. 

What will an FOI unit cost? 

9.39 The first questions are to ask are ‘what is an FOI unit and what will it do? Do 
we need one? The Cayman Islands FOI Unit describes its role as – 

9.40 “The overall purpose of the Freedom of Information (FOI) Unit is to promote 
open government. The FOI Unit is expected to lead and coordinate the 
implementation of the FOI Law and Regulations across the whole of the 
public sector by analysing, formulating and disseminating policies, 
procedures, benchmarks and guidelines applicable to the Cayman Islands 
Public Sector. 

9.41 The FOI Unit is required to monitor and identify any shortcomings in 
implementation, make recommendations and report on the implementation of 
the Law. The Unit is required to promote best practices within public 
authorities, conduct the extensive training of Information Managers in the 
public sector and assist in raising the general awareness of the public. 

9.42 The FOI Unit works very closely with other key Government entities such as 
the Portfolio of the Civil Service, the National Archive, Government 
Information Services and the Legal Department, who have critical roles to 
play in the successful implementation of the new FOI régime. 

9.43 The FOI Unit: 

• Provides policy advice on areas of common concern for public 
authorities regarding Freedom of Information. 

• Provides general advice on interpretation of sections of the FOI Law 
and Regulations and procedural and administrative requirements. 

• Monitors and coordinates execution of the FOI Implementation Plan. 

• Makes presentations and arranges briefings for public authorities. 

• Conducts comprehensive training of Information Managers from each 
public authority at basic and advanced levels. 

• Prepares guidelines and outlines procedures for processing FOI 
requests, standard forms, and requirements for giving of reasons, etc. 

• Coordinates the creation of a Data Protection Policy for the Cayman 
Islands. 

• Develops guidelines for Whistle-blower Protection. 
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• Acts as Secretariat for the Freedom of Information Steering 
Committee. 

• Manages an Information Managers’ Network which is utilised to 
share experiences and best practices in implementation of the FOI 
Law.24 ” 

9.44 In the local context, once the Law has been implemented, this would appear to 
amount to one post. During the implementation phase, it would be prudent to 
engage a seasoned professional in FOI on a contract basis, who would train a 
local post-holder and hand over the reins to them. By comparison, the Code of 
Practice on Public Access to Official Information was introduced by a mid-
grade enthusiastic amateur working 2 days a week for 6 months. As the Code 
has been in place for 10 years, staff are not starting out from a position of no 
knowledge of FOI as the Law will be replacing substantially the same 
provisions, but with the greater discipline of being legislation with structured 
processes for administration, determination and any subsequent appeals. 

9.45 The cost of an FOI unit depends upon whether it will have permanent staff, or 
whether it will use one member of staff and use existing officers to form a 
working group to oversee FOI. The officer will of course have access to the 
Information Commissioner and support staff for advice. If just one permanent 
officer is recruited on a permanent basis, say £68,000 (based nominally on 
Grade 12), with administrative support and office accommodation being 
provided by an existing department, and there is one contract post during the 
implementation phase, say £80,000 (based on Grade 13 and expenses but no 
pension) for, say, one year. There are a number of officers across the States 
with expertise or experience in FOI, and it would seem possible to draw on 
their experience using the working group approach. 

What will be the cost of upgrading records management in advance of a Law 
being brought into force? 

9.46 A fundamental requirement of goods records management is to know what 
information a department holds, and where it is. This was of enormous 
concern to departments in 1999 when the draft Code of Practice was under 
consideration. Some departments felt they would need to go through all 
existing information and catalogue it. Given that it was highly unlikely that 
most of the information would ever be asked for this was seen as impractical. 
The advice was that as requests for information were made, then that 
information should be logged, and that with effect from the date of 
implementation of the Code (20th January 2000) the authority should keep a 
general record of all information that it holds. The Chief Minister recently 
confirmed that this occurs in departments, so information that dates from 
January 2000 should already appear in an index in departments. Those 
authorities which have not been subject to the Code to-date may require time 
to put their house in order, and for this reason, it is not planned to add those 
authorities to the Schedule for implementation in the first tranche. 

9.47 Ensuring that the index which exists will serve the purpose of an FOI Law is 
another matter, and there will be work that needs to be done. This will not 
necessarily require expensive I.T. programmes but it will require a 

 
24 Source - www.foi.gov.ky  
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modification of procedures and a methodical approach. A perfectly adequate 
index could be maintained using an Excel spreadsheet, although 
classifications systems do exist which cost considerably less than full 
electronic document management systems. However there may well be a more 
basic issue relating to the importance currently attributed to what many people 
term ‘filing’. This is a task has traditionally been given to the most junior and 
untrained person in an organization, and if this describes the situation in an 
authority which will be subject to the law, or which, in time, will be subject to 
the Law, then this aspect needs to change. Article 7 of the Draft Law applies 
to all organizations which appear in Schedule 1. 

9.48 A well organized authority will assess a document, either which is received 
from another person, or which is created by the authority itself, and will 
record a series of keywords that describe its content (‘classification’), who the 
author was, the date of creation, and how long the document should be 
retained. A serial or file number will be attributed, and the document will be 
filed in a place from which it can be retrieved with relative ease. 

9.49 This procedure could be centralised. The Customer Services Centre at Cyril 
Le Marquand House already acts as ‘post box’ to a number of departments. 
The staff opens the letters, to establish whether they contain matters that can 
be dealt with by the Centre staff. Those matters that they cannot deal with are 
logged, and then sent to the department concerned, with systems to ensure the 
right number of items are sent, and then signed for. One of the options open to 
the Executive to consider is adapting these processes to ensure that proper 
records management rules are included.  Some jurisdictions operate a central 
‘clearing house’ system, such as that operated by the Ministry of Justice on 
certain ‘trigger’ issues, such as requests that touch on national security issues, 
requests that have something to do with the royal household, things that 
involve papers of a previous administration. Otherwise requests are sent direct 
to the department that the requester believes deals with the issue, and that 
department will forward it as necessary if it is not a matter they deal with. In a 
small jurisdiction such as Jersey, there may be logic in all FOI requests being 
received at the Customer Services Centre to avoid duplication and repeated 
requests (i.e. the same or similar requests being sent to one department after 
another). An electronic monitoring system can be purchased ‘off the shelf’ for 
considerably less than the Cayman Islands paid, the Committee was advised. 
There would be, naturally, some important process re-engineering and training 
issues. 

9.50 A steering group has been established under the aegis of the Director of 
Information Services and the Head of Archives and Collections to start to 
identify with department staff the challenges that face them in the introduction 
of a Freedom of Information Law, what changes need to take place, and how 
to address them. Given the suggestion that the lead-in time could extend to as 
long as 5 years, departments have time to gradually adapt procedures and 
improve processes so that they will be ready for the introduction when it 
occurs. One matter that may need to be considered carefully at a different 
level is that appropriately qualified, experienced and rewarded Records 
Managers are an important key to unlocking the vital resource that carefully 
classified and retrievable information undoubtedly is. 
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What will be the costs of the Legislation to Jersey Heritage? 

9.51 Jersey Heritage currently holds over 250,000 public records. Many of these 
records do not currently fall under the Code as they date from pre-2000. Once 
legislation is enacted Jersey Heritage will have 5 years under the proposed 
phased introduction to ensure that public records in the care of Jersey Archive 
are catalogued and easily accessible to members of the public. Jersey Archive 
currently has a 24 year cataloguing backlog and the service’s lack of resources 
to meet the Public Records Law have been highlighted in a 2008 report by 
Dr. Norman James of The National Archive. Dr. James recommends an 
additional 3.5 FTE posts at the Archive to ensure that Public Records 
legislation is met. 

9.52 If the 3.5 FTE additional posts required under Public Records legislation are 
agreed by the States then Jersey Heritage anticipates that no further permanent 
posts would be required should Freedom of Information legislation be passed. 
If these posts are not agreed then Jersey Heritage would have to look again at 
the implications of FOI. 

9.53 However in the short-term and as a direct consequence of FOI legislation, in 
addition to these posts Jersey Heritage would request a 5 year temporary 
cataloguing contract to ensure that pre-2000 public records were catalogued 
and ready for consultation 5 years after the Law is adopted by the States. The 
costs of this would be £45,000 per annum in year one, rising to approximately 
£50,000 in Year 5 to cover salary, pension, social security, holiday and 
management costs for one individual employed on a full-time basis. The total 
cost would be a maximum of £250,000 over 5 years, which compares 
favorably with the Cayman Islands National Archive who received £175,000 
over a 2 year period. 

What will be the cost of administration and supplying information in 
departments? 

9.54 This is very difficult to quantify with precision. There are options – 

o Do we extrapolate from the Jersey experience of the Code? This 
would give very low figures, although there is always a surge in 
interest when a law is introduced. 

o Do we extrapolate from the experience of a similar jurisdiction, like 
the Cayman Islands, that passed its Law in 2007, and brought it into 
force in 2009? 

o Do we extrapolate from the U.K. experience? However, there are 
fixed costs which must be met, and which will skew the figures in a 
small jurisdiction. 

9.55 Some will say that one should exercise extreme caution in extrapolating 
figures, so what other mechanism is there, apart from trying it out and seeing? 

9.56 The following extract from the annual report of the Code of Practice on Public 
Access to Official Information – 
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The table below shows the number of applications received and refused 
under the Code from 2003 to 2009 – 

 2003 2004 2005 2006 2007 2008 2009 

Requests 
received 62 80 62 73 20 21 12 

Requests 
refused 2 1 3 9 3 2 2 

Appeals to 
Minister 1 0 0 2 2 0 1 

Appeals to 
States of 
Jersey 
Complaints 
Board 0 0 0 0 0 0 1 

9.57 The Committee has been concerned for some time about the accuracy of 
returns made each year on the numbers of requests made which mention the 
Code, the above numbers cannot reflect the number of requests for 
information each year, and it is likely that they represent only the most 
complex requests which cannot be classified as ‘business as usual’, and where 
the appeals route then begins. The reason for the fall off during the above 
series is unclear, but may be explained by the higher profile of data protection 
following the implementation of the Data Protection (Jersey) Law in 2005, 
when requests for personal information started to be made under that Law 
rather than the Code. 

9.58 The fact is, no-one can tell us exactly how many requests for information 
there will be, exactly how easy/complex those requests will be to investigate 
and fulfill, how many times the public interest test will need to be applied, and 
how many appeals there will be, so no-one will therefore be able to state an 
exact £ figure to include within a budget. The cost of the Law will also depend 
upon the States’ appetite to provide information either free of charge, at a low 
cost, with a less generous subsidy, or on a user-pays basis. 

9.59 If authorities are secretive and are reluctant to release information to enable 
the public to review the work of elected members and the public sector and 
hold them accountable, then clearly an FOI Law is essential and an investment 
should be made to implement one. 

9.60 If authorities can honestly say that they administer the Code of Practice in a 
generous way, and information is generally released unless there are clear 
contra-indications – and the evidence of the Code would actually bear this 
out – then there is little to fear from an FOI Law. 

9.61 The framework for the supply of information from departments currently 
exists. Each department has a data protection officer. Certainly when the Code 
of Practice on Public Access to Official Information was introduced, the 
Guidance Notes for Departments invited them to identify an individual with 
overall responsibility for FOI, which for ease was referred to as a Freedom of 
Information Officer. These officers supply the Clerk to the Privileges and 
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Procedures Committee with their department’s annual returns. (The Data 
Protection officer and the FOI officer may be one and the same person). 
Requests for information are currently handled under the Data Protection Law 
and under the Code of Practice for Public Access to Official Information. An 
assessment is already made as to whether the information requested is exempt 
or not, and whether is should be released or not. There is already a mechanism 
for internal review, that is, where a request is refused the requester will first 
appeal to the department concerned. As the above extract demonstrates, the 
annual report prepared on requests made under the Code do not show high 
activity. 

9.62 It may be naïve to say that there would appear to have to be an enormous 
increase in the amount of requests to upset the current routines. However, 
there will be the need for a structured and consistent approach, with new 
challenges, such as the public interest test, internal review, review by the 
Information Commissioner (who may make practice recommendations) and 
possible final appeal to the Royal Court. 

9.63 The Chief Minister’s Department responded to the Draft Freedom of 
Information Law ‘Policy Paper’: White Paper October 2009 (R.114/2009) 
published on 14th October 2009. It referred to the advice it had given to an 
earlier consultation in 2006, that the additional cost of FOI would be of the 
order of £500,000. This would be made up of the following – 

Department Resource implication 
Chief Minister’s – 0.5 to 1 FTE to assist with co-ordination and 

information-gathering. 
– Cost of implementing a new file management  

régime, including Livelink c.£20,000. This would be 
doubled or more if broader records management 
issues were added, c.£50,000. 

– Further training costs of c.£25,000. 
 

Information 
Services 
Department 

– 3 FTE to support finding, extracting and compiling of 
information. 

– There is no corporate Information/Records 
management system for the States. 

– A programme to introduce will cost ‘millions’ in 
training as well as ‘millions’ in systems costs. 

– Estimate we are some 3 years away from the level or 
organisation maturity to benefit from such systems. 

 
Economic 
Development 
 

– No resource implications. 
 

Education, Sport 
and Culture 

– 0.2 FTE (one day per week). 
– Records management would require an additional 

1 FTE for 12 months. 
 

Health and 
Social Services 
 

– 0.5 to 1 FTE 
 

Home Affairs – 2 FTE 
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– This follows ongoing review, prompted by advice 
received yesterday from the Head of Review and 
Compliance for Essex Police, where they are 
experiencing a 30% year on year growth in FOI 
requests. 

– This is further supported by national police reports of 
76% growth in requests since introduction of the FOI 
Act in early 2005. 

– There is anticipated to be a high volume of FOI 
requests connected to the recent and current high 
profile investigations of interest to the public, as well 
as local and national media. 

 
Housing – 1 FTE 

– Set-up costs, and revenue costs for the management, 
maintenance and support of any document 
management system. 

 
Planning and 
Environment 
 

– 0.25 to 0.5 FTE 
 

Social Security – 0.5 to 1 FTE for 2 years to ensure that policies, 
guidance and systems to monitor queries and 
responses are in place. 

– Potential cost c.£100,000. 
 

Transport and 
Technical 
Services 
 

– 0.5 FTE 
 

States Greffe – No extra resources required as anticipate meeting the 
costs from within existing resources. 

 

9.64 In the letter dated 25th November 2009 responding to R.114/2009, the 
Department again suggested that an independent expert should be engaged to 
determine the exact levels of additional manpower needed: 

“The Law as drafted allows departments a period of 3 years for “Full 
Retrospection”. The impact and consequences for departments to 
review all forms of data and update it to ensure compliance with the 
new Law will place an additional and very significant burden on staff 
time. This will be at a time when staff will be heavily committed to 
reviewing services, delivering efficiencies and modernising the way in 
which services are provided to the public to meet the financial 
challenges ahead for the island in the next five years. 

If the Law is adopted and the decision is taken to implement a new 
centralised management information system for data management, 
unless one of the existing systems operating in the States can be 
extended to cover all forms of data held by departments, it will be 
necessary to specify and procure a new system that meets the States 
overall requirement. This will be a capital project and is not provided 
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for in any budgets. Given the timescale for capital projects to move 
from inception to delivery, it will not be possible to deliver such a 
complex system within the timeframe. 

A recent report by the Comptroller and Auditor General on Data 
Security highlighted the complexity and in some cases the inadequacy 
of systems currently in place. Addressing current issues of data 
security has resulted in a more centralised approach being taken in 
terms of compliance which has in turn required a system of 
compliance to be developed and the appointment of a Data Security 
Manager. Implementing and maintaining a Management Information 
System that meets the requirements of the Draft Freedom of 
Information Law would require an additional layer of compliance to 
be added to the current system being developed for data security with 
associated costs. 

It has not been possible to establish what level of input would be 
required from the Law Officers department to check information to be 
issued under a request covered by the proposed Law but it could be 
substantial. 

This response has tried to provide as low a level of additional 
manpower that is possible given the significant financial restraint that 
has to be exercised in all areas of States expenditure. Experience from 
those who have worked under a Law indicates that a level resource to 
ensure compliance is far beyond that identified in this response. It is 
strongly suggested that an independent expert with experience of 
implementing and working under such a Law should be engaged to 
determine the exact levels on additional manpower required. This 
approach would be most welcome.” 

9.65 Such a review is impracticable from the perspective of the Privileges and 
Procedures Committee, as a non-executive committee. In the event that a 
meaningful report can be prepared, this would seem to the Committee to be 
the responsibility of the executive. 

9.66 A delegation of the Committee attended a meeting of the Council of Ministers 
on 1st April 2010 when the Council again requested that the PPC undertake a 
review, this time in concert with the Council of Ministers. The Committee was 
advised that such a review would take 3 months. The Committee considered 
this at its next meeting, and the Chairman advised the Council on 15th April 
2010 of the Committee’s decision that it did not feel it should participate in 
this review, which was a matter for the executive. The Committee had 
reservations that meaningful figures could be provided as the report would be 
likely to be prepared by someone unfamiliar with the workings of Jersey 
government, and would simply include a range of figures which would depend 
upon the number and complexity of requests for information, the state and 
usefulness of a variety of classification, storage and retrieval systems in 
States’ departments and other public authorities. There would therefore be a 
delay of 3 months, and possibly considerably more, to provide information 
which might not assist the debate. 

9.67 It was recognised that implementation of the proposed law would fall to the 
Executive. The Committee had already conceded that a delay in 
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implementation of the law, once adopted, of up to 5 years might be required, 
to allow departments to budget, update their classification systems if 
necessary, and train staff. 

What will be the cost associated with appeals to the Royal Court? 

9.68 There will be an administrative cost to the Law, and the matter of costs 
associated with an appeal would be prescribed in Royal Court Rules. Should 
the States send out the message that it would wish the Court to limit the costs 
to a requester in certain circumstances, then the Court would have the option 
of awarding pre-emptive cost orders against the Minister rather than against 
the requester, in which case those costs would fall to the taxpayer. 

What sort of charge could be levied by the States for a request for information? 

9.69 The question of charges could be as simple or as complex as the States want. 
There are a number of permutations which the States could consider when 
they approve regulations relating to charges. For example – 

(a) There could be a standard application fee levied for all requests. This 
could be set quite low, (and to an extent would therefore be 
uneconomic in itself) but it would serve to deter requests from 
requesters who did not seriously want the information. 

(b) There could be a threshold, above which the authority could refuse to 
provide information, set at whatever level the States consider 
appropriate. 

(c) There could be an initial amount or work which an authority would do 
free of charge. 

(d) There could be a charge for all/part of the work undertaken to locate, 
consider and release information. 

(e) The charge could be at full economic rate, or at a subsidized rate. 

(f) The cost of administration, photocopying, copying to disc and postage 
could be charged. 

(g) There could be a charge for an internal review, where the initial 
request for information was refused. 

(h) There could be a charge for an appeal to the Information 
Commissioner. 

The difficulty is reconciling between a desire to make information easily 
accessible and the crucial need to contain costs at the current time. This is 
very politically sensitive, and will need careful reflection. In ‘The Public's 
Right to Know - Principles on Freedom of Information Legislation’ published 
by Article 19, London,25 it states – 

“The cost of gaining access to information held by public bodies 
should not be so high as to deter potential applicants, given that the 
whole rationale behind freedom of information laws is to promote 
open access to information. It is well established that the long-term 
benefits of openness far exceed the costs. In any case, experience in a 

 
25 www.article19.org/pdfs/standards/righttoknow.pdf  
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number of countries suggests that access costs are not an effective 
means of offsetting the costs of a freedom of information régime. 

Differing systems have been employed around the world to ensure 
that costs do not act as a deterrent to requests for information. In some 
jurisdictions, a two-tier system has been used, involving flat fees for 
each request, along with graduated fees depending on the actual cost 
of retrieving and providing the information. The latter should be 
waived or significantly reduced for requests for personal information 
or for requests in the public interest (which should be presumed where 
the purpose of the request is connected with publication). In some 
jurisdictions, higher fees are levied on commercial requests as a 
means of subsidising public interest requests.” 

9.70 The options are – 

o No charges are levied and the cost is prohibitively expensive, so that 
there will be a long delay in implementing the Law; 

o Low charges are levied, with similar consequences; 

o A more ‘user pays’ approach is adopted, with a greater degree of 
success, to be modified when circumstances allow; 

o A significant raft of charges are introduced, which go against the 
spirit of the Law. 

9.71 The Committee feels it would be reckless to introduce a Law completely free 
of charge, the cost of which could impact upon essential services. In a low tax 
area, residents cannot expect such a generous régime as can be found in 
jurisdictions where the rate of income tax is double that levied locally. 

9.72 The Committee recalled that the Frontier Economics’ review of the impact of 
FOIA in the U.K. advised that – 

o 61% of requests cost less than £100 to fulfill and account for less than 
10% of the total costs; 

o the average request takes 7.5 hours; 

o internal reviews cost almost 5 times as much as the consideration of 
the initial request. 

9.73 In order to reduce the impact of the FOI Act, the company recommended 
that – 

(1) A flat fee should be charged for responding to an FOI request; 

(2) The charge for officer time should be set at a realistic level; 

(3) The time spent on reading, consultation and consideration should be 
charged for; 

(4) The cost of non-similar requests of serial users (which account for a 
substantial proportion of the overall costs of FOI) should be 
aggregated. 
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9.74 The Committee is conscious that there will not be a charging régime 
acceptable to all, and that this will provoke considerable debate. However, the 
Committee is currently minded to recommend in draft regulations to be 
debated by the States, and of course capable of amendment, in due course the 
following, and will be interested to hear all points of view on the subject – 

o There should be no flat fee for responding to an FOI request. 

o There should be a cost limit of £500 for each request. Any request that 
would cost more than £500 to respond to would be either re-
negotiated with the requester, so that the work can be completed 
within that limit, or refused. 

o The first £50 worth of work will be free of charge for any applicant. 

o Thereafter, the user should initially pay the full economic cost given 
the current financial challenges, to be reviewed in the future in the 
light of experience and the economic situation. 

o The authority retains the discretion to waive a charge in cases of 
hardship or for charities, for example. 

o The cost of determining the public interest test, of internal review, or 
appeal to the Information Commissioner should not initially be 
charged for, although this matter should be reviewed in the light of 
experience. 

o Pre-emptive cost orders are a matter for the Court. 

9.75 The effect of this will be – 

SIZE OF 
REQUEST 

CAP HOURLY 
RATE 

CHARGED 

SUM 
FREE 

# hours 
x 

Grade 
13, £40 

% 
CHARGE 

OVER 
FREE SUM 

COST TO 
APPLICANT 

LOSS 
or 

COST 
to SOJ 

2.5 hours £500 £40 
First 
£50 £100 100% £50.00 £50.00 

5 hours £500 £40 
First 
£50 £200 100% £150.00 £50.00 

7.5 hours £500 £40 
First 
£50 £300 100% £250.00 £50.00 

10 hours £500 £40 
First 
£50 £400 100% £350.00 £50.00 

12.5 hours £500 £40 
First 
£50 £500 100% £450.00 £50.00 

15 hours £500 £40 
First 
£50 £600 

20 hours £500 £40 
First 
£50 £800 

Above cost limit therefore request 
renegotiated to fall within cost limit 
or refused. 

Provide a service with no initial application fee; free assistance for the first £50 of work, 
thereafter full cost recovery. The table shows an upper cost limit of £500, and work charged at 
£40 per hour (roughly equivalent to Grade 13). Charging is permissive, so an authority will be 
able to waive the fee for those with limited means and charities or for any other reason. 
Separate charge for copying and postal charges. The fees would be introduced by way of 
Regulations (i.e. a States’ decision) and capable of review by Regulation to meet changing 
circumstances. 

9.76 The States will be able to review the charges levied at any time by amendment 
to the Regulations, so that when the economic situation improves, and the 
impact of the Law is known, appropriate adjustments can be made. 
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Where will the funding come from? 

9.77 There will be a need for new money to cover certain elements of FOI. For 
example – 

 Paragraph £ estimate – 
per annum 

Comment 

FOI 
Commissioner 

10.35 155,400 2 officers, if required, 
within the Data Protection 
Commission. 

FOI Unit 10.37 68,000 one FOI officer 

  80,000 Seasoned professional – 
one year temporary 
appointment 

Jersey Heritage 10.53 45,000 5 year temporary 
cataloguing contract 

9.78 The costs to departments will be difficult to quantify accurately until the 
States agree in Regulations the final charging scheme. The proposal of the 
Committee is that the first £50 incurred for each request be free, and thereafter 
full recovery costs should be incurred, with the proviso that the Minister can 
waive costs where he or she considers it appropriate to do so. The Cayman 
Islands, for the most part, have not allowed departments to appoint additional 
staff for FOI, and if a charging régime is approved in Jersey, then there will be 
more opportunity to recover the costs from the user. Where there are requests 
that will cost more than £50 and the user is unwilling to pay for the service, 
then those requests will fall away. 

9.79 Clearly, the Regulations concerning charges to be made, if any, cannot be 
considered by the Assembly until the Law has been adopted. The evaluation 
of the costs to departments will need to accompany those Regulations. 
Similarly, there will be a delay in the States approving an Appointed Day Act 
for the Law until those Regulations are approved and the necessary 
preparatory work to implement the Law has been undertaken. 

Conclusion 

11.80 The terms of reference of the Privileges and Procedures Committee include 
the charge to keep under review the procedures and enactments relating to 
public access to official information. With the possible exception of the matter 
of the Composition and Election of the States, no other topic has been the 
subject of such comprehensive deliberation, consultation and review and this 
Proposition represents the culmination of some 11 years’ work after the States 
adopted the Code of Practice. During that debate, the States agreed that the 
provisions of the Code, amended as appropriate in the light of practical 
experience, should be incorporated into legislation which would establish a 
general right of access to official information for members of the public. 

11.81 The States re-affirmed that decision on 6th July 2005, when they agreed that 
the existing Code of Practice on Public Access to Official Information should 
be replaced by a Law, to be known as the Freedom of Information (Jersey) 
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Law, as amended, by 32 votes to 12, indicating a strong desire to proceed, 
notwithstanding the note of caution on costs voiced by the Finance and 
Economics Committee at that time. The draft Law is in its 25th incarnation 
and in that form the Committee, by majority, feels that it represents a Law 
tailored to suit the needs and aspirations of a small community, whilst living 
up to international expectations. The Committee believes that as Jersey 
continues to develop and enhance its international personality, the public’s 
ability to access official information will become increasingly important, not 
only in a practical sense to local residents and others seeking information, but 
also in the way in which the Island is perceived as a well-regulated and 
forward-looking jurisdiction. 

11.82 There are certainly unknown factors – it is impossible to quantify the number 
of requests that will come forward and so impossible to accurately predict the 
costs of implementation. It is difficult to know how any further research could 
provide more detail in these areas. Regulations to be brought at a later date to 
cover fees will allow for cost recovery to a greater or lesser extent. These draft 
Regulations are attached at Appendix G. The phased implementation and 
retrospection discussed in the report will allow Public Authorities time to 
ensure full compliance. Taken together there is a real chance to balance the 
importance of bringing in this Law with the difficulties of keeping 
departmental costs low. 

11.83 The Privileges and Procedures Committee is not technically required to 
present a statement of Human Rights compatibility, but in the interests of 
good order, hopes to do so. Given that there is considerable interest in the 
freedom of information proposals, the Committee wishes to lodge the Draft 
Law during the current session. The Committee will seek a debate on 3rd May 
2011. 

11.84 The PPC believes that this Law is long overdue, but also considers that the 
time spent in bringing the draft forward has been well utilised in order to 
develop the right model for Jersey. The work has moved a long way since the 
establishment of the Special Committee on Freedom of Information on 15th 
March 1994, and the Committee would like to thank all those individuals and 
organisations that have responded to consultation and have contributed to the 
drafting process. Their help in putting forward a workable Law has been most 
valuable. The Committee urges Members to support this Law. 

European Convention on Human Rights 

Article 16 of the Human Rights (Jersey) Law 2000 requires the Minister in charge of a 
Projet de Loi to make a statement about the compatibility of the provisions of the 
Projet with the Convention rights (as defined by Article 1 of the Law). On 14th March 
2011 the Chairman of the Privileges and Procedures Committee made the following 
statement before Second Reading of this Projet in the States Assembly – 

In the view of the Chairman of the Privileges and Procedures Committee the 
provisions of the Draft Freedom of Information (Jersey) Law 201- are compatible with 
the Convention Rights. 
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APPENDIX A 

A CODE OF PRACTICE ON PUBLIC ACCESS TO OFFICIAL 
INFORMATION 

(Adopted by Act of the States dated 20th July 1999 
as amended by Act of the States dated 8th June 2004) 

PART I: Description 

1. Purpose 

1.1 The purpose of this Code is to establish a minimum standard of openness and 
accountability by the States of Jersey, its Committees and departments, 
through – 

 (a) increasing public access to information; 

 (b) supplying the reasons for administrative decisions to those affected, 
except where there is statutory authority to the contrary; 

 (c) giving individuals the right of access to personal information held 
about them and to require the correction of inaccurate or misleading 
information, 

 while, at the same time – 

 (i) safeguarding an individual’s right to privacy; and 

 (ii) safeguarding the confidentiality of information classified as exempt 
under the Code. 

1.2 Interpretation and scope 

1.2.1 For the purposes of this Code – 

 (a) “authority” means the States of Jersey, Committees of the States26, 
their sub-committees, and their departments; 

 (b) “information” means any information or official record held by an 
authority; 

 (c) “personal information” means information about an identifiable 
individual. 

1.2.2 In the application of this Code – 

 (a) there shall be a presumption of openness; 

 (b) information shall remain confidential if it is classified as exempt in 
Part III of this Code; 

1.2.3 Nothing contained in this Code shall affect statutory provisions, or the 
provisions of customary law with respect to confidence. 

 
26 Under the ministerial system of government, the relevant Minister applies. 
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1.2.4 This Code applies to information created after the date on which the Code is 
brought into operation and, in the case of personal information, to information 
created before that date. 

PART II: Operation 

2.1 Obligations of an authority 

2.1.1 Subject to the exemptions listed in paragraph 3, an authority shall – 

 (a) keep a general record of all information that it holds; 

 (b) take all reasonable steps to assist applicants in making applications for 
information; 

 (c) acknowledge the receipt of an application for information and 
endeavour to supply the information requested (unless exempt) within 
21 days; 

 (d) take all reasonable steps to provide requested information that they 
hold; 

 (e) notify an applicant if the information requested is not known to the 
authority or, if the information requested is held by another authority, 
refer the applicant to that other authority; 

 (f) make available information free of charge except in the case of a 
request that is complex, or would require extensive searches of 
records, when a charge reflecting the reasonable costs of providing the 
information may be made; 

 (g) if it refuses to disclose requested information, inform the applicant of 
its reasons for doing so; 

 (h) the authority shall correct any personal information held about an 
individual that is shown to be incomplete, inaccurate or misleading, 
except that expressions of opinion given conscientiously and without 
malice will be unaffected; 

 (i) inform applicants of their rights under this Code; 

 (j) not deny the existence of information which is not classified as 
exempt which it knows to exist; 

 (k) undertake the drafting of documents so as to allow maximum 
disclosure; 

 (l) undertake the drafting of Committee and sub-committee agendas, 
agenda support papers and minutes so as to allow maximum 
disclosure; 

2.1.2 An authority shall – 

 (a) forward to the States Greffe the names of strategic and/or policy 
reports prepared by the authority after the date of adoption of this 
amendment, to be added to a central list to be called the Information 
Asset Register (‘the Register’); 
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 (b) notwithstanding paragraph 2.1.2 (a), the name of any report deemed to 
be of public interest shall be included on the Register; 

 (c) where the cost of third party reports or consultancy documents, which 
have been prepared for the authority or which are under preparation, 
exceeds an amount fixed from time to time by the Privileges and 
Procedures Committee, an authority shall forward to the States Greffe 
the names of such reports to be added to the Register, together with 
details of the cost of preparation and details of their status; 

 (d) subject to the exemptions of the Code, make available to the public all 
unpublished third party reports or consultancy documents after a 
period of five years.” 

2.2 Responsibilities of an applicant 

2.2.1 The applicant shall – 

 (a) apply in writing to the relevant authority having identified himself to 
the authority’s satisfaction; 

 (b) identify with reasonable clarity the information that he requires; 

 (c) be responsible and reasonable when exercising his rights under this 
Code. 

2.3 Appeals 

2.3.1 If an applicant is aggrieved by an authority’s decision to refuse to disclose 
requested information or to correct personal information in a record, he will 
have the right of appeal set out in Part IV of this Code. 

PART III: Access and exemptions 

3.1 Access 

3.1.1 Subject to paragraphs 1.2.3 and 2.1(k) and (l) and the exemptions described in 
paragraph 3.2 – 

 (a) an authority shall grant access to all information in its possession, and 
Committees of the States, and their sub-committees, shall make 
available before each meeting their agendas, and supplementary 
agendas, and grant access to all supporting papers, ensuring as far as 
possible that agenda support papers are prepared in a form which 
excludes exempt information, and shall make available the minutes of 
their meetings; 

 (b) an authority shall grant – 

  (i) applicants over the age of 18 access to personal information 
held about them; and 

  (ii) parents or guardians access to personal information held 
about any of their children under the age of 18. 

3.2 Exemptions 

3.2.1 Information shall be exempt from disclosure, if – 
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 (a) such disclosure would, or might be liable to – 

  (i) constitute an unwarranted invasion of the privacy of an 
individual; 

  (ii) prejudice the administration of justice, including fair trial, and 
the enforcement or proper administration of the law; 

  (iii) prejudice legal proceedings or the proceedings of any 
tribunal, public enquiry, Board of Administrative Appeal or 
other formal investigation; 

  (iv) prejudice the duty of care owed by the Education Committee 
to a person who is in full-time education; 

  (v) infringe legal professional privilege or lead to the disclosure 
of legal advice to an authority, or infringe medical 
confidentiality; 

  (vi) prejudice the prevention, investigation or detection of crime, 
the apprehension or prosecution of offenders, or the security 
of any property; 

  (vii) harm the conduct of national or international affairs or the 
Island’s relations with other jurisdictions; 

  (viii) prejudice the defence of the Island or any of the other British 
Islands or the capability, effectiveness or security of the 
armed forces of the Crown or any forces co-operating with 
those forces; 

  (ix) cause damage to the economic interests of the Island; 

  (x) prejudice the financial interests of an authority by giving an 
unreasonable advantage to a third party in relation to a 
contract or commercial transaction which the third party is 
seeking to enter into with the authority; 

  (xi) prejudice the competitive position of a third party, if and so 
long as its disclosure would, by revealing commercial 
information supplied by a third party, be likely to cause 
significant damage to the lawful commercial or professional 
activities of the third party; 

  (xii) prejudice the competitive position of an authority; 

  (xiii) prejudice employer/employee relationships or the effective 
conduct of personnel management; 

  (xiv) constitute a premature release of a draft policy which is in the 
course of development; 

  (xv) cause harm to the physical or mental health, or emotional 
condition, of the applicant whose information is held for the 
purposes of health or social care, including child care; 

  (xvi) prejudice the provision of health care or carrying out of social 
work, including child care, by disclosing the identity of a 
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person (other than a health or social services professional) 
who has not consented to such disclosure; 

  (xvii) prejudice the proper supervision or regulation of financial 
services; 

  (xviii) prejudice the consideration of any matter relative to 
immigration, nationality, consular or entry clearance cases; 

 (b) the information concerned was given to the authority concerned in 
confidence on the understanding that it would be treated by it as 
confidential, unless the provider of the information agrees to its 
disclosure; or 

 (c) the application is frivolous or vexatious or is made in bad faith. 

PART IV: Appeal procedure 

4.1 An applicant who is aggrieved by a decision by an officer of a States 
department under this Code may in the first instance appeal in writing to the 
President of the Committee27 concerned. 

4.2 An applicant who is aggrieved by the decision of an authority under this Code, 
or by the President of a Committee under paragraph 4.1, may apply for his 
complaint28 to be reviewed under the Administrative Decisions (Review) 
(Jersey) Law 1982, as amended. 

 

 
27 Note: Under ministerial government, this would be the relevant Minister. 
28 An application for a complaint to be heard by the States of Jersey Complaints Panel should 
be submitted to the Greffier of the States, States Greffe, Morier House, Halkett Place, 
St. Helier, Jersey JE1 1DD 
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APPENDIX B 

CHRONOLOGY SINCE INTRODUCTION OF THE CODE 

1999.07.26 The States, when adopting the Code of Practice on Public Access 
to Official Information – 

(e) agreed that the provisions of the Code, amended as 
appropriate in the light of practical experience, should be 
incorporated into legislation which would establish a 
general right of access to official information for members 
of the public…” 

2002.03.26 The States approved the establishment of the Privileges and 
Procedures Committee on 26th March 2002 with, inter alia, the 
following term of reference – 

“(viii) to review and keep under review the Code of Practice on 
Public Access to Official Information adopted by the States 
on 20th July 1999 and, if necessary, bring forward 
proposals to the States for amendments to the Code 
including, if appropriate the introduction of legislation, 
taking into account the new system of government” 

2003.03.25 PPC presented the Freedom of Information consultation paper 
(R.C.15/2003) to the States 

2004.04.27 PPC lodged the Code of Practice on Public Access to Official 
Information: Measures to improve implementation (P.80/2004) 
which was adopted by the States on 8th June 2004 

2004.12.21 PPC presented the Freedom of Information: position paper 
(R.C.55/2004) 

2004.04.19 PPC lodged Freedom of Information: proposed legislation 
(P.72/2005) which was adopted on 6th July 2005 

2006.04.21 PPC presented the Freedom of Information (Jersey) Law 200-: 
consultation document (R.33/2006) 

2007.06.18 PPC presented the Freedom of Information (Jersey) Law: second 
consultation document (R.60/2007) 

2009.10.14 PPC presented the Draft Freedom of Information Law ‘Policy Paper’: 
White Paper October 2009 (R.114/2009) 

2010.07.19 PPC lodged the Draft Freedom of Information (Jersey) Law 201-
(P.101/2010) (withdrawn on 16th December 20101) 

2011.03.15 PPC lodged the revised Draft Freedom of Information (Jersey) 
Law 201- 
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APPENDIX D 
 

New Zealand Ombudsmen Practice Guidelines for Weighing the Public Interest 

“Assessing whether the interest in favour of withholding the information is 
outweighed by other considerations which render it desirable, in the public 
interest, to make that information available 

In order to answer this question, an agency will need to take the following steps: 

(i) Identify whether one of the withholding grounds set out in section 9(2) applies 
to the information at issue. 

If it is considered that a particular withholding ground applies, the interest 
protected by that withholding ground is the relevant interest to weigh against 
other considerations favouring release. 

(ii) Identify the considerations which render it desirable, in the public interest, for 
the information to be disclosed. 

Depending on the circumstances, there can be many considerations which may 
favour the release of information in the public interest. 

Section 4(a)29 of the Act often provides a useful starting point. It provides that 
one of the purposes of the Act is: 

“To increase progressively the availability of official information to 
the people of New Zealand in order –  

(i) to enable their more effective participation in the making and 
administration of laws and policies; and 

(ii) To promote the accountability of Ministers of the Crown and 
officials,  

and thereby to enhance respect for the law and to promote the good 
government of New Zealand.” 

[Emphasis added] 

Accordingly, when considering whether there are any considerations which 
render it desirable, in the public interest, to disclose information, one of the 
factors which an agency should consider is whether the release of information 
would promote the accountability of Ministers and officials or promote the 
ability of the public to effectively participate in the making and administration 
of laws and policies. 

However, these are not the only matters which an agency should bear in mind 
when considering whether it is desirable to make information available in the 
public interest. Considerations which favour disclosure of the information in 
the public interest are not limited to promoting accountability or encouraging 
effective public participation in law making. Otherwise, the provision in 
section 9(1) would have been specifically limited to the purposes set out in 
section 4(a) of the Act. 

 
29 Section 4(a) LGOIMA – in this regard, participation is in terms of the “actions and decisions 
of local authorities” and the accountability is that of “local authority members and officials”. 



 

 
 Page - 110 

P.39/2011 ◊
 

The phrase “public interest” is not restricted in any way. Wider concepts, such 
as an individual’s right to fairness and natural justice in respect of the actions 
of public sector agencies, should also be considered when assessing whether 
the overall public interest favours disclosure of certain information. This may 
often reflect the purposes for which the information is initially generated or 
supplied, the use to which it has been put and other uses to which it may also 
legitimately be put. 

The following factors can often assist an agency in identifying those 
considerations which favour the release of information: 

� The content of the information requested 

What does the information requested actually say? Is the content of the 
information such that its release would, in some way, promote the 
public interest? 

For example, does the information relate to the expenditure of public 
money or will it reveal factors taken into account in a decision making 
process? If so, would the release of such information serve to promote 
the accountability of Ministers or officials? 

� The context in which that information was generated 

What is the background to the generation of the information at issue?  
For example, was the information generated as part of a decision 
making process? What stage has been reached in that decision making 
process? Releasing background information, or information which sets 
out the options under consideration, will often enable the public to 
participate in the decision making process. 

� The purpose of the request 

Although a requester is not required to explain his or her purpose in 
requesting information, knowing why the information is required by 
the requester is often helpful in identifying the considerations 
favouring disclosure of the information and assessing whether those 
considerations outweigh the interest in withholding the information. 

For example, a requester may seek background information from an 
agency in order to challenge certain allegations which have been made 
against him or her that the agency is investigating. In such cases, an 
agency may need to weigh certain considerations, such as promoting 
that individual’s right to fairness or natural justice, against the interests 
in favour of withholding the information. 

(iii) Assess the weight of these competing considerations and decide whether, in 
the particular circumstances of the case, the desirability of disclosing the 
information, in the public interest, outweighs the interest in withholding the 
information. 

If an agency, after identifying and weighing these competing interests, finds 
them to be evenly balanced then the information at issue should be withheld.  
The test under section 9(1) is not whether there is a public interest in 
disclosure of the information, but rather, whether the considerations favouring 
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the release of the information, in the public interest, outweigh the interest in 
withholding the information. 

An agency will need to consider how the public interest is best served. Are the 
considerations favouring disclosure of the information such, that the public 
interest would be best served by disclosure of the actual information 
requested? While there may be a public interest in release of some information 
about a particular situation, this may not necessarily be met by release of the 
particular information requested. 

There is no easy formula for deciding which interest will be stronger in any 
particular case. Rather, each case needs to be considered carefully on its own 
merits. 

 



 

 
 Page - 112 

P.39/2011 ◊
 

APPENDIX E 

Prepared by Ministry of Justice 

 

How were the appropriate costs limits of £600 for central government and £450 
for other public authorities arrived at? 

Background 

During the passage of the FOI Bill, the government made a number of commitments 
relating to the operation of the FOI fees régime. 

1.) The cost of complying with a request would include only the time taken to 
locate, sort, redact, edit and send out material ( the marginal cost), but not the 
time taken to consider whether or not information is exempt. 

2.) The costs of FOI would be borne in large part by the public purse, with 
authorities permitted, but not required to charge no more than 10% of the cost 
of complying with a request. 

In accordance with these principles a draft fees policy and draft fees Order were drawn 
up, but it was felt that those proposals were unworkable because they were overly 
complex and difficult for public authorities to apply. 

Further options were considered in accordance with three guiding principles: 

• that there should be consistency with the commitments government 
had already given on FOI fees (in particular that the 10% commitment 
should be adhered to); 

• that the fees régime should be simple for the public to understand and 
easy for public authorities to apply; 

• that no charges should be made in the future for information that was 
provided free at that current time. 

Having considered various options, in September 2004, it was agreed that all FOI 
requests up to an upper cost limit of £600 would be free. An upper cost limit of £450 
would apply to local authorities. 

The appropriate limit 

Background 

It was concluded that the £600 cost limit was easy to understand and would cut out all 
the complications and cost of collecting small payments for FOI requests. Most 
individuals would pay nothing for FOI requests and no-one would face charges for 
information that previously came free. 

It was noted that any requests which would cost more than the upper limit to answer 
could either be turned down, or be charged at full marginal cost (at the discretion of 
the public authority). 

In order to provide some protection against the cost of answering voluminous requests 
free of charge, a cost limit lower than the cost limit for PQs (£600) was considered. 
However, Ministers indicated when the FOI Act was passed that the upper cost limit 
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for FOI requests would be the same as for PQs. The limits set for public authorities 
could justifiably be set lower than the limit for central government, because central 
government has more resources to cope with high volume requests. 

Marginal costs 

When the Freedom of Information Act was first passed, the original proposal for 
calculating fees would have allowed authorities to charge 10% of the marginal costs 
where the cost of answering the request was below the appropriate limit. The 
Government decided that calculating 10% of the marginal costs of every request 
would be too complex both for applicants and public authorities. It could also prove 
more expensive for authorities to administer this system once the cost of estimating 
the charge, issuing the fees notice and processing payment had been taken into 
account. 

The ‘appropriate limit’ system which the Government adopted met the Government’s 
commitment that the cost of Freedom of Information requests should largely be met 
by the public purse. 

How was the standard rate of £25 per hour for staff costs calculated? 

In calculating the costs of answering an FOI request, public authorities use a standard 
cost of £25 per hour for staff to research the relevant information and answer the 
query. Thus, the £600 limit approximately equates to 3.5 days work, and the £450 
limit approximately equates to 2.5 days work. 

In cases where public authorities decide to charge a fee, their calculations are based on 
the standard £25 per hour throughout rather than setting their own rate of fees above 
the relevant upper cost limit. 

The figure of £25 was based on the average hourly rates charged by central 
government departments in response to requests made under the Code of Practice on 
Access to Government Information. 

The standard £25 hourly rate makes the system more transparent and more consistent, 
as well as making it easier for applicants and authorities to understand. It is recognised 
that in some cases, the hourly cost of answering requests is higher than this, but 
equally in other cases, the hourly cost is lower. 
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APPENDIX F 

Independent Review of the impact of the Freedom of Information Act. 
A report prepared for the Department of Constitutional Reform. 

Frontier Economics | October 2006 

Executive summary 

Frontier Economics were commissioned by the Department for Constitutional Affairs 
to carry out a review of the operation of the Freedom of Information Act (FoI). The 
terms of reference for the review set out two issues to be examined in detail: 

• the cost of delivering FoI across central government and the wider public 
sector, alongside an assessment of the key cost drivers of FoI; and 

• an examination of options for changes to the current fee  régime for FoI. 

This report sets out the key findings from the study in relation to both of these issues. 

THE COSTS OF DELIVERING FOI 

After the initial surge of requests in 2005 it is anticipated that central government’s 
volumes will settle at around 34,000 FoI requests annually. Of those requests which 
are resolvable around 35% are likely to involve consideration of the application of 
exemptions. Annually, requests to central government generate approximately 
2,700 internal reviews, 700 appeals to the Information Commissioner and 15 to the 
Information Tribunal. 

The total cost across central government of dealing with FoI requests is £24.4 million 
per year. £8.6 million of this is the cost of officials’ time in dealing with initial FoI 
requests. The remainder is made up of overhead costs, the cost of processing internal 
reviews, appeals to the ICO and the Information Tribunal and the annual cost of the 
FoI work of both the ICO and the Tribunal. Although the ICO and the Tribunal are 
funded by central government they have cross sector jurisdiction not confined to 
central government. 

The wider public sector receives at least 87,000 FoI requests annually, more than 
twice the number handled by central government. The total cost of dealing with these 
requests is estimated to be around £11.1 million per year. Local authorities are 
estimated to have the highest volume of FoI requests outside central government, 
receiving around 60,000 per year at a cost of £8 million. 

It should be noted that the costs above represent the full costs of dealing with requests 
for information. They do not reflect the additional costs of implementing the FoI Act. 
Public bodies incurred costs in responding to information requests prior to the 
introduction of the Act, and these would need to be subtracted in order to arrive at the 
true additional costs of the FoI Act. Information was not systematically collected 
across the public sector on the costs of responding to requests for information prior to 
the Act’s introduction. 

Key cost drivers 

The average (hourly) cost of officials’ time in responding to FoI requests within 
central government is £34, which is substantially higher than the figure of £25 stated 
in the current fees regulations. For central government, the average cost of officials’ 



 

  ◊ P.39/2011 
Page - 115

 

time for an initial FoI request is approximately £254. On average, FoI requests in 
central government take 7.5 hours to deal with. 

The most expensive stage of work for the average central government request is the 
time spent consulting Ministers or board level officials, which costs an average of £67 
per request. The time spent considering the request costs a further £41 on average and 
searching for information and reading costs a further £34 each. Of these activities, 
only searching time is currently included in the cost calculation to determine whether 
the cost of a request is likely to exceed the appropriate cost limit. 

The average cost of central government requests that involve a Minister tend to be 
substantially higher, costing £241 more than the average cost of a request. This is 
because requests involving Ministers require five and a half more hours work than 
those that do not involve a Minister. 

A key issue in terms of the cost of dealing with FoI is the number of very expensive 
requests that occur. Approximately 5% of central government requests cost more than 
£1,000, but account for 45% of the combined costs of officials’ and ministers’ time in 
dealing with initial requests. These requests tend to take almost seven times longer 
than average to complete. They involve 50 hours of work on average relative to 
7.5 hours for all central government requests. They tend to involve substantially 
greater proportions of time spent on reading, consideration and consultation than is the 
case for all other central government requests. In contrast, 61% of requests cost less 
than £100 to deliver and account for less than 10% of total costs. 

An additional substantial driver of cost is the internal review process and the ICO 
appeals process. Individuals that request information under the FoI Act are entitled to 
ask for an internal review if that information is withheld from them (or if they 
consider that the authority has otherwise failed to comply with the Act). There is no 
cost to the individual of initiating the review but internal reviews are expensive for 
government departments. On average, an internal reviews costs £1,208 compared to 
£254 for an initial request, almost five times as much. 

Although this option has not been considered in this report, since it would require 
primary legislation, it may be worthwhile considering the merits of introducing a 
charge for the internal review and appeals process. For example, a charge could be 
introduced which was only payable where the requestor’s appeal was unsuccessful. 

Types of requestor 

The work has identified five key categories of FoI requestor: 

• journalists; 
• MPs; 
• campaign groups; 
• researchers; and 
• private individuals. 

Each of these groups tend to contain a mixture of one-off requestors and serial 
requestors. Serial requestors are those individuals who tend to be experienced users of 
the Act. Requests from serial requestors to central government take over three hours 
longer on average than those made by one-off requestors (mainly private individuals). 
In particular, they require a higher proportion of time to be spent on consideration and 
consultation than requests from one-off users. 
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Journalists make up a significant proportion of the serial requestors identified. 
Requests from journalists tend to be more complex and consequently more expensive. 
They account for around 10% of initial FoI requests made to central government and 
20% of the costs of officials’ time in dealing with the requests. This equates to around 
£1.6 million in total in any given year. Journalists are also more likely to request an 
internal review. They account for between 450 and 660 internal reviews at a cost of 
between £500,000 and £830,000 (16% to 26% of the total cost of internal reviews in 
central government). 

Journalists are also one of the most significant categories of serial requestor in the 
wider public sector. They account for between 10% and 23% of initial FoI requests 
and between 20% and 45% of the costs of officials’ time depending on the particular 
wider public sector organisation. Overall, this equates to around £1.4 million per year. 

In total, therefore, across central government and the wider public sector, journalists 
account for at least £3.9 million, or 16% of the total costs of FoI delivery. 

Requests that are not “in the spirit of the Act” 

A key issue identified by almost all stakeholders was requests received by departments 
that were not in the spirit of the Act. They are a mixture of frivolous requests, 
disproportionately burdensome requests and requests that are explicitly designed to 
test the compliance of the Act. A number of examples are provided below. 

o A request for the total amount spent on Ferrero Rocher chocolates in U.K. 
embassies. 

o A request from a vintage lorry spotter to 387 local authorities for the 
registration numbers of all vintage lorries held in their stock. 

o A request for information on a sweater given to President George Bush by 
No. 10. 

o Multiple requests from a long time correspondent of the CPS about allegations 
of criminality against him, having already been told that the CPS was not the 
authority to answer such questions. 

o A request for the number of eligible bachelors in the Hampshire Constabulary 
between the ages of 35 and 49, their e-mail addresses, salary details and 
pension values received from requestor “I like men in uniform”. 

o A request for the number of statistics of reported sex with sheep and any other 
animal in Wales for 2003 and, if possible, since records began. 

o A request stating “I want to have an affair – how can I make it constitutional?” 

o Repeated requests from a commercial company for IT and telephone contracts 
made across government. The requestor claims the information goes out of 
date quickly so makes requests every month to most departments. 

o A request for all background papers relating to the handling of a specific 
request. 
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OPTIONS FOR CHANGE 

The review was asked to consider the impact of four options: 

• including reading time, consideration time and consultation time in the 
calculation of whether responding to a request is likely to exceed the 
‘appropriate limit’; 

• aggregating non-similar requests made by any legal person (or persons 
apparently acting in concert) for the purposes of calculating whether 
responding to a request is likely to exceed the ‘appropriate limit’; 

• reducing the appropriate limit thresholds from their current levels of £600 for 
central government and Parliament and £450 for other public authorities; and 

• introducing a flat rate fee for FoI requests. 

The table below sets out the impact of each option (if it were introduced in isolation) 
on the volumes and delivery costs for both central government and the wider public 
sector. To understand the economic impact of each option the table sets out the impact 
the options would have if the cost reflective rates of £34 per hour for central 
government and £26 per hour for the wider public sector are used to calculate the cost 
of dealing with requests. 

Central Government Wider Public Sector 

Volume reduction Reduction in cost of 
officials’ time 

Volume reduction Reduction in cost of 
officials’ time 

Including reading, consideration and 
consultation time 

2,692 

(8%) 

£4.7m 

(54%) 

5,492 

(6%) 

£5.0m 

(48%) 

Aggregating non-similar requests 
(see footnote below) 

3,598 

(11%) 

£0.9m 

(11%) 

8,414 

(10%) 

£1.2m 

(10%) 

Introducing a flat rate fee 15,915 

(47%) 

£3.8m 

(44%) 

34,077 

(39%) 

£3.9m 

(38%) 

Reducing the appropriate limit 
threshold to £400 (central) and £300 
(wider public sector) 

128 

(0.4%) 

£0.8m 

(9%) 

1,331 

(1.5%) 

£2.1m 

(20%) 

Table 1: Impact of the options for change on volumes and costs using the actual costs of delivery 

(Note the volume and cost impacts in the table relate to the impact of introducing each option on its own. The volume and cost figures are not 
additive across the options.) 

The estimated cost savings related to aggregation are conservative: they have been based on the average cost of all FoI requests rather than the 
cost of serial requests. 

Table 1 shows that allowing reading, consideration and consultation time to count 
towards the appropriate limit, alongside aggregation, is likely to have the greatest 
impact on reducing the most expensive requests while at the same time preserving the 
right of the majority of requestors to information. 
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Including reading, consideration and consultation time could reduce the cost of 
officials’ time in central government by 54%, and could be anticipated to have a 
substantial impact on the other costs associated with FoI – particularly the costs of the 
internal review and appeal process. This option would result in the exclusion of nearly 
all of the top 5% of most expensive cases. 

On its own, a flat rate fee is likely to have the most substantial impact on reducing the 
volume of requests. However, it is likely that a large proportion of requests deterred 
by a flat rate fee would be the less costly one-off requests from members of the public. 
It is highly unlikely that the most expensive cases would be deterred by a flat rate fee. 
This is demonstrated by the fact that a flat rate fee would have a smaller impact on 
costs than would counting reading consideration and consultation time, even though a 
flat rate fee would reduce volumes by 47% (central government) compared to an 8% 
reduction for reading consideration and consultation time. 

Table 2 shows the combined impact of the options on the volumes and delivery costs 
for both central government and the wider public sector. The estimates of the volume 
and value of requests that could be excluded under each option are calculated using 
the hourly rate of £34 for central government and £26 for the wider public sector. This 
reflects the actual costs of FoI delivery. 

Central Government Wider Public Sector 

Volume reduction  Reduction in cost 
of officials’ time 

Volume reduction Reduction in cost 
of officials’ time 

Requests excluded by including 
reading, consideration and 
consultation time and 
aggregating non-similar 
requests 

13% 60% 11% 54% 

Requests excluded on the basis 
of a flat rate fee 

45% 18% 37% 21% 

Combined effect of all of the 
above 

58% 78% 48% 75% 

Table 2: Combined impact of the options for change on volumes and costs using the actual costs of 
delivery 

Table 2 shows that the combined impact of aggregation and including reading, 
consultation and consideration times would be to reduce volumes of requests by 13% 
and costs by 60%. If a fee were to be introduced in addition, it would reduce volumes 
of requests by a further 45%, but costs by just 18%. This illustrates that introducing a 
fee would largely impact on the low cost one-off requests from the public. If all the 
options were introduced, volumes would reduce by 58% and costs would reduce by 
78%. 

To illustrate the impact of the options were the current rate of £25 per hour to be 
retained Table 3 sets out the volume impact the options would have if the current rate 
of £25 per hour is used to calculate whether requests exceed the appropriate limit. The 
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cost impact of each option is calculated using the actual hourly rates of £34 (central 
government) and £26 (wider public sector). 

Central Government Wider Public Sector 

Volume reduction  Reduction in cost 
of officials’ time 

Volume reduction Reduction in cost 
of officials’ time 

Including reading, consideration 
and consultation time 

1,346 

(4%) 

£3.2m 

(37%) 

5,991 

(7%) 

£5.0m 

(49%) 

Aggregating non-similar requests 2,817 

(8%) 

£0.7m 

(8%) 

7,315  

(8%) 

£1.0m  

(8%) 

Introducing a flat rate fee 15,915 

(47%) 

£3.8m 

(44%) 

34,077 

(39%) 

£3.9m 

(38%) 

Reducing the appropriate limit 
threshold to £400 (central) and 
£300 (wider public sector) 

385 

(1%) 

£0.9m 

(11%) 

1,831 

(2%) 

£2.1m 

(21%) 

Table 3: Impact of the options for change on volumes and costs using £25 per hour 

(Note the volume and cost impacts in the table relate to the impact of introducing each option on its own. 
The volume and cost figures are not additive across the options.)  

The table shows that allowing reading, consideration and consultation time to count 
towards the appropriate limit, alongside aggregation, is likely to have the greatest 
impact on reducing the most expensive requests while at the same time preserving the 
right of the majority of requestors to free information. 

The hourly rate of £25 per hour is below the actual hourly cost of FoI delivery. This 
means that in this scenario including reading, consideration and consultation time 
reduces the cost of officials’ time in central government by 37% compared to 54% 
when an hourly rate of £34 is used. However, this scenario could still result in the 
exclusion of the majority of the top 5% of most expensive cases. 

Each of the options is discussed in greater detail below. 

Reading, consultation and consideration 

In almost every central government department there are a relatively small volume of 
requests that contribute disproportionately to the costs of delivering FoI. These 
requests tend to be driven either by large volumes of reading material, or by the need 
for extensive consultation (time spent in consultation outside the public authority to 
determine the applicability of exemptions and/or the balance of the public interest) or 
consideration (time spent considering the response to the request under the FoI Act to 
determine the applicability of exemptions and/or the balance of the public interest). 
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On average, these activities count for 70% of the cost of central government officials’ 
time in dealing with initial FoI requests. However, the regulations currently do not 
allow these activities to count towards the cost calculation to determine whether the 
appropriate limit has been exceeded. 

From an economic perspective, there is a clear benefit in including these activities in 
the calculation, so that the appropriate limit is fully reflective of the costs of officials’ 
time in delivering FoI requests. If reading, consultation and consideration time were to 
be included this could lead to a substantial reduction in the costs of delivering FoI. 
Specifically, the cost of officials’ time in dealing with FoI requests could be reduced 
by 54% and the most expensive 5% of cases could be almost entirely excluded. 

If this option is to be adopted, a key issue will be determining an appropriate 
methodology for the calculation of reading, consideration and consultation time that 
allows for a consistent approach across practitioners. This is important, because 
estimates of costs will need to be determined prior to the work being undertaken, so 
that a decision can be reached as to whether the costs of compliance would exceed the 
appropriate limit. If practitioners do not take a systematic approach, there is likely to 
be a potentially substantial increase in requests for internal review and appeals to the 
ICO, with a consequent substantial increase in costs. 

Careful consideration will need to be given as to how best to calculate the factors to be 
counted towards the cost threshold. The measures will need to be administratively 
simple and should not in effect provide an absolute exemption to practitioners. For 
reading time, one possible approach is a standard charge per page. It has not been 
possible to calculate the impact of such an approach quantitatively. This is because 
information on the numbers of pages per request is not held centrally. However, 
interviews with practitioners suggest that a charge per page of between £1 and £2 
would be appropriate and would, in most cases be reflective of the costs of reading 
through the material in question. 

For consideration and consultation it is more difficult to identify a similar type of 
ready reckoner, as there is no standard metric to which a charge could be applied. 
However, one possible option that could balance the competing requirements of 
consistency, administrative simplicity and fairness is to develop a series of graduated 
standard charges for consideration and consultation. The charge could only be used to 
count towards the threshold for those requests deemed likely to require consideration 
and/or consultation. 

Moreover, the charge could be graduated to reflect: 

• differences in the type of consultation required; and  

• differences in the number of bodies for which consultation is required. 

An additional issue is that the average cost per hour of delivering FoI in central 
government is £34. However, under the current FoI fees regulations all costs must be 
calculated using the same cost per hour of £25. For consideration and consultation in 
particular, an average cost of £25 per hour substantially under-estimates the costs of 
responding to the request. This is because consideration and consultation time 
typically involve substantial inputs from senior civil servants and often also require 
ministerial or board level involvement. 
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Consequently, the review would recommend that there is a need to consider changing 
the cost per hour figure used in the calculations to one that is reflective of the actual 
costs of delivering FoI. 

Aggregating non-similar requests 

There are a small number of serial users of the Act who account for a substantial 
proportion of the overall costs of delivering FoI (serial requestors account for 14% of 
requests by volume and 26% by value.) Requests made by these users tend to cost 
substantially more than standard requests and take up substantial levels of senior 
resource. A key issue is that currently non-similar requests from these requestors 
cannot be aggregated to count towards the appropriate limit. 

Table 1 above suggests that aggregating non-similar requests could substantially 
reduce the costs of delivering FoI. The key issue that has been identified in 
implementing this option is the concern that requestors will game the system through 
behavioural changes that substantially reduce the volume and cost impacts set out 
above. Requestors can currently game the system with respect to aggregating similar 
requests. This option could potentially increase the susceptibility to gaming, as under 
the Act, individuals do not have to prove their identities in order to make a request. 
Consequently, an individual could either change the timing of requests so they fall 
outside the 60 day period, or make requests from numerous different email accounts in 
order to circumvent the aggregation requirements. 

Fees 

Under the FoI Act it is possible to introduce a flat fee for responding to FoI requests. 
On its own, a flat rate fee is likely to reduce the volume of requests by between 40% 
and 50%. However, it is likely that a large proportion of requests deterred by a flat rate 
fee would be the less costly one-off requests from members of the public. It is highly 
unlikely that the most expensive requestors would be deterred by a flat rate fee. 

A key issue raised by stakeholders was how to implement a payment scheme for FoI 
in organisations that do not otherwise have a requirement to collect small sums of 
money on a regular basis. This issue has been identified as applying primarily to 
central government departments, as public bodies in the wider public sector tend to 
have facilities in place to deal with small payments. 

There is no quantitative information available on the costs of collecting a fee. 
However, discussions with central government stakeholders suggested that the costs 
are likely to be between £30 and £100 per fee collected. This suggests that if a fee of 
£15 were implemented, in departments where no system is in place to collect small 
sums, a loss of between £15 and £85 would be made on every fee collected. This 
suggests that the primary role of a fee would be in deterring requestors from making 
FoI requests. 

To understand the impact of this deterrent it is necessary to compare the costs and 
benefits of responding to FoI requests. From an economic perspective efficiency could 
be improved if a fee deterred a request where the cost of responding to the request 
outweighed the benefits. 

The benefits of FoI can be broken into three elements: the private benefit to an 
individual of the information they receive; the public benefit of that information being 
made available; and the aggregate benefits that derive from a more open and 
transparent decision making process. 
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If a fee in the range of £15 leads to substantial reductions in volumes of requests, this 
suggests that the private value of those information requests may be low relative to 
their costs. This is because if people fail to pay the fee they may be indicating that 
they value the information they request at less than the fee required (£15), while each 
central government request costs approximately £250 on average to provide. 

However, this does not necessarily imply that there is an efficiency gain as the public 
value of the information and the public good value of FoI have not been taken into 
account. Discussions with stakeholders have also revealed concerns about the fairness 
of introducing a fee. Some stakeholders have said there may be particular groups of 
individuals who legitimately wish to access information but who may not be able to 
afford the fee. 

An alternative could be to look to introduce a more targeted fee aimed at recovering 
the costs of dealing with persistent and experienced requestors. These types of 
requestors tend in the majority of cases to be requestors who require information for 
commercial use: either journalists or businesses wishing to gather information about 
procurement options in order to create a commercial database. 

Responding to requests from these requestors tends to costs substantially more than 
dealing with requests from more casual requestors. A fee for this type of user could 
overcome some of the concerns expressed above with respect to a flat rate fee for all 
users. However, this option is potentially susceptible to gaming, as under the Act, 
individuals do not have to prove their identities or the purpose of their request in order 
to make a request. 

Reducing the appropriate limit threshold 

The final option for consideration is a reduction in the appropriate limit from its 
current level of £600 and £450. The rationale for such a reduction could be a view that 
the current level does not provide an appropriate balance between the right to access 
information and the need of public authorities to continue to carry out their other 
duties. 

The impact of this option largely depends upon the level the threshold is set to. 
Table 1 above is based on a one third reduction in the threshold to £400 (central 
government) and £300 (wider public sector) respectively. As can be seen, this has a 
relatively limited impact on volumes, with an extra 128 requests exceeding the central 
government threshold and an extra 1,331 (1.5%) exceeding the wider public sector 
threshold. 

ENSURING THE ACT WORKS EFFECTIVELY 

Discussions with stakeholders have identified a number of practices that could be 
addressed in order to ensure that the Act is operated as effectively and efficiently as 
possible. 

o Understanding requirements under the Act. A theme that emerged from 
discussions was that practitioners may be responding to requests even in 
situations where they are not required to do so under the Act. A number of 
examples were provided where requests were answered even where the 
appropriate limit had clearly been exceeded. Similarly it is not clear that all 
practitioners are making full use of the provisions in relation to aggregation 
and vexatious requests. If the options for change discussed above are to be 
implemented and are to be effective, it will be important to ensure that 
practitioners are aware of the changes in the regulations and implement them. 
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Simultaneous release. Discussions with stakeholders have indicated that public 
bodies are expected to operate a policy of simultaneous release, such that information 
released under the FoI Act is made publicly available through the body’s website or 
other means. There should be greater proactivity and consistency in the approach to 
FoI publication. This should reduce the costs to public authorities of having to deal 
with the same requests, and should make it easier for requestors to access the 
information they require. Moreover, if a driver of demand for commercial requestors 
is the exclusivity of the information they receive, then implementing such an approach 
consistently could lessen the value of the information received and lead to a reduction 
in the volume of requests. Greater proactive release of information should also be 
encouraged. 
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APPENDIX H 
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Explanatory Note 

With a few exceptions, this Law will give people the right to be supplied with 
information held by public authorities (referred to as “scheduled public authorities”). 

The exceptions are – 

(a) information that is absolutely exempt information (for example, its 
disclosure is prohibited by another Law) where the scheduled public 
authority may refuse to supply the information; or 

(b) information that is qualified exempt information, (for example, it 
concerns the formation and development of policies) where a scheduled 
public authority must supply the information unless it is satisfied that the 
public interest in supplying the information is outweighed by the public 
interest in not doing so. 

In all cases the scheduled public authority is still free to supply the information if it is 
not otherwise prohibited by law from doing so. 

The Law provides that a person may appeal to the Information Commissioner (the 
person for the time being carrying out the functions of the Data Protection 
Commissioner) against a decision of a public authority. 

An appeal may be made – 

(a) against any amount charged by a scheduled public authority for supplying 
information; or 

(b) against a decision by a scheduled public authority not to supply 
information. 

There is a further right of appeal to the Royal Court. The Royal Court’s decision is 
final. 

At first the Law will apply to those public authorities to which the Code on Freedom 
of Information presently applies (that is, scheduled public authorities) However, the 
Law can subsequently be extended by Regulations to include other public authorities. 

Details of the proposed Law follow. 

PART 1 sets out general provisions. 

Article 1 defines certain words and phrases used in the Law, in particular “public 
authority” and “scheduled public authority”. Scheduled public authorities are specified 
in Schedule 1. The obligations and requirements in this Law apply to scheduled public 
authorities only. Article 1 also defines “absolutely exempt information” as being the 
information set out in Part 4 and “qualified exempt information” as the information set 
out in Part 5. 

Article 2 defines the term “request for information” and sets out what is required to 
make an application for the supply of information under the Law. 

Article 3 defines “information held by a public authority” for the purposes of the Law. 
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Article 4 defines “information to be supplied by a public authority” for the purposes of 
the Law. 

Article 5 makes it clear that it is not the intention of the Law, in any way, to prohibit 
the provision of information. 

If the provision of requested information is not prohibited by some other enactment, a 
public authority may always supply the requested information albeit the information 
may be designated by the Law to be “absolutely exempt information” or “qualified 
exempt information”. 

Article 6 allows the States Assembly to amend specified part of the Law by 
Regulations. 

Article 7 requires each scheduled public authority to prepare and maintain an index of 
the information that it holds. This is for the purpose of facilitating implementation of 
this Law. 

PART 2 sets out the general right a person has to be supplied with information held 
by a public authority and how the supply may be obtained. 

Article 8 provides the general right of a person to be supplied with information in the 
possession of a scheduled public authority, except as otherwise provided under this 
Law. 

Article 9 provides that a scheduled public authority can refuse to supply absolutely 
exempt information. A scheduled public authority must supply qualified exempt 
information unless it is in the public interest not to do so. 

Article 10 requires a scheduled public authority to tell a person who has requested 
information if the authority holds the information. However, where it is in the public 
interest to do so, a scheduled public authority can decide neither to confirm nor to 
deny that it holds the information. 

Article 11 allows a scheduled public authority to provide information by any 
reasonable means. 

Article 12 requires a scheduled public authority to help a person who wishes to make 
an application for information to make such an application. 

Article 13 sets out the time limits within which a scheduled public authority must deal 
with a request for information. 

Article 14 allows a scheduled public authority to seek additional details about a 
request for information. 

Article 15 allows a scheduled public authority to require a fee for supplying 
information. 

Article 16 allows a scheduled public authority to refuse to supply information if the 
cost of doing so is too high. 

Article 17 requires an application for information that has been transferred to the 
Jersey Heritage Trust by a scheduled public authority to be dealt with in a manner 
prescribed by Regulations. 

Article 18 requires a scheduled public authority that refuses a request for information 
to do so in a manner prescribed by Regulations. 
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Article 19 makes provision for the circumstances in which information held by a 
scheduled public authority for a long time (30 years in some cases; 100 years for 
others) must be supplied on request. 

Article 20 provides that Regulations may require a scheduled public authority to adopt 
and maintain a scheme requiring it to publish information. 

PART 3 deals with vexatious and repeated requests for information. 

Article 21 allows a scheduled public authority not to comply with vexatious requests – 
normally those designed solely to cause administrative difficulty or inconvenience. 

Article 22 allows a scheduled public authority not to comply with repeated requests 
from the same person for the same information. 

PART 4 sets out categories of absolutely exempt information. 

Article 23 applies to information that is otherwise available to the public by other 
means, whether or not on the payment of a fee. A scheduled public authority must 
make reasonable efforts to inform an applicant where the information may be 
obtained. 

Article 24 applies to information that a scheduled public authority has in respect of a 
case before a court or tribunal. 

Article 25 applies to information a person may obtain about himself or herself under 
the Data Protection (Jersey) Law 2005 or where disclosure to a member of the public 
would contravene data protection principles. 

Article 26 applies to information provided in confidence, where its disclosure would 
be actionable. 

Article 27 applies to information needed to safeguard national security. The Chief 
Minister may issue a certificate that is conclusive evidence that this provision applies 
to specified information. The justification for the issue of the certificate can be 
challenged in the Royal Court. 

Article 28 applies to information which, if disclosed, would infringe the privileges of 
the States Assembly. 

Article 29 applies to information where its disclosure is otherwise prohibited by 
legislation, a Community obligation or court action. 

PART 5 sets out categories of qualified exempt information. A scheduled public 
authority must supply such information unless it is in the public interest not to do so. 

Article 30 applies to makes communications with Her Majesty. 

Article 31 applies to advice given by the Bailiff, Deputy Bailiff, Attorney General or 
Solicitor General. 

Article 32 applies to information in respect of which legal professional privilege could 
be claimed. 

Article 33 applies to trade secrets. 

Article 34 applies to information that could prejudice the economic or financial 
interests of Jersey. 
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Article 35 applies to information used to formulate States policy. 

Article 36 applies to information which a public authority intends to publish within the 
period of 12 weeks after the application for the information. 

Article 37 applies to audit and similar information. 

Article 38 applies to information if its disclosure could endanger the physical or 
mental health of a person or a person’s safety. 

Article 39 applies to information if its disclosure could prejudice ongoing pay and 
condition negotiations between a public authority and its employees. 

Article 40 applies to information if its disclosure would prejudice the defence of the 
British Islands or prejudice the armed forces. 

Article 41 applies to information if its disclosure would prejudice international 
relations. 

Article 42 applies to information if its disclosure would prejudice law enforcement. 

PART 6 deals with the Information Commissioner and appeals. 

Article 43 sets out the general functions of the Information Commissioner under the 
Law. 

Article 44 provides for the Information Commissioner’s power to issue Codes of 
Practice under the Law. 

Article 45 and Schedule 2 make provision for the powers of the Information 
Commissioner to enter premises with a warrant if there is a reasonable belief that a 
scheduled public authority has failed to comply with requirements of the Law or an 
offence under the Law has been committed. 

Article 46 provides a right of appeal to the Information Commissioner and provides 
how the Information Commissioner must deal with appeals. The Information 
Commissioner must serve notice of his or her decision on the applicant and on the 
scheduled public authority. 

Article 47 allows an applicant to appeal to the Royal Court against a decision of the 
Information Commissioner under Article 46. 

Article 48 sets out what happens if a scheduled public authority fails to comply with a 
notice issued by the Information Commissioner. 

PART 7 provides for miscellaneous and supplemental provisions. 

Article 49 makes it an offence to alter information after it has been requested with the 
intent of preventing its disclosure. 

Article 50 provides that defamatory information supplied by a scheduled public 
authority on a request made under the Law does not make the authority liable for any 
civil action against it. 

Article 51 provides that each administration of the States is to be treated as a separate 
entity. “Administration of the States” is defined in Article 1. 
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Article 52 exempts the States Assembly and any associated bodies and each 
administration of the States from prosecution under the Law (although not individuals 
acting on behalf of any such body). 

Article 53 allows the States to make Regulations for any matter prescribed under the 
Law. 

Article 54 allows Rules of Court to be made regulating the practice and procedure of 
matters relating to the Royal Court under this Law. 

Article 55 provides for consequential amendment to the Public Records (Jersey) 
Law 2002. 

Article 56 provides for the citation of the Law. 

Article 57 provides for the Law to be brought in to force by Act of the States. 

 

SCHEDULE 1 specifies which public authorities are scheduled public authorities to 
which the Law will first apply when it is brought into force. 

SCHEDULE 2 deals with powers of entry: see Article 45 above. 
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DRAFT FREEDOM OF INFORMATION (JERSEY) 

LAW  201-  

A LAW  to provide for the supply of information held by public authorities and 
for connected purposes. 

Adopted by the States [date to be inserted] 

Sanctioned by Order of Her Majesty in Council [date to be inserted] 

Registered by the Royal Court [date to be inserted] 

THE STATES, subject to the sanction of Her Most Excellent Majesty in 
Council, have adopted the following Law – 

PART 1 
GENERAL  

1 Interpretation 

In this Law, unless a contrary intention appears – 

“absolutely exempt information” means information of a type specified in 
Part 4; 

“administration of the States” means – 

(a) a department established on behalf of the States; and  

(b) a body, office or unit of administration, established on behalf of the 
States (including under an enactment); 

“information” means information recorded in any form; 

“Information Commissioner” means the person carrying out the functions 
of the office of Data Protection Commissioner referred to in Article 6 of 
the Data Protection (Jersey) Law 20051; 

“function” includes a duty and a power; 
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“public authority” means – 

(a) the States Assembly including the States Greffe; 

(b) a Minister; 

(c) a committee or other body established by a resolution of the States 
or by, or in accordance with, standing orders of the States 
Assembly; 

(d) an administration of the States; 

(e) a Department referred to in Article 1 of the Departments of the 
Judiciary and the Legislature (Jersey) Law 19652; 

(f) the States of Jersey Police Force; 

(g) a parish; 

(h) to the extent not included in paragraph (a) to (g) above, any body 
(whether incorporated or unincorporated) – 

(i) which is in receipt of funding at least half of which is from 
the States in one or more years, 

(ii) which carries out statutory functions, 

(iii) which is appointed, or whose officers are appointed, by a 
Minister, 

(iv) which appears to the States to exercise functions of a public 
nature, or 

(v) which provides any service under a contract made with any 
public authority described in paragraphs (a) to (g), the 
provision of such service being a function of that authority; 

“qualified exempt information” means information of a type specified in 
Part 5; 

“Regulations” means Regulations made by the States for the purposes of 
this Law; 

“scheduled public authority” means a public authority described in 
Schedule 1. 

2 Meaning of “request for information” 

(1) For the purposes of this Law, “request for information” means a request 
for information made under this Law that – 

(a) is in writing; 

(b) states the name of the applicant; 

(c) states an address for correspondence; and 

(d) describes in adequate detail the information requested. 

(2) In paragraph (1)(a), a request for information in writing includes a 
request for information transmitted by electronic means if the request – 

(a) is received in legible form; and 

(b) is capable of being used for subsequent reference. 
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3 Meaning of “information held by a public authority” 

For the purposes of this Law, information is held by a public authority if – 

(a) it is held by the authority, otherwise than on behalf of another person; or 

(b) it is held by another person on behalf of the authority. 

4 Meaning of “information to be supplied by a public authority” 

(1) For the purposes of this Law, the information held by a public authority 
at the time when a request for the information is received is the 
information that is to be taken to have been requested. 

(2) However, account may be taken of any amendment or deletion made to 
the information between the time when the request for the information 
was received and the time when it is supplied if the amendment or 
deletion would have been made regardless of the request for the 
information. 

5 Law does not prohibit the supply of information 

Nothing in this Law is to be taken or interpreted as prohibiting a public 
authority from supplying any information it is requested to supply. 

6 Parts and Schedule 1 may be amended by Regulations 

The States may, by Regulations – 

(a) amend any of Articles 1 to 4 and Schedule 1; 

(b) amend Parts 4 and 5 by adding further descriptions of absolutely exempt 
information or qualified exempt information. 

7 Scheduled public authorities to prepare information index  

Each scheduled public authority, in order to facilitate the implementation of this 
Law, must prepare and maintain an index of the information that it holds. 

PART 2 
ACCESS TO INFORMATION HELD BY A SCHEDULED PUBLIC 

AUTHORITY 

8 General right to be supplied with information held by a scheduled public 
authority 

If a person makes a request for information held by a scheduled public 
authority – 

(a) the person has a general right to be supplied with the information by that 
authority; and 
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(b) except as otherwise provided by this Law, the authority has a duty to 
supply the person with the information. 

9 When a scheduled public authority may refuse to supply information it 
holds 

(1) A scheduled public authority may refuse to supply information it holds 
and has been requested to supply if the information is absolutely exempt 
information. 

(2) A scheduled public authority must supply qualified exempt information it 
has been requested to supply unless it is satisfied that, in all the 
circumstances of the case, the public interest in supplying the information 
is outweighed by the public interest in not doing so. 

(3) A scheduled public authority may refuse to supply information it holds 
and has been requested to supply if – 

(a) a provision of Part 3 applies in respect of the request; 

(b) a fee payable under Article 15 or 16 is not paid; or 

(c) Article 16(1) applies. 

10 Obligation of scheduled public authority to confirm or deny holding 
information 

(1) Subject to paragraph (2), if – 

(a) a person makes a request for information to a scheduled public 
authority; and 

(b) the authority does not hold the information, 

it must inform the applicant accordingly. 

(2) If a person makes a request for information to a scheduled public 
authority and – 

(a) the information is absolutely exempt information or qualified 
exempt information; or 

(b) if the authority does not hold the information, the information 
would be absolutely exempt information or qualified exempt 
information if it had held it, 

the authority may refuse to inform the applicant whether or not it holds 
the information if it is satisfied that, in all the circumstances of the case, it 
is in the public interest to do so. 

(3) If a scheduled public authority so refuses – 

(a) it shall be taken for the purpose of this Law to have refused to 
supply the information requested on the ground that it is absolutely 
exempt information; and 

(b) it need not inform the applicant of the specific ground upon which 
it is refusing the request or, if the authority does not hold the 
information, the specific ground upon which it would have refused 
the request had it held the information. 
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11 Means by which a scheduled public authority may supply information 

A scheduled public authority may comply with a request for information by 
supplying the information by any reasonable means. 

12 Duty of a scheduled public authority to supply advice and assistance 

A scheduled public authority must make reasonable efforts to ensure that a 
person who makes, or wishes to make, a request to it for information is supplied 
with sufficient advice and assistance to enable the person to do so. 

13 Time within which a scheduled public authority must deal with a request 
for information 

(1) A scheduled public authority must deal with a request for information 
promptly. 

(2) If it supplies the information it must do so, in any event, no later than – 

(a) the end of the period of 20 working days following the day on 
which it received the request; or 

(b) if another period is prescribed by Regulations, not later than the 
end of that period. 

(3) However, the period mentioned in paragraph (2) does not start to run – 

(a) if the scheduled public authority has, under Article 14, sought 
details of the information requested, until the details are supplied; 
or 

(b) if the scheduled public authority has informed the applicant that a 
fee is payable under Article 15 or 16, until the fee is paid. 

(4) If a scheduled public authority fails to comply with a request for 
information – 

(a) within the period mentioned in paragraph (2); or 

(b) within such further period as the applicant may allow, 

the applicant may treat the failure as a decision by the authority to refuse 
to supply the information on the ground that it is absolutely exempt 
information. 

(5) In this Article “working day” means a day other than – 

(a) a Saturday, a Sunday, Christmas Day, or Good Friday; or 

(b) a day that is a bank holiday or a public holiday under the Public 
Holidays and Bank Holidays (Jersey) Law 19513. 

14 A scheduled public authority may request additional details 

A scheduled public authority that has been requested to supply information may 
request the applicant to supply it with further details of the information so that 
the authority may identify and locate the information. 
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15 A scheduled public authority may request fee for supplying information 

(1) A scheduled public authority that has been requested to supply 
information may request the applicant to pay for the supply of the 
information a fee determined by the scheduled public authority in the 
manner prescribed by Regulations. 

(2) The request for the fee must be made within the time allowed to the 
scheduled public authority to comply with the request for the information. 

16 A scheduled public authority may refuse to supply information if cost 
excessive 

(1) A scheduled public authority that has been requested to supply 
information may refuse to supply the information if it estimates that the 
cost of doing so would exceed any fee of an amount determined in the 
manner prescribed by Regulations for the purposes of Article 15. 

(2) Despite paragraph (1), a scheduled public authority may still supply the 
information requested on payment to it of a fee determined by the 
authority in the manner prescribed by Regulations for the purposes of this 
Article. 

(3) Regulations may provide that, in such circumstances as the Regulations 
prescribe, if two or more requests for information are made to a 
scheduled public authority – 

(a) by one person; or 

(b) by different persons who appear to the scheduled public authority 
to be acting in concert or in pursuance of a campaign, 

the estimated cost of complying with any of the requests is to be taken to 
be the estimated total cost of complying with all of them. 

17 Where public records transferred to the Jersey Heritage Trust 

An application for information that has been transferred by a scheduled public 
authority to the Jersey Heritage Trust shall be dealt with in the manner 
prescribed by Regulations. 

18 Where a scheduled public authority refuses a request 

The States may, by Regulations, prescribe the manner in which a scheduled 
public authority may refuse a request for information. 

19 A scheduled public authority must supply information held by it for a long 
time 

(1) If a request is made to a scheduled public authority for information that it 
need not otherwise supply by virtue of – 

(a) Article 28; 

(b) Article 30; 

(c) Article 33; 



Draft Freedom of Information (Jersey) Law 201-  Article 20
 

  ◊ P.39/2011 
Page - 149

 

(d) Article 34; 

(e) Article 37; or 

(f) Article 39, 

it must supply the information if it has held the information for more than 
30 years. 

(2) If a request is made to a scheduled public authority for other information 
that it need not otherwise supply by virtue of any other provision of 
Part 4 or 5, it must supply the information if it has held the information 
for more than 100 years. 

(3) The States may, by Regulations – 

(a) exempt any information from the provisions of paragraph (1) or 
(2); or  

(b) specify such other period for the purposes of paragraph (1) or (2) 
as it thinks fit. 

20 Publication schemes 

Regulations may prescribe requirements for a scheduled public authority to 
adopt and maintain a scheme requiring it to publish information. 

PART 3 
VEXATIOUS AND REPEATED REQUESTS 

21 A scheduled public authority need not comply with vexatious requests 

(1) A scheduled public authority need not comply with a request for 
information if it considers the request to be vexatious. 

(2) In this Article, a request is not vexatious simply because the intention of 
the applicant is to obtain information – 

(a) to embarrass the scheduled public authority or some other public 
authority or person; or  

(b) for a political purpose. 

(3) However, a request may be vexatious if – 

(a) the applicant has no real interest in the information sought; and 

(b) the information is being sought for an illegitimate reason, which 
may include a desire to cause administrative difficulty or 
inconvenience. 

22 A scheduled public authority need not comply with repeated requests 

(1) This Article applies if – 

(a) an applicant has previously made a request for information to a 
scheduled public authority that it has complied with; and 
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(b) the applicant makes a request for information that is identical or 
substantially similar. 

(2) The scheduled public authority may refuse to comply with the request 
unless a reasonable interval has elapsed between compliance with the 
previous request and the making of the current request. 

PART 4 
ABSOLUTELY EXEMPT INFORMATION  

23 Information accessible to applicant by other means 

(1) Information is absolutely exempt information if it is reasonably available 
to the applicant, otherwise than under this Law, whether or not free of 
charge. 

(2) A scheduled public authority that refuses an application for information 
on this ground must make reasonable efforts to inform the applicant 
where the applicant may obtain the information. 

24 Court information 

(1) Information is absolutely exempt information if it is held by a scheduled 
public authority only by virtue of being contained in a document – 

(a) filed with, or otherwise placed in the custody of, a court; or 

(b) served upon, or by, the scheduled public authority, 

in proceedings in a particular cause or matter. 

(2) Information is absolutely exempt information if it is held by a scheduled 
public authority only by virtue of being contained in a document created 
by – 

(a) a court; or 

(b) a member of the administrative staff of a court, 

in proceedings in a particular cause or matter. 

(3) Information is absolutely exempt information if it is held by a scheduled 
public authority only by virtue of being contained in a document – 

(a) placed in the custody of; or 

(b) created by, 

a person conducting an inquiry or arbitration, for the purposes of the 
inquiry or arbitration. 

(4) In this Article – 

“arbitration” means arbitration to which Part 2 of the Arbitration (Jersey) 
Law 19984 applies; 

“court” includes any tribunal in which legal proceedings may be brought; 

“inquiry” means an inquiry or a hearing held under an enactment; 
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“proceedings in a particular cause or matter” includes an inquest or post-
mortem examination. 

25 Personal information 

(1) Information is absolutely exempt information if it constitutes personal 
data of which the applicant is the data subject as defined in the Data 
Protection (Jersey) Law 2005. 

(2) Information is absolutely exempt information if – 

(a) it constitutes personal data of which the applicant is not the data 
subject as defined in the Data Protection (Jersey) Law 2005; and 

(b) its supply to a member of the public would contravene any of the 
data protection principles, as defined in that Law. 

26 Information supplied in confidence 

Information is absolutely exempt information if – 

(a) it was obtained by the scheduled public authority from another person 
(including another public authority); and 

(b) the disclosure of the information to the public by the scheduled public 
authority holding it would constitute a breach of confidence actionable by 
that or any other person. 

27 National security 

(1) Information is absolutely exempt information if exemption from the 
obligation to disclose it under this Law is required to safeguard national 
security. 

(2) Except as provided by paragraph (3), a certificate signed by the Chief 
Minister certifying that the exemption is required to safeguard national 
security is conclusive evidence of that fact. 

(3) A person aggrieved by the decision of the Chief Minister to issue a 
certificate under paragraph (2) may appeal to the Royal Court on the 
grounds that the Chief Minister did not have reasonable grounds for 
issuing the certificate. 

(4) The decision of the Royal Court on the appeal shall be final. 

28 States Assembly privileges 

(1) Information is absolutely exempt information if exemption from the 
obligation to disclose it under this Law is required to avoid an 
infringement of the privileges of the States Assembly. 

(2) Except as provided by paragraph (3), a certificate signed by the Greffier 
of the States certifying that exemption is required to avoid an 
infringement of the privileges of the States Assembly is conclusive 
evidence of that fact. 
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(3) A person aggrieved by the decision of the Greffier of the States to issue a 
certificate under paragraph (2) may appeal to the Royal Court on the 
grounds that the Greffier did not have reasonable grounds for issuing the 
certificate. 

(4) The decision of the Royal Court on the appeal shall be final. 

29 Other prohibitions or restrictions  

Information is absolutely exempt information if the disclosure of the 
information by the scheduled public authority holding it – 

(a) is prohibited by or under an enactment; 

(b) is incompatible with a European Union or an international obligation that 
applies to Jersey; or 

(c) would constitute or be punishable as a contempt of court. 

PART 5 
QUALIFIED EXEMPT INFORMATION 

30 Communications with Her Majesty etc. and honours 

Information is qualified exempt information if it is or relates to – 

(a) a communication with Her Majesty, with any other member of the Royal 
Family or with the Royal Household; or 

(b) the conferring of an honour or dignity by the Crown. 

31 Advice by the Bailiff, Deputy Bailiff or a Law Officer 

Information is qualified exempt information if it is or relates to the provision of 
advice by the Bailiff, Deputy Bailiff or the Attorney General or the Solicitor 
General. 

32 Legal professional privilege 

Information is qualified exempt information if it is information in respect of 
which a claim to legal professional privilege could be maintained in legal 
proceedings. 

33 Commercial interests 

Information is qualified exempt information if – 

(a) it constitutes a trade secret; or 

(b) its disclosure would, or would be likely to, prejudice the commercial 
interests of a person (including the scheduled public authority holding the 
information). 
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34 The economy 

Information is qualified exempt information if its disclosure would, or would be 
likely to, prejudice – 

(a) the economic interests of Jersey; or 

(b) the financial interests of the States of Jersey. 

35 Formulation and development of policies 

Information is qualified exempt information if it relates to the formulation or 
development of any proposed policy by a public authority. 

36 Information intended for future publication 

(1) Information is qualified exempt information if, at the time when the 
request for the information is made, the information is being held by a 
public authority with a view to its being published within 12 weeks of the 
date of the request. 

(2) A scheduled public authority that refuses an application for information 
on this ground must make reasonable efforts to inform the applicant – 

(a) of the date when the information will be published; 

(b) of the manner in which it will be published; and 

(c) by whom it will be published. 

(3) In this Article, “published” means published – 

(a) by a public authority; or 

(b) by any other person. 

37 Audit functions 

(1) Information is qualified exempt information – 

(a) if it is held by a scheduled public authority mentioned in 
paragraph (2); and 

(b) if its disclosure would, or would be likely to, prejudice the exercise 
of any of the authority’s functions in relation to a matter mentioned 
in paragraph (2)(a) or (b). 

(2) A scheduled public authority referred to in paragraph (1) is a scheduled 
public authority that has functions in relation to – 

(a) the audit of the accounts of another public authority; or 

(b) the examination of the economy, efficiency and effectiveness with 
which another public authority uses its resources in discharging its 
functions. 

(3) Information is also qualified exempt information – 

(a) if it is held by the Comptroller and Auditor General; and 

(b) if its disclosure would, or would be likely to, prejudice the exercise 
of any of his or her functions. 
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38 Endangering the safety or health of individuals 

Information is qualified exempt information if its disclosure would, or would be 
likely to – 

(a) endanger the safety of an individual; or 

(b) endanger the physical or mental health of an individual. 

39 Employment 

Information is qualified exempt information if its disclosure would, or would be 
likely to, prejudice pay or conditions negotiations that are being held between a 
public authority and – 

(a) an employee or prospective employee of the authority; or 

(b) representatives of the employees of the authority. 

40 Defence 

(1) Information is qualified exempt information if its disclosure would, or 
would be likely to, prejudice – 

(a) the defence of the British Islands or any of them; or 

(b) the capability, effectiveness or security of any relevant forces. 

(2) In paragraph (1)(b) “relevant forces” means – 

(a) the armed forces of the Crown; or 

(b) a force that is co-operating with those forces or a part of those 
forces. 

41 International relations 

(1) Information is qualified exempt information if its disclosure would, or 
would be likely to, prejudice relations between Jersey and – 

(a) the United Kingdom; 

(b) a State other than Jersey;  

(c) an international organization; or 

(d) an international court. 

(2) Information is qualified exempt information if its disclosure would, or 
would be likely to, prejudice – 

(a) any Jersey interests abroad; or 

(b) the promotion or protection by Jersey of any such interest. 

(3) Information is also qualified exempt information if it is confidential 
information obtained from – 

(a) a State other than Jersey; 

(b) an international organization; or 

(c) an international court. 
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(4) In this Article, information obtained from a State, organization or court is 
confidential while – 

(a) the terms on which it was obtained require it to be held in 
confidence; or 

(b) the circumstances in which it was obtained make it reasonable for 
the State, organization or court to expect that it will be so held. 

(5) In this Article – 

“international court” means an international court that is not an 
international organization and that was established – 

(a) by a resolution of an international organization of which the United 
Kingdom is a member; or 

(b) by an international agreement to which the United Kingdom was a 
party; 

“international organization” means an international organization whose 
members include any two or more States, or any organ of such an 
organization; 

“State” includes the government of a State and any organ of its 
government, and references to a State other than Jersey include references 
to a territory for whose external relations the United Kingdom is formally 
responsible. 

42 Law enforcement 

Information is qualified exempt information if its disclosure would, or would be 
likely to, prejudice – 

(a) the prevention, detection or investigation of crime, whether in Jersey or 
elsewhere; 

(b) the apprehension or prosecution of offenders, whether in respect of 
offences committed in Jersey or elsewhere; 

(c) the administration of justice, whether in Jersey or elsewhere; 

(d) the assessment or collection of a tax or duty or of an imposition of a 
similar nature; 

(e) the operation of immigration controls, whether in Jersey or elsewhere;  

(f) the maintenance of security and good order in prisons or in other 
institutions where persons are lawfully detained; or 

(g) the proper supervision or regulation of financial services. 

PART 6 
THE INFORMATION COMMISSIONER AND APPEALS 

43 General functions of the Information Commissioner 

(1) The Information Commissioner must – 
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(a) encourage public authorities to follow good practice in their 
implementation of this Law and the supply of information; and 

(b) supply the public with information about this Law. 

(2) Each year the Information Commissioner must prepare a general report 
on the exercise by the Information Commissioner of his or her functions 
under this Law during the preceding year. 

(3) The report must be laid before the States Assembly as soon as 
practicable. 

44 The Information Commissioner may or may be required to issue a Code of 
Practice 

(1) Regulations may permit or require the Information Commissioner to issue 
a Code of Practice for the purposes of this Law. 

(2) Regulations made under paragraph (1) may, in particular, prescribe – 

(a) the subject matter to be addressed by a Code of Practice; 

(b) any consultation that must be undertaken or approval that must be 
obtained before a Code of Practice is issued; and 

(c) the effect (if any) of complying or of not complying with a Code of 
Practice. 

45 Powers of Information Commissioner to enter premises, to require the 
supply of information and to inspect information 

Schedule 2 shall have effect. 

46 Appeals to the Information Commissioner 

(1) This Article applies to a decision by a scheduled public authority – 

(a) as to the amount of a fee payable under Article 15(1) or 16(2); 

(b) as to the cost of supplying information for the purpose of 
Article 16(1); 

(c) to refuse to comply with a request for information on a ground 
specified in Part 3; 

(d) to refuse to comply with a request for information on the ground 
that the information is absolutely exempt information; or 

(e) to refuse to comply with a request for information on the grounds 
that it is qualified exempt information and that, in all the 
circumstances of the case, the public interest in supplying the 
information is outweighed by the public interest in not doing so. 

(2) A person aggrieved by a decision of a scheduled public authority to 
which this Article applies, may, within 6 weeks of notice of that decision 
being given, appeal to the Information Commissioner. 

(3) The appeal may be made on the grounds that in all the circumstances of 
the case the decision was not reasonable. 
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(4) The Information Commissioner must decide the appeal as soon as is 
practicable but may decide not to do so if the Commissioner is satisfied 
that – 

(a) the applicant has not exhausted any complaints procedure provided 
by the scheduled public authority; 

(b) there has been undue delay in making the appeal; 

(c) the appeal is frivolous or vexatious; or 

(d) the appeal has been withdrawn, abandoned or previously 
determined by the Commissioner. 

(5) The Information Commissioner must serve a notice of his or her decision 
in respect of the appeal on the applicant and on the scheduled public 
authority. 

(6) The notice must specify – 

(a) the Commissioner’s decision and, without revealing the 
information requested, the reasons for the decision; and 

(b) the right of appeal to the Royal Court conferred by Article 47. 

47 Appeals to the Royal Court 

(1) An aggrieved person may appeal to the Royal Court against a decision of 
the Information Commissioner under Article 46. 

(2) The appeal may be made on the grounds that in all the circumstances of 
the case the decision was not reasonable. 

(3) The appeal must be made within 28 days of the Information 
Commissioner giving notice of his or her decision to the applicant. 

(4) The decision of the Royal Court on the appeal shall be final. 

(5) Where the appeal was in respect of a decision by the Information 
Commissioner not to decide an appeal, the Royal Court may direct the 
Information Commissioner to decide the appeal. 

(6) At the hearing by the Royal Court of an appeal the aggrieved person and 
the Information Commissioner may each appear and be heard either in 
person or by a representative, such representative being an advocate of 
the Royal Court or such other person as the Royal Court may by rules 
prescribe. 

48 Failure of a scheduled public authority to comply with a notice by the 
Information Commissioner 

(1) This Article applies where, on an appeal under Article 46, the 
Information Commissioner has served a notice on a scheduled public 
authority that contains one of the statements set out in paragraph (2) and 
the authority has not supplied the information in accordance with the 
notice after – 

(a) failing to appeal under Article 47; or 

(b) having appealed, having lost the appeal. 
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(2) The statements mentioned in paragraph (1) are – 

(a) that the fee payable by virtue of Article 15(1) or 16(2) should be 
less than the fee determined by the authority and that the 
information should be supplied on payment of the fee specified in 
the notice; 

(b) that the cost of supplying information for the purpose of 
Article 16(1) should be less than the cost determined by the 
authority and that the information should be supplied on payment 
of the amount specified in the notice; 

(c) that the refusal by the authority to comply with a request for 
information on a ground specified in Part 3 was not reasonable and 
that the information should be supplied; 

(d) that the refusal by the authority to comply with a request for 
information on the ground that the information was absolutely 
exempt information was incorrect and that the information should 
be supplied; 

(e) that the refusal by the authority to comply with a request for 
information on the grounds that it is qualified exempt information 
and that, in all the circumstances of the case, the public interest in 
supplying the information is outweighed by the public interest in 
not doing so was not a reasonable decision and that the information 
should be supplied. 

(3) The Information Commissioner may certify in writing to the Royal Court 
that the scheduled public authority should supply the information 
requested in accordance with the notice but has failed to do so. 

(4) The Court may inquire into the matter and may deal with the scheduled 
public authority as if it had committed a contempt of court after hearing – 

(a) any witness who may be produced against or on behalf of the 
scheduled public authority; and 

(b) any statement that may be offered in defence. 

PART 7 
MISCELLANEOUS AND SUPPLEMENTAL 

49 Offence of altering, etc. records with intent to prevent disclosure 

(1) This Article applies if – 

(a) a request for information has been made to a scheduled public 
authority; and 

(b) under this Law the applicant would have been entitled to be 
supplied with the information. 

(2) A person is guilty of an offence and liable to a fine if the person – 

(a) alters; 

(b) defaces; 

(c) blocks; 
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(d) erases; 

(e) destroys; or 

(f) conceals, 

a record held by the scheduled public authority, with the intention of 
preventing the authority from supplying the information to the applicant. 

(3) Proceedings for an offence under this Article shall not be instituted 
except by or with the consent of the Attorney General. 

50 Defamation 

(1) This Article applies if information supplied by a scheduled public 
authority to an applicant under this Law was supplied to the scheduled 
public authority by a third person. 

(2) The publication to the applicant of any defamatory matter contained in 
the information is privileged unless the publication is shown to have been 
made with malice. 

51 Application to the administrations of the States 

(1) In this Law each administration of the States is to be treated as a separate 
person. 

(2) However, paragraph (1) does not enable an administration of the States to 
claim for the purposes of Article 26(b) that the disclosure of information 
by it would constitute a breach of confidence actionable by another 
administration of the States. 

52 States exempt from criminal liability 

(1) This Article applies to the following public authorities – 

(a) the States Assembly including the States Greffe; 

(b) a committee or other body established by the States or by or in 
accordance with the standing orders of the States Assembly; 

(c) an administration of the States; 

(d) the Judicial Greffe; 

(e) the Viscount’s department. 

(2) A public authority to which this Article applies is not liable to 
prosecution under this Law but Article 49 applies to a person acting on 
behalf of or employed by such an authority as it applies to any other 
person. 

53 Regulations 

(1) The State may make Regulations prescribing any matter which may be 
prescribed under this Law. 
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(2) Regulations under this Law may contain such transitional, consequential, 
incidental or supplementary provisions as appear to the States to be 
necessary or expedient for the purposes of the Regulations. 

54 Rules of Court 

The power to make rules of court under Article 13 of the Royal Court (Jersey) 
Law 19485 shall include the power to make rules regulating the practice and 
procedure on any matter relating to the Royal Court under this Law. 

55 Public Records (Jersey) Law 2002 amended 

(1) The Public Records (Jersey) Law 20026 is amended as specified in this 
Article. 

(2) In Article 1(1), the definition “open access period” is omitted. 

(3) In Article 9(c), for “in accordance with this Law” there is substituted “in 
accordance with the Freedom of Information (Jersey) Law 201-7”. 

(4) In Article 11(o), “subject to Article 27(5),” is omitted. 

(5) In Article 22(3), for everything after “a record that” there is substituted 
“contains information that, for the purposes of the Freedom of 
Information (Jersey) Law 201-, is information that is absolutely exempt 
information or qualified exempt information.”. 

(6) Parts 5 and 6 are repealed. 

(7) Paragraphs (1) to (3) of Article 39 are repealed. 

(8) Article 40 is repealed. 

56 Citation 

This Law may be cited as the Freedom of Information (Jersey) Law 201-. 

57 Commencement 

(1) This Law shall come into force on such day or days as the States may by 
Act appoint. 

(2) Different days may be appointed for different provisions of this Law or 
for different purposes. 
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SCHEDULE 1 

(Article 1) 

SCHEDULED PUBLIC AUTHORITIES 

1 The States Assembly including the States Greffe. 

2 A Minister. 

3 A committee or other body established by resolution of the States or by or 
in accordance with standing orders of the States Assembly. 

4 An administration of the States. 

5 The Judicial Greffe. 

6 The Viscount’s department. 
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SCHEDULE 2 

(Article 45) 

POWERS OF INFORMATION COMMISSIONER TO ENTER PREMISE S, TO 
REQUIRE THE SUPPLY OF INFORMATION AND TO INSPECT 

INFORMATION 

1 Interpretation 

In this Schedule – 

“occupier” of premises includes a person in charge of a vessel, vehicle, 
aircraft or hovercraft; 

“premises” includes a vessel, vehicle, aircraft or hovercraft; 

“warrant” means a warrant issued under this Schedule. 

2 Entry and search 

(1) The Bailiff may issue a warrant if the Bailiff is satisfied by information 
on oath supplied by the Information Commissioner that there are 
reasonable grounds for believing that – 

(a) a scheduled public authority has failed or is failing to comply 
with – 

(i) any of the requirements of Part 2, 

(ii) so much of a notice under Article 46(5) that requires steps to 
be taken; or 

(b) an offence under Article 49 has been or is being committed, 

and that evidence of such a failure to comply or of the commission of the 
offence is to be found on any premises specified in the information. 

(2) A warrant under this paragraph may authorize the Information 
Commissioner or any of the Information Commissioner’s officers or staff 
within 7 days of the date of the warrant – 

(a) to enter the premises specified in the warrant; 

(b) to search such premises; 

(c) to inspect and seize any documents or other material found there 
which may be such evidence as is mentioned in paragraph (1); 

(d) to take copies of any such documents; 

(e) to require any person occupying the premises to provide an 
explanation of any documents or to state where they may be found; 
and 

(f) to inspect, examine, operate and test any equipment on the 
premises in which information held by the specified public 
authority may be recorded. 
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3 Additional conditions for issue of warrant 

(1) The Bailiff shall not issue a warrant unless satisfied – 

(a) that the Information Commissioner has given 7 days’ notice in 
writing to the occupier of the premises in question demanding 
access to the premises; 

(b) that either access was demanded at a reasonable hour and was 
unreasonably refused, or although entry to the premises was 
granted, the occupier unreasonably refused to comply with a 
request by the Information Commissioner or any of the 
Information Commissioner’s officers or staff to permit the 
Information Commissioner or the officer or member of staff to do 
any of the things referred to in paragraph 2(2); and 

(c) that the occupier has, after the refusal, been notified by the 
Information Commissioner of the application for the warrant and 
has had an opportunity of being heard by the Bailiff on the 
question whether or not it should be issued. 

(2) Sub-paragraph (1) shall not apply if the Bailiff is satisfied that the case is 
one of urgency or that compliance with that sub-paragraph would defeat 
the object of entry. 

4 Execution of warrants 

(1) A person executing a warrant may use such reasonable force as may be 
necessary. 

(2) A warrant shall be executed at a reasonable hour unless it appears to the 
person executing it that there are grounds for suspecting that the evidence 
in question would not be found it if were so executed. 

(3) If the premises in respect of which a warrant is issued are occupied by a 
public authority and any officer or employee of the authority – 

(a) is present when the warrant is executed, the person executing it 
shall show the warrant to that person and supply him or her with a 
copy of it; or 

(b) is not present, the person executing it shall leave a copy of it in a 
prominent place. 

(4) A person seizing anything in pursuance of a warrant shall give a receipt 
for it if asked to do so. 

(5) Anything so seized may be retained for so long as is necessary in all the 
circumstances but the person in occupation of the premises in question 
shall be given a copy of anything that is seized if the person so requests 
and the person executing the warrant considers that it can be done 
without undue delay. 

5 Matters exempt from inspection and seizure  

(1) The powers of inspection and seizure conferred by a warrant shall not be 
exercisable in respect of information which is absolutely exempt 
information under Article 27. 
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(2) The powers of inspection and seizure conferred by a warrant shall not be 
exercisable in respect of – 

(a) any communication between a professional legal adviser and the 
adviser’s client in connection with the giving of legal advice to the 
client with respect to the client’s obligations, liabilities or rights 
under this Law; or 

(b) any communication between a professional legal adviser and the 
adviser’s client, or between such an adviser or such a client and 
any other person, made in connection with or in contemplation of 
proceedings arising under or arising out of this Law and for the 
purposes of such proceedings. 

(3) Sub-paragraph (2) applies also to – 

(a) a copy or other record of any such communication; and 

(b) any document or article enclosed with or referred to in any such 
communication if made in connection with the giving of any 
advice or, as the case may be, in connection with or in 
contemplation of and for the purposes of such proceedings. 

(4) Sub-paragraphs (2) and (3) do not apply to anything in possession of any 
person other than the professional legal adviser or to anything held with 
the intention of furthering a criminal purpose. 

(5) References in this paragraph to the client of a professional legal adviser 
include references to any person representing such a client. 

(6) If the person in occupation of premises in respect of which a warrant is 
issued objects to the inspection or seizure under the warrant of any 
material on the grounds that it consists partly of matters in respect of 
which those powers are not exercisable, the person shall, if the person 
executing the warrant so requests, furnish the latter with a copy of so 
much of the material as is not exempt from those powers. 

6 Return of warrants 

(1) The Information Commissioner shall return a warrant to the Bailiff after 
it is executed or, if not executed, within the time authorized for its 
execution. 

(2) The person by whom the warrant is executed shall make an endorsement 
on it stating what powers have been exercised under the warrant. 

7 Offence 

A person who – 

(a) intentionally obstructs an authorized person in the exercise of any right 
conferred by a warrant; or 

(b) fails without reasonable excuse to give any person executing a warrant 
such assistance as the latter person may reasonably require for the 
execution of the warrant, 
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commits an offence and shall be liable to imprisonment for a term of 6 months 
and to a fine. 
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